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RE: NOTICE OF DATA BREACH 

Please read this entire letter. 

Dear SAMPLE A SAMPLE: 

May 10, 2018 

This letter is a follow•up to the email communications we sent to the TaskRabbit community, alerting users regarding a recent 
cybersecurity incident that may have involved some of your personal information. This letter provides you with more information 
about what happened and informs you of additional steps we are taking to protect your personal Information. We truly value your 
business and understand the value you place on the protection of your information. 

What Happened? 

On April 12, 2018, we learned that an unauthorized party gained access to our systems. We immediately hired an outside forensics 
firm to investigate the incident. We also promptly informed, and continue to work with, law enforcement. On April 13, 2018, we 
learned that some of your information may have been compromised as a result of the incident. We emailed users shortly 
thereafter, alerting them of this incident and providing steps the community could take to protect themselves, while we continued 
to Investigate. 

What Information Was Involved? 

Your name, username, password, date of birth, and truncated payment card information may have been compromised as a result of 
this incident. 

What We Are Doing 

As a result of this incident, TaskRabbit has already taken several steps designed to prevent an incident like this from happening in 
the future. We identified and closed the point of entry used by the unauthorized party. We conducted scans of our systems to 
identify and address other potential vulnerabilities. We also are working to implement additional measures to enhance the security 
of our systems following this Incident, including: 

• Examining ways to make our login process more secure, including resetting all user passwords on April 19, 2018;
• Evaluating our data retention practices to reduce the amount of data we hold; and
• Enhancing overall network cyber threat detection technology.

What You Can Do 

Task Rabbit reset all user passwords on April 19, 2018. If you used the same password on other websites or apps as you did for 
TaskRabbit, we recommend you change those passwords and monitor your accounts for any suspicious activity. Please also review 
the enclosed "Information about Identity Theft Protection" for steps you can take to help protect yourself against any risks that may 
arise from this incident. 

In addition, we have arranged for Experian, the largest Credit Bureau in the nation, to provide you with one year of identity 
restoration services. If you suspect misuse of your information over the next 12 months, simply call Experian at 866•274-3891 and 
provide engagement number-to receive assistance. 
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