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Overview

This guide will provide information to:

* ldentify the six foundational external roles and their respective
capabilities in JustGrants

* Navigate the JustGrants Entity Landing Page to access Entity-
level information and act on assighed work

* Explain the use of the JustGrants navigational tab structure

As an introduction to the information in this

guide, some of the terms, processes, and
features of JustGrants will be covered.

IMPORTANT

During the initial role-out of JustGrants, be aware that:
* The system does not “auto save” the user’s work

* A warning message will appear after 10 minutes of inactivity
(per security requirements).

* The user will be automatically logged out after 15 minutes of
inactivity (per security requirements).

* Unsaved work will not be saved at logout
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JustGrants User: Basics

With the release of JustGrants, applicants and
grantees have a system that provides access and
u transparency throughout the grant process. There are
\ ‘ terms and processes that align DOJ with the larger
Federal Government to streamline the grants process
for all users.

The first term of note is “Entity”, which is used in place of
“Organization”. Upon opening JustGrants, users find navigation
options on the left. They are labeled “Entity Profile”, “Entity Users”,
and “Entity Documents”.

Entity-level data is now managed in SAM.gov which is considered
the Federal Government’s “source of truth” or “authoritative source”
of information regarding Entities. Information changes and updates
are made in SAM.gov. JustGrants communicates with SAM.gov daily,
ensuring data consistency and integrity between the systems.

JustGrants provides users with two notifications sections. One
displays system-wide alerts across banners on the “Home” page; the
other provides “bell notifications” specific to the user.

The customized “Home” page is prepopulated with information
relevant to the specific user. The “Home” page features “My
Worklist”, which displays tasks based on all of the user's designated
roles, application, and award assignments.

A new, intuitive navigation system is featured with a

user-friendly visual design that clearly differentiates ’
workspaces, distinguishes sections by font size, and ul
improves data management using different colors to '
separate table sections.
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JustGrants User: Highlights

/4

©

Key Takeaways

* In addition to the introduction of six foundational roles,
JustGrants introduces increased visibility among users within the
Entity, the Entity User, and their Entity Profile allowing more
efficient user management.

* One Email Address = One User = One Entity. Users register an
email address as the username for JustGrants access. Users
accessing multiple JustGrants accounts cannot use the same
email address to access different accounts.

* One Email Address = One User = Multiple Roles = One User
Experience. All the work and permissions associated with a
username are dynamically displayed on the home page.

- Entity-level information (nhame, unique identifiers, etc.) is
managed within SAM.gov, eliminating the need for grant
modifications to change this information.
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Roles &
Authority



) JUSTarants JystGrants Roles

There are six foundational roles created to ensure Entity Users have
the authority and ability to carry out specific requirements and tasks.

Entity Administrator s

Confirms Entity profile information
is current. Manages users and
user assignments. Confirms
Authorized Representative has
proper legal authority to accept or
decline an award.

Application Submitter .:

Completes and submits
applications on behalf of an
Entity, including Entity Assurances
and Certifications.

Authorized Representative 7

Accepts or declines awards on
behalf of an Entity. Must have
legal authority to enter into
contracts, grants and cooperative
agreements with the federal
government on behalf of the
Entity.

Grant Award Administrator

Submits programmatic-related
award requirements, including
Performance Reports, Grant
Award Modifications (GAMs), and
Closeouts.

ALTERNATE

Grant Award Administrator

Supports the Grant Award
Administrator. Can initiate and
submit programmatic-related
award requirements, including
Performance Reports and GAMSs.

§ Financial Manager

Certifies and submits financial
information and all Federal
Financial Reports on behalf of an
Entity.

Multiple roles can be assighed to a single user.
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Entity Administrator

Key Takeaways

* The Entity Administrator (EA) is the key user management role
within an Entity.

* The EA bears responsibility for managing Entity information in
JustGrants.

 The EA is the gatekeeper for access to JustGrants and manages
the Entity Users.

 The EA ensures the accuracy of the Entity Profile in JustGrants
and makes changes in SAM.gov, when necessary.
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DIAMD

Digital Identity and Access
Management Directory



DIAMD: Step 1

To access JustGrants,
users must register in
DIAMD.

After receipt of the
JustGrants Welcome
email, register the
user’s account in the
system.

1) Select the link
labeled “here” in
the email to begin
the registration
process.

Note: Users have limited
time after receiving the
invitation email to
complete this process.
After the time has
elapsed, the Entity
Administrator will need to
re-invite the user to
restart the process.

User Registration

Welcome to JustGrants - Please Register Your Account

° DIAMD-NoReply@usdoj.gov <DIAMD-NoReply@usdoj.gov>
To:

THE UNITED STATES

DEPARTMENTf JUSTICE

Hello,

An accounghaskaen created for you to access the Department of Justice (DOJ) Justice Grants System (JustGrants). To access your account,
please clic here [\nd set your password using this email address within 72 hours.

If you need assistance logging in, please contact JustGrants Support at JustGrants.Support@usdoj.gov or 833-872-5175.

Login to JustGrants System:
JusticeGrantsSystem

About JustGrants:
justicegrants.usdoj.gov/about

Training:

usdoj. training-resource:

How to Get Ready:
justicegrants.usdoj.gov/how-to-get-ready

News & Updates:
justicegrants.usdoj.gov/news

Frequently Asked Questions:
justicegrants.usdoj.gov/fags

This is an automatically generated email. Please do not reply to this email.

Department of Justice (DOJ)

Select “here” to begin the
user’s registration.
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DIAMD: Steps 2 - 3

Forgot Password Question

Selecting the link from

the email will open the ® o
web browser to DIAMD,

where the user will Welzgme

Create your Office of Justice Programs account
provide login
information details for

the system. rrerre— )
2) Select a “forgot @ [ |
password question”
from the dropdown T
menu.

3) Type the answer
into the Answer
box.

Select a question that only the user can answer.
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4)

o)

6)

7)

DIAMD: Steps 4 - 7

Users can create an
optional question
of their own.

To choose their
own question, type
the question into
the Custom
question box.

Type the answer in
the Answer box.

When done, select
the Create My
Account button.

Custom Question

DEPARTMENT o JUSTICE

Welcome
Create your Office of Justice Programs account

Optional: Create a personalized question
and answer.
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DIAMD: Steps 8 - 10

Password Reset

8) Toreseta
password, follow
the directions for @ i
password security
and create a
password in the
Enter new @) I :
password box.

Reset Password

Repeat new password

I | (9

9) Enter the new

password again in @
the box below.

10) Select the Reset
Password button.

The six previously used passwords
cannot be reused..
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DIAMD: Step 11

Multifactor Authentication

Set up multifactor Swtup rvltifectir suthentioation
authentication for the s s e T
account using either

Secure Key, Biometrics,
Google Authenticator, sutnenic
SMS (text), Voice Call, ]

@ Security Key or Biometric
Authenticator

Or Emai’ e Google Authenticator
Authentication.

The following N
instructions will focus 2 Enra sghe-use code st o you
on SMS and then Voice. @

@ Voice Call Authentication

11) For SMS (text),

select the Setup
bUtton in the SMS = Email Authentication
Authentlcatlon Ev: a verification code sent to your
directions. Setup

Note: Users with Use either SMS or a standard voice

biometric key abilities are call for authentication.

encouraged to use
biometrics for secondary

authentication, reference ‘ ‘ ‘ ‘@

page 22.
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DIAMD: Steps 12 - 13

SMS (text) Authentication

12) When selecting
SMS (text), a new
selection box
opens. Select the : -
appropriate country @
from the dropdown
menu.

Receive a code via SMS to authenticate

@2) United States

13) Enter the user’s I
phone number in E s,endcode 13
the Phone number :l C>
box, then select the
Send code button e
to receive an SMS
(text) message.

Back to factor list

“Send code” sends an SMS (text) with
authentication.
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DIAMD: Steps 14 - 15

SMS (text) Verification

14) The system will
send an SMS (text) P e
message to the e
phone number @ \
entered. Once N4
received , enter the Receive a code via SMS to authenticate
code in the Enter United States
Code box. Phone number

15) Select the Verify
button to submit Enter Code
the code for @9
second-level
authentication. €5>

Enter the code sent via SMS (text) to
the user’s phone.
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DIAMD: Step 16

16) The system will
return to the
multifactor
authentication
screen and note
SMS Authentication
completion with a
green check mark.

Either select the
Finish button or add
an additional
authentication
factor (optional).

Additional Authentication

DEPARTMENT o/° JUSTICE

Set up multifactor authentication

You can configure any additional optional
factor or click finish

Enrolled factors

@ SMS Authentication (/]

Additional optional factors
@ Voice Call Authentication
Use a phone to authenticate by

following voice instructions.

Setup

. Finish -
: n

DOJ Privacy, Policy.

Add additional authentication, if desired.
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DIAMD: Step 17

Voice Call Authentication

17) For Voice Call Sat iyl sathenieation
Authentication, o TR el PRI
select the Setup
button under the O remicur
Voice Call sunerict
Authentication
d i reCtionS. Google Authenticator

Q Enter single-use code from the

This process going '

forward mirrors the o

process for SMS (text) D) crra st oo o

steps 12 and 16 and

concludes with an e AR

additional green check

mark for Voice Call 17 st

Authentication. Once iy Edui

completed, select the o |

Finish button to -

complete multifactor

authentication. This is an optional process.
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DIAMD: Step 18

JustGrants
18) Select the Finish [ —
button to open the o My ADps i
My Apps screen. Work
Select the Add Section © @ JUSTyrants
JustGrants tile to edHicationer
access the system. Ao
Note: Until a user logs
into JustGrants by
selecting this tile, the
account is not active..
Settings
Sign out

Last sign in: 3 minutes ago

© 2020 Okta, Inc. | Privacy

Select the JustGrants tile to
access the system.
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DIAMD: Confirmation

Email Confirmation

‘ WEUNITED STATES
"g | DEPARTMENT of” JUSTICE

Hi,
You have been enrolled in multi-factor authentication for your
After completing this S
process, the user will Enroliment Details
N . Factor Type: SMS Authentication
I’ECEIVe a n ema | I Requested Date:

confirming enrollment. Reauesied tocation

Don't recognize this activity?

The security of your account is important to us. If you don't
recognize this activity, please contact DOJ Support at
OJP.ITServiceDesk@usdoj.gov or 202-307-0627 immediately.

The purpose of this email is to ensure that we update you when
important account actions are taken.

This is an automatically generated message. Please do not reply to this email

Department of Justice (DOJ)

The email confirms enroliment details.
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DIAMD

Biometric Security Key
Access



DIAMD: Biometric Key: Step 1

Note: Users with a
biometric key are
encouraged to use this
method for secondary
authentication. It is the
preferred method of DOJ.

Use a biometric
security key as a
secondary
authentication method
if phone or internet
service are not
available.

1) Select Settings to
open the available
choices.

Options

@,,}.‘.,‘;.‘.;.‘.,‘;s:.m Account

My Apps
A Personal Information Edit
DOJ Apps
Add Section @ First name
Last name
Notifications 1
Okta m

Extra verification increases your account security when signing into Okta and other

Okta Verify Remove
Select
t h is Security Key or Biometric Authenticator Set up another
option Yubiey 5 Remove
from the
Admin .
| |st Google Authenticator Setup

Preferences

|
© Settings
| SMS Authentication Remove

Sign out

Last sign in: 2 minutes ago Voice Call Authentication Remove

© 2021 Okta, Inc. | Privacy

To follow this path, select Settings.
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DIAMD: Biometric Key: Step 2

Setup

DEFARTMENT & JUSTICE

2) Select Setup to
begin configuring

Set up multifactor authentication

Your company requires multifactor

= authentication to add an additional layer of
th IS methOd Of security when signing in to your account
mu ItlfaCtor Security Key or Biometric

@ Authenticator
Use a security key (USB or
bluetooth) or a biometric
authenticator (Windows Hello,
Touch ID, etc.)

authentication.

Setup

DOJ Privacy Policy

Choose this path if other services
are unavailable.
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DIAMD: Biometric Key: Step 3

Enroll

DEPARTMENT o JUSTICE

Set up security key or biometric

3) SEleCt EI'II'O“. authenticator

Your browser will prompt to register a security
key or biometric authenticator (Windows
Helle, Touch ID, etc.). Follow the instructions
to complete enrollment

||

Back to factor list

DOJ Privacy Policy

Enroll to set up the user’s biometric key.
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DIAMD: Biometric Key: Step 4

Options
There are two biometric B
choices. . N .
Verify your identity with auth.usdoj.gov
4) Select the USB PRekanenten
security key from & usasscortyhey :
the list. -
7@ Built-in sensor r
Cancel

Select USB key.
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DIAMD: Biometric Key: Step 5

Insert Key
.C..
5) Insert the security 0
key and touch the
biometric reader
. U ity ki ith th.usdoj.
WlndOW on the key se your security key wi auth.usdoj.gov
Insert your security key and touch it
Choose another option Cancel

After inserting, touch the biometric window.
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DIAMD: Biometric Key: Step 6

DIAMD opens a pop-up
window requesting
permission.

6) Select Allow to
grant permission
for DIAMD access
the security key.

System Permissions

Allow this site to see your security key?

-auth.usdoj.gov wants to see the make and model of

your security key
Block Allow

Grant access to the biometric key.
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DIAMD: Biometric Key: Step 7

Sign in a second time

NOTICE TO USERS

You are accessing a U.S. Govemment information system, which ineludes: (1) this computer, (2) this computer network, (3) all computers connected to this network,
and (4) all devices and storage media attached to this network or o a computer on this network. This information system is provided for U.S. Government-authorized
use only. Unauthorized or improper use of this system may result in disciplinary action, and eivil and criminal penalties.

By logging in o this information system you are acknowledging that you understand and consent to the following;
= You have no reasonable expectation of privacy regarding any communications transmitted through or data stored on this information system. At any time, the
‘government may monitor, intercept, search and/or seize data transiting or stored on this information system.

- Any communications transmitted through or data stored on this information system may be disclosed or used for any U.S. Government-authorized purpose.

For further information see the Department order on Use and Monitoring of Department Computers and Computer Systems.

The user is
automatically logged
out of DIAMD.

DEPARTMENT /)

7) After logging out,
enter the login o
information again
and select the Sign
In button.

Need help signing in?

SignIn

Password

DOJ Privacy Policy

The user must sign in again.
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DIAMD: Biometric Key: Step 8

Insert Biometric Key

A dialog box opens with '©
a prompt. ;

8) Insert the security
key and touch the

biometric window P p—
to provide D -
secondary

authentication for

the system. ¢

Users can view the
progress of the
authentication; the
system will open the
DIAMD access page.

The user’s security key provides
secondary authentication.
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User View



Landing Page: Step 1

JustGrants Landing Page

JUSTyrants f£0Q

JUSTICE GRANTS SYSTEM

& Home Welcome SAMY MISDARY

Entity Profile

~ Alerts (2)
%  Entity Users

) Entity D e (1) WARNING: System Under Construction 12/6/20 2:27 PM
<) Entity Documen

> Applications (1) WSR every Friday 2/9/21 9:48 AM
2 Awards
~ My Worklist
& Monitoring
29 results

fmi Federal Forms

Case D Date Due Urgency Case Type Case Status Last Updated

PR-343115 0172872021 ©510 Days PastDue  performance Report New 031092022 03:09 AM

[F] Training Resources

PR-341948 043012022 © 53 Days Past Due Performance Report Mew 05/15/2022 08:00 PM
X © 53 Days Past Due New
By ey PR-352961 04/3072022 Performance Report 05/16/2022 12:00 Al
Recents Ses all

PR-358527 07/30/2022 Due In 22 Days Performance Report New 07/01/2022 12:01 AM
Active Funded Award
FAW-307100

PR-358053 0713012022 Due In 22 Days Performance Report New 07/01/2022 12:01 AM
Funded Award
FAN-2TEST

PR-351156 07/3012022 Due In 22 Days Performance Report Mew 0770172022 12:01 AM
Grant Package
A-186210

PR-362828 1073012022 © Due In 114 Days Performance Report New 071052022 02:13 PM
Closeout
FAN:188105

PR-361832 /3012023 © Due In 206 Days Performance Report New 070512022 02:12 PM
Active Funded Award
FANLI0T41

PR.3RI263 4307023 © Due In 295 Days Report New 0710520220213 Pl

When viewing the Landing Page, note that the content of the top
heading and left navigation bar do not change.
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Landing Page: Step 2

JustGrants Landing Page

P
(€3 JUSTyrants PN
GRANTS SYSTEM
Contact Us:
A Home Welcome SAMY MISDARY here for JustGranis User Support contact information.
| ook here for JustGrants Resources. |
~ Alerts (2)
% Entity Users
. (1) WARNING: System Under Construction 12/6/20 2:27 PM
[=) Entity Documents
= Applications (1) WSR every Friday 2/9/21 9:48 AM
2 Awards
~ My Worklist
& Monitoring
fri Federal Forms
Case 1D Date Due Urgency Case Type Case Status Last Updated
PR-343115 0172872021 ©510 Days PastDue  performance Report New 03/09/2022 03:09 AW
[ Training Resources
PR-341948 043012022 © 53 Days Past Due Performance Report Mew 05/15/2022 08:00 PM
Privacy Policy PR-352961 041302022 © 53 Days Past Due Performance Report New 05/18/2022 12:00 AM
Recents Ses all
PR-358527 07/30/2022 Due In 22 Days Performance Report New 07/01/2022 12:01 AM
Active Funded Award
FAW-307100
PR-358053 0713012022 Due In 22 Days Performance Report New 07/01/2022 12:01 AM
Funded Award
FAN-2TEST
PR-351156 07/3012022 Due In 22 Days Performance Report Mew 0770172022 12:01 AM
Grant Package
A1B
PR-362828 1073012022 © Due In 114 Days Performance Report New 071052022 02:13 PM
Closeout
FAN:188105
PR-361832 /3012023 © Due In 206 Days Performance Report New 070512022 02:12 PM
PR.3RI263 4307023 © Due In 295 Days Report New 0710520220213 Pl A

The top heading contains the Logo, Bell Notifications, Help Icon, and
User Logoff.

Click on the Help Icon ? for links to JustGrants User Support contact

information and JustGrants Resources.
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Home Page

JustGrants Home Page

) JUSTyrants
ol Welcome SAMY MISDARY
Entit; I
~ Alerts (2)
Entity Users

(1) WARNING: System Under Construction 12/6/20 2:27 PM

(1) WSR every Friday 2/9/21 9:48 AM

~ My Worklist
29 results

Case ID

PR-343115

PR-341948

PR-352961

PR-358527

PR-358053

PR-351156

PR-362828

Date Due

04/30/2022

07/30/2022

074302022

0743072022

Urgency

© 510 Days Past Due

© 53 Days Past Due

© 53 Days Past Dug

Due In 22 Days

Due In 22 Days

Due In 22 Days

Due In 114 Days

Case Type

Perfarmance Report

Performance Report

Perfarmance Report

Performance Report

Performance Report

Performance Report

Perfarmance Report

Export List

Last Updated

05/15/2022 08:00 PM
0516/2022 12:00 AW
07/01/2022 12:01 AW
07/01/2022 12:01 AW

07/01/2022 12:01 Al

When viewing the Home Page, the following tabs are available to
users: atab labeled Alerts, which displays system-wide
notifications; and My Worklist, which displays the user's current
assighed tasks. A Load More option may appear at the bottom of
the alerts if more notifications exist than those that are currently

displayed.

The alerts are color coded: Information (blue); Notifications (green);
and Warnings (orange). The alert desighations are managed

internally by DOJ.

NOTE: User-assigned work resides in My Worklist on the Home Page. All Entity
work is located under the respective award and applications navigation tabs.
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Entity Profile

Entity Profile Tab
) JUSTyrants £ o
Ho
Entity Profile
&  Entity Profil
Legal Name Department Hame Division Name
Entity Users SAMY MISDARY SAMY MISDARY SAMY MISDARY
Applicant Type: ROID TINEIN
Eirzem Individual 1144860 011001100
Mailing address will appear on all award documents
Awards Physical Address
Streel 1+ Street 2 County/Parish
Monitori
810 7th Street NW
fm Federal F City* Country + Congressional District *
810 7th Street NW United States v 86
State/U 5. Territary * Zip/Postal Code *
H) Ty R District of Columbia | 22310-1231
Designate as Legal Address
Privacy Policy Mailing Address
Recents _— Streel 1+ Street 2

County/Parish
810 7th Street NW

City +

Couniry + Congressional District
Washington, D.C. United States v 86

State/U.S. Territory * Zip/Postal Code -
District of Celumbia ~ 22310-1231

Grant Package

For Entity profiles, Entity-level information is displayed on the Entity
Profile; all Entity Users and DOJ Users can access this information.
SAM.gov will populate Legal Name, Doing Business As Name (if
applicable), DUNS, UEI, TIN, Business URL, Year Established, Fiscal
Year (end), and SAM Registration Status (Expiration Date and Last
Updated date) information. SAM.gov data will populate the mailing

address, as appropriate. ROID is populated by DOJ once the Entity
has completed registration with ASAP.

Entity Administrators can change: Law Enforcement, Faith-Based
Entity, and Designation of Entity’s Legal Address.

NOTE: If the SAM profile is marked as Not Public, only a mailing address will
populate in the Entity Profile.
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Entity Users

il
Entity Users Tab

JUSTyrants P
3 J USTICE GRANTS SYSTEM
{ Home

SAMY MISDARY Users
o Entity Profile

{ Manage Users )
4&  Entity Users Action Name Email ID Roles
[) Entity Documents Details SAMY MISDARY justgrants0 m

Applications Details JusiGrants011 GrantAwardAdmin justgrantso1 om
D Awards Details JusiGrants011 AuthorizedRep justgrantso11
2 Monitoring Details JustGrants011 FinancialManager jusigrants01
= Bt R Details JusiGrants0 11 MullipleRoles justgrantso11 com
Details SAMY MISDARY justgrants011@gmail com

[] Training R

SAMY MISDARY Contacts

(hdd New Contact )

Last Name First Name Email Phone Number
Privacy Polic

No Data Found

All Entity Users are displayed on this tab once the Entity
Administrator has added that user in DIAMD and the user has
successfully logged into JustGrants.

Entity Users can select View Details to access information about
each user, including their assigned roles. Users can update their
own User Profile information.

In addition, Entity Administrators will have access to the Manage
Users button.
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Entity Documents

Entity Documents Tab

{ Home

Entity Documents

2 Entity Profile
% Entity Users

B Entity Documents

Applications

File Name

0-SMART-2021-91132-5TG
Analysis_DATA-ADMIN-
ORGANTZATION TIN.docx

guid int-state-federal-civil-
environmental-enfo_pdf

ications and swards (.g., indirect cost agreements, financisl capabiliy

Category

Budget Financial Management Questionnaire

Budget Indirect Cost Rafe Agreement

Budget Financial Management Questionnaire

Begin Date

172021

1112021

End Date

162022

1202022

out th

Federal

Fiscal Created Date

Year

2020 010772021
010772021
01/0772021
0110772021

Uploaded By

SAMY MISDARY

SAMY MISDARY

SAMY MISDARY

Entity Administrators can upload documents to this location so that

other Entity Users (and DOJ Users) can view and download those

documents for use on specific applications, awards, and monitoring
activities.

The forms located in this section are applicable to the Entity as a
whole, or relate to multiple applications and awards (e.g., indirect

cost agreements, financial capability questionnaires).
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Applications

Applications Tab

{ Home
2 Entity Profile
% Entity Users
[2) Entity Documents
= Applications
1 Awards
2 Monitoring

fri Federal Forms

Recents

Active Funded Award

Applications

197 results

select Al Application ID

GRANT00772238

GRANT00772284

GRANT00772294

GRANT00772306

GRANT00772500

GRANT00772313

GRANT00770722

GRANT00770691

GRANT3-6201-4546-bf81-3¢12647ed50f

GRANTa-5bce-4125-9659-b092f56777<7

Choose Role: Assign to:

(Choose Role) ~ | (Choose User) v

Application Submitter Authorized Representative

SAMY MISDARY SAMY MISDARY
SAMY MISDARY SAMY MISDARY
SAMY MISDARY SAMY MISDARY
SAMY MISDARY SAMY MISDARY
SAMY MISDARY JustGrants011 MultipleRoles

SAMY MISDARY

SAMY MISDARY SAMY MISDARY
SAMY MISDARY SAMY MISDARY
SAMY MISDARY SAMY MISDARY
Application Submitter Authorized Representative

Rows: [F10 v | () (=

BN Export List

Managing
Office

Program
Office

BJA

0JJDP
QJIDP
0JDP

0JJDP

0JJDP

Date Due

05/31/2022

05/31/2022

05/31/2022

05/31/2022

05/31/2022

05/31/2022

04/30/2022

04/30/2022

04/26/2022

04/21/2022

© 37 Days Past Due

© 37 Days Past Due

© 37 Days Past Due

© 38 Days Past Due

© 68 Days Past Due

© 69 Days Past Due

©73 Days Past Due

© 77 Days Past Due

Users can access the applications that have been submitted by the
Entity as well as the status of each application. The list will consist

of all DOJ applications, both active and closed.

All Entity Users can access all the Entity’s applications; however,
only users assigned to specific applications will be able to take

actions within those applications.

NOTE: User-assigned work is located on the Home screen under the Task List.
All Entity work is found under the Award and Applications navigation tabs.
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Awards

Awards Tab

£ Home
Awards
2 Entity Profile p
12results [ ShowHide Role:
% Entity Users
Select All Award ID Award Status
[2) Entity Documents
Applications 15JCO EM  Pending-|
Awards 15P: 29.VALO  Pendi
Monitoring 15PSMA-20-GG-00284-AWAX Pending-PragrammaticCloseout
fii Federal Forms )
15PSMA-21-GG-00197-AWAX  Active
15PSMA-21-GG-00249-AWAX  Pending-Award External Assignee
[ Training Resources 1SPSMA-22-GG-01904-AWAX _ Active
15)COPS-22-GG-00170-METH  Pending-FinancialCloseout
15PJDP-22-GG-01914-AWAX ~ Pending-Award External Assignee
Privacy Poli
Recents  seea 1SPSMA-22-GG-01802-AWAX  Active
15PBJA-22-GG-01920-CAPL  Pending-Award External Assignee
Choose Rol Assign t
Choose Rol: v t u ~

Managing
Office

Project Period Start
Date

111720
11121
1121
78121

00121

ic 101721

33121

323122

1121

Project Period End Date

09/30/2020

101302020

12/3112021

08/07/2022

123112022

12/31/2022

03/28/2023

03/31/2023

09/30/2024

4

The Awards tab includes a list of all DOJ awards, both active and

closed; older Awards are being migrated into JustGrants. All Entity
Users will be able to access all the funded awards; however, only
users assigned to specific awards will be able to take actions within

those awards.

Also, users assigned to an award can request a Grant Award
Modification (GAM) by clicking on the Award Number; this takes the
User to the “Funded Award Case”, where all activities

associated with a specific funded award can be accessed.

NOTE: All Entity work is located under the Award navigation tabs.
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Monitoring

Monitoring Tab

JUSTyrants

JUSTICE GRANTS SYSTEM

{1 Home
- Monitoring Case Information - SAMY MISDARY

&5 Entity Profile
0 results.

%  Entity Users
Fiscal Year Monitering 1D

[) Entity Documents

o No Data Found
2 Applications
£ Awards

J8 Monitoring

fri Federal Forms

[ Training R
Privacy Policy
Recents

Active Funded Award
FANI0TIO0

Funded Award
FA2078ST

Grant Package
Adeaz1o

Closeout

Award Number

Monitoring Type

Monitoring Start Date

fo0 @

Monitoring End Date DOJ Monitor Status

All DOJ Entity monitoring activities are listed on the Monitoring tab,
as well as the award status and contact information.
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Federal Forms

Federal Forms Tab

JUSTyrants

JUSTICE GRANTS SYSTEM

Home
Federal Forms

@ Entity Profile

% Entity Users
B Download Form Title
) Entity Documents
P
¢ Applications i Bug 164239 Testing 3

< Awards

i Bug 164289 Testing 4
Monitoring
i Bug 164239 Testing &
i Federal Forms
i Bug 164289 Testing 7
4 Dunya Testing 165289
[] Training Resources
i DY 121521
EY DY Adding farms to CAAG office
Privacy Policy s DY adding new form to COPS
Recents Seeal
Active Funded Award
FANI0TIO0

Funded Award

Grant Package

Adeaz1o
Closeout
FAE 126193

Active Funded Award
F 1

Cument Federal Forms can be accessed from this location

Form ID

DY_185289

DY 404

DY_OAAG_1

DY_COPS_1

Status

Active

Active

Active

Active

Active

Active

Active

Active

OMB Exp
Date

12/30/2023

12/30/2024

12/30/2024

12/13/2026

10/02/2022

03/09/2022

06/19/2022

02/09/2022

Version#

s = eooe = S = CBS < Crausows
COPS,0JPOVW  Full Lifecycle No No 04/08/2021
COPS,0JPOVW  Full Lifecycle No No 04/08/2021
coPs.ovw Pre-Award No No 04/08/2021
OJPOVW Post-Avrard No No 04/08/2021
0JP Pre-Award No No 04/26/2021
COPS 0JPOVW  Pre-Award No No 12115/2021
COPS,0JPOVW  Full Lifecycle Mo No 04/26/2021
QJPOVW Pre-Award No No 04/26/2021

The Federal Forms tab contains a list of forms generally used in the

administration of federal funds.

NOTE: Federal Forms are created, edited, and deleted by DOJ personnel.
Entity Users can download and populate data in Federal Forms, but cannot
add, edit, or delete the forms.
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Role Reassignment

JustGrants Landing Page

JUSTyrants

JUSTICE GRANTS SYSTEM

A& Home Welcome JohnElectronicBusinessPoc Doe

2 Entity Profile
~ Alerts (2)
% Entity Users

. (1) WARNING: System Under Construction 12/6/20 2:27 PM

3 Entity Documents

> Applications (1) WSR every Friday 2/9/21 9:48 AM

1 Awards

~ My Worklist
Monitoring

25 results
fmi Federal Forms

Case ID

A-240248
H]  Training Resources AD40247
A-260430
A-260429
A-260428
A-260427
A-260426
A-214220
A-200242
A-242228

A-216218

Date Due

0212812021

02/28/2021

03/31/2021

03/31/2021

03/31/2021

03/31/2021

03/31/2021

12/01/2021

12/31/2021

0212212022

Urgency

© 497 Days Past Due
© 497 Days Past Due
0 466 Days Past Due
© 466 Days Past Due
0 466 Days Past Due
© 466 Days Past Due
© 466 Days Past Due
© 221 Days Past Due
© 191 Days Past Due

© 138 Days Past Due

Case Type

Grant Package

Grant Package

Grant Package

Grant Package

Grant Package

Grant Package

Grant Package

Grant Package

Grant Package

Grant Package

Grant Package

Case Status

New

New

New

New

New

New

New

Pending-Draft

Pending-Draft

Pending-Draft

Pending-Draft

Export List

Last Updated

03/01/2021 09:34 PM
03/01/2021 09:34 PM
04/01/2021 05:50 PM
04/01/2021 05:50 PM
04/01/2021 06:05 PM
04/01/2021 06:05 PM
04/01/2021 06:05 P
10/05/2021 02:54 PM
10/05/2021 02:55 PM
10/05/2021 02:57 PM

02/04/2021 03:29 PM

Individual user management.

The Entity Administrator can perform role assighment and

management on an application-by-application and award-by-award

basis; this enables the more effectively management of users

across an Entity in one location.

1) Open the JustGrants Landing Page.
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Role Reassighment: Awards

Awards Page

JUSTICE GRANTS SYSTEM

(®) Justrants o @

23 Home
Awards

@& Entity Profile —_—
107 results  ( ShowHide Roles )

% Entity Users

Managin Program Project Period Start
Select All Award ID Award Status 20ing offes s Project Period End Date
7] Entity Documents
ammsmEEm
Applications 15]COPS-20-GG-00149-STEC ~ Pending-Award Acceptance coPs COPS 1031119 08/10/2020

u
EEEEER
15PSMA-20 233-12 Pending- i OJP SMART 1031119 10/31/2020

12 Monitoring

15PSMA-20-GG-00233-12 Pending-ProgrammaticCloseout  OJP SMART 10731419 10/3112020
fm Federal Forms )
15PSMA-20-GG-00234-12 Pending-ProgrammaticCloseoul  OJP SMART 1073119 1013172020
15PSMA-20-GG-00234-12 Pending-ProgrammaticCloseout 4P SMART 1073119 10/3112020
[ Training Resources 15PSMA-20- 233-12 Pending- t 0JP SMART 1073119 10/3172020
15PSMA-20-GG-00287-AWAX Pending-ProgrammaticCloseout  OJP SMART 12021 04/3072021
15PBJA-21-6G-00247-12 Pending-ProgrammaticClossoul  OJP BA 18121 052112021
15PBJA-21-GG-00247-12 Pending-ProgrammaticClossoul  OJP BUA 18121 06/09/2021
15PBJA-21-GG-00131-BJSP  Pending-ProgrammaticCloseoul  OJP BJA B2 0812672021
Choose Role: Assign to:
(Choose Rolg) v | (Choose User) ~

Select the element that needs reassignment.

2) Select Awards from the navigation bar on the left side of the
screen. Use the Applications menu option to access roles. The
page is slightly different, but the following process is the same.
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Role Reassighment: Assighee

Select Award, Role, Assighee

™ Home
£ Entity Profile

% Entity Users

Applications
Awards
JE Monitoring

fm Federal Forms

[7] Entity Documents

¥) JUSTyrants o O

Awards
107 results 3 Hide Rc\es:} Rows ‘1.10 v ‘ : :
Select All Award ID Award Status "a ing g;:g;am BZ:!:E‘ Gl &Ed Project Period End Date
15JCOPS-20-GG-00149-STEC  Pending-Award Acceptance cops cops 1031118 08/10/2020
15PSMA-20- 233-12 Pending- I t 0P SMART 10731119 10/3172020
15PSMA-20-GG-00233-12 Pending-ProgrammaticClossout  OJP SMART 10731419 10/31/2020
15PSMA-20-GG-00234-12 Pending-ProgrammaticCloseoul  OJP SMART 1073119 1013172020
15PSMA-20-GG-00234-12 Pending-ProgrammaticClossout  OJP SMART 1073119 10/31/2020
15PSMA-20- 233-12 Pending- I t 0JP SMART 1073119 10/21/2020
15PSMA-20-GG-00287-AWAX Pending-ProgrammaticCloseout OJP SMART 12021 043012021
15PBJA-21-6G-00247-12 Pending-ProgrammaticClossoul  OJP BJA 18121 052112021
15PBJA-21-GG-00247-12 Pending-ProgrammaticClossoul  OJP BUA 18121 06/09/2021
15PBJA-21-6GG-00131-BJSP  Pending-ProgrammaticCloseout OJP BJA B2 0812672021
Choose Role: Assign to:
(Choose Rolg) M Choose User) 4

3)
4)

5)

4 5

Select the Awards to be reassigned.
Select the checkboxes next to the awards to be reassigned.

Select the Choose Role dropdown menu to select the role to
reassign. This filters the user view to display only those with
that role available for assignment.

Select the Assign to dropdown menu to select the user to
reassign.
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Role Reassignment: Reassign

Reassignment

JUSTyrants

JUSTICE GRANTS SYSTEM

< Home
Awards

Entity Profile -

107 results  ( ShowHide Roles

Entity Users
Select All Award ID Award Status
{7 Entity Documents
Applications 15)COPS-20-GG-00149-STEC  Pending-Award Acceptance
Awards 15PSMA-20-GG-00233-12 Pending-ProgrammaticCloseoul
g [y 15PSMA-20-GG-00233-12  Pending-ProgrammaticClossout
fm Federal Forms )
15PSMA-20-GG-00234-12  Pending-ProgrammaticCloseout
15PSMA-20-GG-00234-12  Pending-ProgrammaticCloseout
[]  Training Resources 15PSMA-20-GG-00233-12 Pending-ProgrammaticClosecul

15PSMA-20-GG-00287-AWAX Pending-ProgrammaticCloseout

15PBJA-21-GG-00247-12 Pending-ProgrammaticClosecut

15PBJA-21-GG-00247-12 Pending-ProgrammaticClosecut

15PBJA-21-GG-00131-BJSP  Pending-ProgrammaticCloseout

Choose Role:
(Choose Rolg) ~

Assign to:

copPs

Program
Office

coPS

SMART

SMART

SMART

SMART

SMART

SMART

BJA

BIA

BJA

Project Period Start
Date

103119
1031119
103119
10731119
103118
1031119
102021
116121
16121

118121

Rows

Project Period End Date

0811072020

103172020

1043172020

10/31/2020

1043172020

10/31/2020

04/30/2021

052172021

06/09/2021

08/26/2021

6) Select Assign to complete the action.

Users can only be assigned to roles assigned in DIAMD.
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