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Apple Business Manager sTsia

ELEE)

75 s1geg 3Rt Apple Business Manager # st o &1 s1gafa ot 7, S 3 7ot weer #, Aiemse feamsw weiee (MDM)
= forw Apple-sice fearsd o Amis &1 T@eTe s Gehd &, U8 fearsd & foe amfl wlie ot yeifra ot aehd 2, 319 STERTeRdT o foTg
weifed Apple 1D =1 werd €, o weifea daneit & Hfferese 7o o w8 T F R g

I ¥ 3k qTE AR Tee § e forer e wk ALfe.w (MDM) e (S w1 qfi-uet Saaw) ST <1, difen o1 36 da
i glaenstt w1 3w W wh & MDM diem @ s Apple-siss feamsw i #ifFer, i, ot w&6ia # a6 & 1w
sTeRRT o fere, hitps://www.apple.com/business/resources/ 3@l

1. iR

39 ITEg | o off SHeerss fram S

“oorareerTush”’ 1 31 § HEAM F o FHHAT AT ST FHAR (A1 A Srargst) e e & @rar Jee, I3 [T, w6 1 Sae,
MDM sifsrsifim afém srueits o, 3t @rd # feamsa Sied, gl @lier, 3t 3= deiftra arsit 1 e s & fog sier mn )

“sraerar” = a1 8 7w Apple Business Manager sigas

“Apple” F 7 o1 3, S 7 1= e Te1 fora T 21 (@) ST, Wer TR TR0 SRR o HEi (ST i BISH), §IF TS
STafehT & &t o oTefieyr &, St emafieT, aftror sifteR ofit Hifer § wirhwt ofit fofewr srefieer &t % fow Apple Inc., st
One Apple Park Way, Cupertino, California 95014, U.S.A. @ ftua ?; (b) srer a1 3ok &=t a1 srefiaeyr &sf &
At % fw Apple Canada Inc., st 120 Bremner Blvd., Suite 1600, Toronto ON M5J 0A8, Canada #
fera 2; (€) s % wemE & faw iTunes KUK, st Roppongi Hills, 6-10-1 Roppongi, Minato-ku, Tokyo 106-
6140, Japan # fera #; (d) sfiefemn ot =siicie § Rua seawt & fo, (e g & swfirer &, T o dog &7 i 3,
Apple Pty Limited, st 20 Martin Place, Sydney NSW 2000, Australia & feua 2; it (€) a1 wft 3uif ofit &t
#, o feard weami % foQ 7% Fe Sueed ©, fheg St et afia =t ©, % faw Apple Distribution International Ltd.,
Hollyhill Industrial Estate, Hollyhill, Cork, Republic of Ireland # feera 21

“Apple Services” = s App Store, Apple Books, Apple Online Store, AppleCare, iCloud sfi Tt
= Apple Tamstt & 2, ST ST SR STAMEATS 1 39 ITgE o a8l

“Apple Software” =1 31 % i0OS, iPadOS, macOS, tvOS, =it watchOS sitwifar firen diveast a1 = o€ &
HERT|

“arfirpa feamgm” 1 o7l § a1 Wi A R & T Apple-sis # wisae St e w@tied A e & €, T e st
SRINTERATSA! AT AN STH STANTRATHA! ST SN o FoIq, AR Toram T B, SR S T § S9AnT &t forq o €1 dow fire & forg, S
feamew forelt =afer & Fsft feamse & (S, “BYOD” feargm) 3= @1 3 9w & &9 # et ot feamsw yeiem (S9, feamge e afer
T HIHR TR ) § AWt i gl T 2, S ae 6 Apple s st fafea § 7 o e a, ok o fearsw dan 7 Sed arw
T =

“grfirepa STRNTSRAT T AT STTUeh HEIM o FHaTE] ST SIS FHaTEr (31 o Jw1) & 8, S AlG AR §er i3 aireded
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2, @ “sifiea STETERAl o ded T S, TR T ATl St 3R aRliiieE off wfirer €1 o1 foRelt ot e STemeRdt 1 sTa
STETERATAT T G H WA F 6 A 30 R 8, e Apple st faae @ del S wean 8 difR, 39 i § & off o
wer Apple i 75 fafea weafa & fomm wfer =<t g

“ameelt” 1 o1l 3 Wt Al SR S @ @ St Apple i Sfeaw anlt i 3t o SR ST % A0 T ATsHeigd § a1 9T Ry
m E (S, App Store @ tw)

“oreitira wHer” 7 o7 3T A W B S R SR SR AR ¥ A-E-Xe O S R © A1 HE od § SR e Se # Sl St
qeteht ot (3, VPN) st/ gt areafors wfter (S, siie wiomi & 39 ug) & stiafe Swivm 6 ag= fireft g8 2

"feaga AmieR ate" @ ok & Apple-sice fearsw & faw afé, 58 9ar 3 9T % di W ifFm o7t yeift foram S weRar €, e
feamsa 1 TR Wi Yare ofiX foret feamse = frieror o & fow afe, wifteam & sfEr e, a1 MDM swse ds #er
wifirt 8, foreg 57 ook wifir e

"eraTatieRtoT" ST 37} FeR-fteht AT T faf¥rearedt A araesiEwr & @ Apple stuent e % Heiy § W i o fA YeH R wehar 2

“sifom suamTeRat @rsaw aey’ a1 “EULA”# 319f & Apple diwesrr & fie wivesrr ot 1gey & e i 3|

“gaferm Apple ID” =t o7 2 fa 1 ST Feh 31Uk g A T SR fafefea form mn SueeRdt @ (e wie, e,
ey 3R Hush Wt €, ofer 3= qes Hifia T2 7))

“MDM w=R” =1 31ef & 370eF (3T TR AR & 1 FTT 1T TR TaT SRTT o) T A1 FRr § o et fofee 6T o 91§ i
o forg ffde fomam mm 21

“srama wem” F A 2 (F) Al AT T aqred Tl €, q e ARG e SIeRi SRy e wiiew; (&) A o
Bieet BifceT Ut €, 1 TR 1H, TSHTE: AT SIS (AT Tk AH, TSHIS: AT SIS i 36T Hifelh © A1 R wr €) % ded Seird aled
Tt €; o (@) afy o1 vk ared fwtar 2, ar ek sifed e Seriim ofit st Sar wiew; () af o u ged difeeT et
&, 1 TR T, STk AT SE (AT T AW, TSHIS: AT SIS S FHHT Hiferh § A7 PRI Far €) % qed genfrd geat watEt € @ (M) af
a1y yfqeifera app e & wifterd suol W s App Tl Fa € (Saen % fou, uh diEde-sifw-aw yerar st iPads w st
ApPp-TETRE ST SOt §1 LT ), S0k TTesh S 36 atE % stk fearge @ wfisfeq 3 die § App o Swm s © ¥ 36
e, W et W Apple Ssam T ArsEE ey (S, FEA U F foan) $ Imt 6 SR e R fadta e s ey
Afereh SHFRT % o, 19 S gedae (@) 3R (D) & sang o wwe & fed-Sed e w Sy R © ot Apple s
wiefa & wehat 7; graiter, Apple $t veet @ faflaa weufa 3 fomm g «ff dem s afemr § sfve 72 forar smom)

“TTa IUERTRAT . W AT STk ST A 3 FHHaTAr S ST FHamar 4 2

“oaferTa Ter” F 37 T AT ST ST ST 36 STIHY F qed SedT o R 7 foRet safe ot Tee i o T et w9 @ e
ST Rl

“aftaferm d wig” w1 aer @ s Apple-sits & fearga i fRiaor a1 & S Fe 36 39 TE BB o S © R (@) afmr we
T TEaTss 3T A Wi grn & AR T Yerre Wi 2T @ ST g o 31y AT Rreen Srienshar T ageT T ST W 85 ;0
(b) fearsa de-asr g frefiera et fera ST werer & (S, Teamsw &t afém Mail X =t fsft srefimrer o e iR 8 @ Tt €, st
Apple ID = gt App Store & amft wmw 7€ i S gerdt 7, 3fs)|

“Far”’ 1 a1 § TEferd HieTse feaTsy FeEe i, hivoe o SRRy i yeieM, wetta Apple |D 3 fmfor, sueeT s wereH, fordt
weif Apple ID & 32 iCloud wi, srewems @l & 3T 3R o1 waita warett & fag Apple Business Manager @t
(o7R 5o Telt wreah, rtcreRar a1 giorend) St o 3@ srgey § fomm foram i 2, o 9 ada o o aft fand an g e €, T
et IS HUAT T 2
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“Fram wrETar” T A § A QAT ST 3H AT I I oh STAR AR AR W HI3 A TGH FLT 2

“ae T w1 37 @ Rt wrast i, Apple |D s Apple s wem o e et S @ dree st s MDM wet @
YT o | TsfieRd R ST ST At ST 2

“AF-TTEER” T AR W [ e E 2, st Apple s/ Er % s & gy 6, Apple #i SR @ o wrl fred Far 8, 99 6
27 T HEI R Tufed FET SR 7Tesh HaT Iuesy U

“arra,” “arroear,” oft “ovam” T o7l TW HeY T IS WEAH W 81 €T W e 6 [T, I A0 I FHATET, e e,
I TET T SR 36 ST T AT Fa o TIq IEHT SR & ST Ieh! AR & 36 AT T TN F 6 TI¢ ARF 2t &

ST 1 IR AT H1S qAIA-0& T TS &, AN T o HEAW 3 WMo 1 o @ © 99 AT 39 AT H JAORT LT IR ATH T
SACATI o &9 H Sie o A g nm wiifen siftrepa fearsal 1 w@fies Teq arer ofk U feamsdi ot siftrera swimerated i foafa
T T FISHT T Tl Fepr 3 forT Qe # T HT AW 2

2. AT FTIYARATY

2.1 AT T ITIART

YT T I H T I F T H, T SHR HLar 3T Teafd T & f6:

(1) e T ShareT 39 TS GRT T9F T § ST SIS o 1o1q 3R IEt e & i wft g et of fafermt, Sfit awamesi & SrgEn
YT T ITANT A T I 3,

(b) = =it @ar (ar gaek foret oft ) w6t vl forelt Av-aprrht, Fem-fores, srgfem, o srdenfer wifdforfr 3 forg svet o argfer et 35
(C) weerm =1 WA % IWANT T AN Faret A STAMHRAHAT S FTIAT STAMTHRATHAT ST AIFA Feargei i Feiferd F % forg 2eft
FI AT wadl (T ST T T & A 9T M IFATEN) F A A fafris o foag 7, SR T8 Soanmehatet g Sfea feargar
% it ST % TT SeaT STeert 2, W fearsw i wefia gleenstt & fg swerdielt s HeRta o1 3R S Sfud SR Sueted
AT ot e T IR 2 7R STaTfied 3 aek Hifia T 7;

(d) wear s s e (i stqma fremer 6 vt srgea SwnTeRdt) T Swrert 2o, o 3ue sgEa R g o S At
wrlaTEat S gRT T g8 AT S, ST He (S Siua fehr o i) Yt et s % g Apple # wft sawert @mm
(e) Tem 7o SAfred SRRl R STIHT STAMERAIA! ¥ Fef 30 STHa ATd feargdl i aRfaiea i & fog avft sTewrs
AR 3R TeAfea! I S,

() s & we amft @fieT ofR weftr e & STl SR ST for TaT SR STgEd & ST wnEl % I & fog any wt et @ are
T,

(g) Hem 1o wifera SwiTsRatell §, S Tewr &, Yeiftd Apple ID s ik Apple =t w&fia Apple ID % fae &ar yem
T (Fore safeTa S2T 1 ST SR TWEEE WA ©) SR o7 F g avt STTews SR SR Fenfaat ST o,

(n) e Te # eI F SIS FEAT €, ATHT Fact a9 el Go I SEdT o FHART AT ST FHART & AT HEAH H AR &
Rl T R YT TSI €, SN T QW T&iT ol halel @il Teiei o Ievdl § SIS ehal &) 3N

(i) = =1 o w2 % (SR T % eiwa Mt o) sTiafer sraem & dere S e Sl & 363 § FaT o SN
FFAfr & 3R et wadt (“orgee fre” it ufearer % wedeRe (C) H R e stHa feprr % steraT) U@ feanse A dar Suwied U
STEART e 2 S T S A TS TSl AT AHRT F W FHFA FAAT 2 AT IR AT IS 2 AT AT T TRET o @ ST FA g, AR
Apple s fafiaa & sr=rem weafa & 7 8

2.2 HNE 3T TG IUART ALK

HEAT HaT T A et oft s o & T e Y wewta 2T 2, o sfierd e, Jeadh gwdr ® de ster, a1 gatat Fis
IS FT MHA B, AT 36 76 Hifed T2 21 Taw e 1 s off e Apple 3R Soh e TerT % SRRl 7 Sooie 21 3
TG T T T G ITIAT T ok AT HEAT T T ATAEETROT, Torshl, Hrehaor, e ot <A1, STams &, fomwor s, @ &,
TSR AT Fog ST ST 31 STIANT 61 § Fehall, AT =23 T (A1 36k Tt off wreeh) 1 Torelt qtr-wat o o Suerey et ot el
HEA WA <dl @ foh 9/ e oh1 SR et H, FAlSd i, Teid Gl &, GHaeR A1 JohM Tga A1 THifshd Ferrr % et et
3T SANH BN 1 AN A % fog 78 o, 3R Apple T et oft T i SR a1 sciieh i 1 SRR quier T @ e et
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1 TR A1 SNk & A AT T8 HT FT UROT AT AT ST ST AT ST HAT T WS WA o |, a1 dar A Apple siweser
forelt =1 weitea Apple divedat o denfieht & a1 37 51 o Tt off guan, fefea swmen, fofvea s weiaw, s
SHTOfeReT UMl & SETaT el T, A7 31T ol TET i o foIu aem 78 Hum 3 R o1 forelt st deer, smawie weant, foreft
T Her A Sawes geartt & giatie (45 C.F.R § 160.103 # uftifea ot 18 vt & I6R) A1 e e Yaw a1 e &,
AT A 39 910 & HeAd @ foF a8 Har o fore-+ft weh, A A o= gl & SwinT foedt-ofr “eifira wameen s’ (45 C.F.R §
160.103 # gfearifira o 718 30 % STIER) AT AR FHFT F T80 THDE TTE ST B a6, TTH i, T H a1 T1ia i & g
T e o foret off o & ST 72 om, st Apple @ geer ar foreft qefta-uer s e weEvt s A st=ren @ Apple #
TR T Mot Ft o Tefi o) S0 Sifey o T0F &9 § W et forg g wdt sifre g € ofie Apple st ffeard, fosfe
BRI, IAT ST S A A0, TR A7 ARMGR, =<k a1 AafHfed Jer Tl e S &

2.3 Fe SR ITANT

HEAT HAT e o1 IUANT shaed GeA o MDM wat a1 Fa1 & TieT o6 3T 37 fearsw amieT Afsm &1 3uciis +7 F 2w & fou
F HT FeART a1 & e Aed fSamsdl W ae SIS ST S 3¢ SAf4dd STAMRAtetl SR TG SRNTRdisl 51T SR &9 ¥ |l

ToRaT SITaT B HEAT 19 T TETAT T BISH, SHb Tal e T Tl 31T Fahmr ol e a1 T Taf s o et o= e
T SH AT FET HA T Fedlc IoT 8 TEA T Fel Ieh shi Gl ST T shi G T oh fofu Sferet Sumer et S 38 T i sht

TEAf 3T € 3T SUH VBT T T8 B A7 TEAH F U IE W T FRV &1 Foh 30 a1 3218 Al T 31 Apple 3o fom & foreft oft
T T I I T AT IT&T ol T SATIHR GUEAT Tl 8] b HAIh, TEAH T & 3R TAT <aT & o Tt e 1 T § S
AT GEATT <l HT BT STANT hid shT AT bl THTfId hUT ST doh foh his 731 "ot 2ot MDM wat & 7€ Strer mm 2@n

2.4 EULA % fom s o

TET % T o & H, WEA 34k AU STAMHRATHA! AR AT ITAHRATeAt 1 et Toarss T a3 afr forg e o wisean
& et Apple diveaer % forg Frm 31t wrat w1 AR F # FA FeT I7 @Rl o e HaT 1 36 GidT 1 ST a6 qe F el
¥ el ek G T STTavesharett ¥ GeHd TdT 7

(a) % Apple Hiweaet S =@M ar sftepd feansat &1 aRFEe st Swmematet St ST STTRATel I i ¥ Usd, e
% atferepa wfaffr = #a % 3 dida | Apple diveam & foag EULA =it wefishrt & 2rm;

(b) srr Apple diveawr & forg EULA sraet 71T &, at See o104 iferehd s st &a & 399 dide W oited 311 ST st ST S
@t & fag Apple & = fiem w @ EULA =t @ @R & % g Fe i ¥edid a1 81 6% SR F © 6 a8 36+
MDM weit & @ atffces i feamsdt i Toig 7 gied, a1 st ST T ot T 51t ek Toh 0 EULA it wfiepr 7t ot ferm
ST,

(C) v =z gl s % fog saeerht @ fop W& EULA stftrpa swmimenatett o aiqra swmimeratatt il Yem forg S €, ofk ag &6
S AT STt SgAa wasRal Apple wivesrr % fog EULA 3 fram it 3t st ST @ ST SR STgaTer i @, 3

(d) e 3 SAfReEd SRS ST SwarTRate o Apple diweear & I % f avft s ST i 9 F7 og S
B T Fenfd < 2

2.5 fearsa werm@wor
T feamse Tt Qe v for e avt tferd feams® 1 sk el T iR U fearsw & et off Tl @ it wal 1 At
T W UE 3% T ¥ g o ToTT TEHd 2

2.6 At i TEr

Ta 7 AT S I S & ST el |, S AT ST 36 STge o Nidedl 3R TaT 7 UM SR TR o TN i PR # areft
rat (“dieem amElt T ) o ST ST 81 ST SO eI W GG & AR ST Al W g I, 3% dar % Arem ¥
T G T WA o ATedH A 30 ST 36 TS F el o ST, T8 A ST TSATSH SIS FT SN ok ST fearsar Hi
a1 IRRTRdt stETEie 3 Apple 1D 1 swinT weh sfirpd SwmeRatett TR SiHa SwaERdt! i Al sefed e o gfo 3
T T forelt oft 391 H Stfereha SueTeRatell SR sifed fearedt i vw staneT (ar Fred U R & steme) o weRd € siet ww App Store
AT I FEl A € § Iy B, a5 Rl anft off aeet wendt 21 qeaent & € H, N9 9% wHe © o wenid oo § f TR

AT ITAMTHRAT AT AT ITANTHRAT 7 13 Tk STETET F of T, T8 Teoh ST Bl €, 3R 3T 6 FHarg Hl 70 Tei
Hﬁsﬁmwﬁﬁiﬁmﬁwﬁm mﬁmwﬁ@ﬁaaﬁrmmﬁ%mw%%qvﬁmm% afe A9 [T F 9T 5

9 8 Al 1 Elied A1 3 W UgEd €, A1 379 36 o1 T HEHId o © foh STk IR ST ST ST ST STTAT SRINTRATAT hr
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AR & UEt T 7161 BT SRR A T ARFR & 3T AT 37 061 B WP HAT| AT A T S TN od § 1o Grrlt aft I=I am &t
T E9Ed: IUTo T BNl T TH &1 o (¢ eHid 30 & fop 319 forg 231 o Famedt @ o=t 4 amet amdt faia 7=t o6y ofic 7 & ofmes W
T T SARIFR AT & 8| AT 6 AT T TGN I @ T 3T Tohell it I 3 it o aredt o TerrsAt 5 aF foe T St & e
YT T N

27 HATATIH @D

T F HEATIH T STANT % TIC 1T T FGEATHT  {Iq FAGEATF WA a1 T &, Sater Apple =rewemes @i i € a
TehaT 8| J SHAEATIS T Teh =T STARThAT T IR qTHaE T Uk TS 8N, ST 379 Eaified o B S1a 37T SHeeTdeh @I s
g, 1 vk g =l Sueted B arelt Far i wft gloend ofk et W @ & faw waw w & s, ofi e s ww @ =
SEEATTH W1 1 e i 3R ST @l o werer F woft aaferdt  forg sawarndt g (3., ammft 6 wdier it srafa ) o wiwr
0 § i wenla 0 & 6 3 e Wi 1 SHINT Shaet W1 Set Ievl o fIq ST Ok Tge ST el s & foRar S ekt 21
Ife AT RIS STTEIF TTAT Tl o 8, T 7 a7 3T & T T & T & I TH T Wal ol T 1, 3 37T T8 HHR
L & g Henfd 29 & 56 57 Hiars it veer St T2t fhar S geRan

2.8 yeifir Apple ID

TET & T o T H AT 39 G I TEAAS o TTAR 0 ITIAT STANTHRATSAT T g T F 3 376 37 o forg st Apple
ID =71 5o 81 37O ST STMTERATHA! o TG i Girenstt SR et S 9E F 8, 98 99 F % g R wea Apple
ID =t s, W SR ST w0 F oA 3T Saer gl

Foret sfrra SwRTeRdT o ST % fore weif Apple 1D sam % fore fr SeRRt st staveear Bt 2, o frsft Ser mfie & wehar
B2, ATt fEe, e, S gar (S0h % f), STt E Rl ST STIHT STRNTRdIST o Wt 1 g W % for 3 STn
SJUANTRATSAT o e ST § SIS {8 U T HATGRT AT Sl SHIC W@ % U, A9 36 SRR shl Mot e =i e
watd Apple ID =t e 3o sTiafte Zadr a1 gt SEnieh & 363 8 A1 A 0 S ST % g A T EeRd 3
3T 36 I HT AT 3 € T 3T 310 frhd SwTRatett & fama o= et @t o weiftre Apple 1D @men s, S, Sem s,
TR T 3, SIS T, AT SFRIAT TS IUe O BT i e kit o1 & | weifew Apple 1D st w e 8, Feifora @ e
g, a1 g R § (S, I i STfrRd SwTTeRdl SR Bt IaT §, @)l Apple s siftrhd SwimeRdiet % T sHTe S weh At
weittrr Apple |1D & gean i freft @ & worg fearsat i s i Hiid i 1 SARem Wt 2

I 1T T3 37 i o T A9 SAaeroshi, Teehi a1 @ i 3= Apple dard 3sueey w7, @ 30 Apple damstt @i 3u stk
SwTRat & et Apple |D & deg @t § e wufed w3 i weAfa 3 €, it Apple #t Y et stmaes ofiv/ar s stk
IranTRatelt & Apple T % IwnT % el § Hehfora, Hufed S TEIG T ShT WENlT 3 8 MY 1 AfRd SwmeRdte w |
Apple T i vgT 3 8 36 ATER W, T FHIET FT AT I © FoF T 3R 196 AArea Swanmhal Sk weite Apple
ID & fu @] It 1 9o FE| A I e, T a1 =i R Apple & ® wgw ?, @ Apple s stiea
SwErTRatet & Apple TaT % IR ST F TN F HaTg L R 2

29 FAa T i STgwa SuarTeRat

59 IIgeg T I@! o A, A R ST STIAT ITARAT e Wi % qed Ha W g Wehd ¢, weitm Apple 1D = 3w sk
fafaism wfyer 7€ @ (S @e o Apple s/ vt @ i fiflad & st o1 & wiiehr 76t foram 7 =) a8 STkt IeeaTiie & foh
AFAA T ST STIAA STANTRAT 36 T 1 31T B U1 i ST AR I 30 7gey 1 Torelt oft e & Seeted ad € @t 3 Apple %
wfe €S Saeerlt € AfE e (3 st SR & dar wewr) Apple-site ¥ fearget @i Ut e @ Sied € St fordt sigma freerr 3 e
H B, A A 39 A0 A AT Fd R ST I © o STgAa e 3 1et W fearsy Sire & fag stfea frn 2, st s fr &9
Teargw w smue friror 2, of aw T srgaa feemr (ofR afe g 2, o so% T swiRatet) it o & ot EULA e & it
AR 21 Apple 37 3T % ARER Fia W 3 10 W % fods @ FaT i 3T et a1 Hrteredl o g AT 7 A S
o w1 T T (AT STEG STRRTRATS) T g AT IUANT T START T WehdT 3, A SAHG TR AT STTHA IRl
Foret off T eTTue @ & Fehre % foe sTTueRr s

210 smze; wREE F o w5 wudT @
Apple fomr forelt g % foret +ff e et wem i 75 Ta (3T 3w ot oft o) 1 are, siee, Feifor, g 9 wehdT © A1 ERited w
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Terdt & 3 Apple e wft o fordt gt wet o wfa Stertt 72t e SR o T SfieRRi w1 s e 81 Apple d@ve @ dar %
Torell oft 319 I &7 & g amen T2 31 TR Apple stse Suesy U €, @ 36 e I I Qo AISE HI R FAT @ T T R
HAUSE Tk AT STl F WTel 7 B, UHT ©F W I SIgaeT 6l I AN &Nl SR hl§ ATSZ U FUAT ST 8 AT 38 Uelt glerend, amg

T FHATHFAT T TRl © S ST H I S AT s, Fanett A wEteerdr @ e g Apple ®a % fau FiE wra, aEe a
I g YE U o forT se = R)

211  gd=-ua dan wem@r
HATTRT FoRET FET TR T START A T AFART Faaet T 8 S HT JTT h1 Al qoh g 3R U1 JHINT S9h! SR H 3R 57 30 5

FITAR foFaT ST 2, ST AT 79 TR TAT ST o6 S YT I o WY U areen) fiad awsita & o1 & st Apple % wii #w & wn
St wftrreene ST gramenes € S aet et 1 S §) Far & wew o foredt off Sam warar gro ot v Rl ot swiang sf/ar sw ergEe &
I T aTet TRt oft s SRt STTaeh g foRam T Wi e, S U Tt shidargat (3 TRt ot ffsseeran) & forg Apple & ufa ster
3 (Qa waTaT o wr-rer) S St forelt ferfer  Sam waTar gRY hiiars R AT T R TS SIS T Ieeio BT © AT STRIT IS o
Frar 2, dr Apple 1o T8 F9T ST % IR B Tl HEH 1 AR G T 2

3. TEAH & T

Ter gweRT gfafafies A & o s 3 § fh

(@) Heam = sAferpa TR i THeh ST 36 STaT  Ja¥T T 3T SCT T 30 ST & 3R Shrear § et 9 & arey F5
T ARHR 2]

39 ITTE AT AT ITAN & Harg F wea g Apple (3 56k itepd SueRdl AT STEG STINTR) i 3o S TS aft SRR
T, W, I, HEE S Ot BT AT, ST He 5’1 Apple i Sucet FU0E T8 SRR o dee H, Ser GE St 7 foRet
+ff FgaTa i g= g Apple # am

(C) weerm Fam 1 ST FT SR T AT AT I F AT ITHT ST F % I 0 (e IR, e, T Jawrs,
AT ITNTRATSA!, TR SFIAT IJTITRATSAT, S IFTAT et AT Tam iR S 8,

(d) deam dar = Gty § wft anma, 2@, S o e, o deee g it i wfofafel, see siftera sfaffel, sewe, e
TRTAT, AR SRR, TG STNTRaTe!, STaa e, 7R sferpa fearsw & forg ¢t e Sweerdt 2,

(©) wem, Ta & IHNT ST 2T & ITANT AR wHEw & werer #, v SAfETd SeT STk @ Har % Ao & g off e 2, Tohet A W
TerErT ST ST WAV FrT (S e afemie 3R 27 1% 2016 F AE ST WHTe TR 39 T2 F Ak TR F Hee
# FH AR W A9 R A gan & fou e e wRfe & ffem (EU) 2016/679, sk frew wedt fafvew 95/46/EC
(“GDPR?)) % wier @ o weerlt gim;

() =aftrm o1 & weifert a7t Tiafatyr & T S Soerlt 8 (Ser., ST ST 1 GUer TET, SHeh! R T, 3R 39 9% e
1 Fhfia e, srgfe afafaft 6 Jsperm i ge@ e anf); ok

(Q) HeaT 3@ TTeY o qeq WA T YT BT STI HAN R I6eh Al B T HAT

4. [T ATAITRATAT AT It T Tt

Apple 8 e i e S It i R ot T ae TRdT 8l TG ST SR W@ A, SeT ST AR A & wrem
U 3 e T 7F STATIHRATHT AT T HT THHR FAT 3N IOH TEAT ST AT 8| IR 3T 5 STEARARATSHA AT It & wewd Fat aid
2, a1 Tan a1 3ueh forell & ol a1k g0 SuanT fohe st ol Apple grr feiferd = wame foram ST aehar 81 o1a weAfd od € 6 e 48

ST AT T SATTHT TP BT Hohel Ferde(-1oh &9 4 TR ST Tehal @, STt form fopett T o it ot =ie T a1 "wiewr & T 36ft e
% o1 W foreten e it R

5. grfaafd

SR T ST STAa €T ae, 3T Apple =i wfwfa s i afrfed se & fag, st Apple & s w, sae Fwe, s,
!, TEfiE, T sieueaie iR sfepa afaffet (v "Apple afifa var'") i @ s i adt aE, aitE, e,
&, = SR AU & F % A wena 2, [ fomn foredt o o sehiar it Fie R sTerea 1 A, (Frfed ®9 9, TR it
&, st w Apple affd wer sro forg o § ofie s & Rt & Sea—t an e Wit ¥ (@) 3w oy # fre e s, fam, T,
AT a1 and 1 ST g Sear, (D) ST R (S 3TTeh TE SR, SewTTe, e SRRl STAd SuANTeRdl TR/
AT T ST STRNT S € et gt #ffia et 8) far wnt 3w, (C) Wit fearswt, feamse A aféw siw/ar MDM @l &

Apple Business Manager sigaeis 6



3Tk ITANT, aRfEeH o1 wefee o IR § 9@, foRt o sifow swivrwat % qel wfed fed 5@ o i 7= 75 (d) siftrera feamsw,
gEees @rd, yetua Apple |D i saem, seive siiv/ar sun, ar gl siv/ar S & wis off 3w & S F Tt of sifor swimmerdt
% TEt wfed g off 2, AfeT 39 o it T, s/ (e) s Ser i saeh ST AT Wefe § weifta g off 7m Apple g
Toftaa weafr o fomr ot forelt off =rem & forelt qefta-wer o wmer forell e o @A ST 7 wawT 21 R @ehd © it Apple & sifeR
T Tl s @ Tt oft ol @ Apple @t Apple & Tt atfidf war i arer s 2

6. Fater oY qHT

30 IS I A U G U Y& BN ST AT el SR o H 39 A bl TR i § 3 Apple grr Ak dar @rd i e
wfsraor it & Y& ek i sty (1) a9 & e sers St 81 59 o18, 39 STge 31 30t o |1 3Ueh STAIeH & 3T, 36 ey
I SR T & 8 AR O (1) 3 At stafn o forg TR g S, S 0 o 36 STIeY o TER 36 Tec HTH T foRaT STl
AfT ST T T % FAC o T Fear ShoR 90 T R © ar Apple 3@ igey Si/ar A SEse i sated e ol
AT TeT T AT B ST Gl % T, orelt oft wor A fomT T %, WA #R wRd ©, S Wi F 36T i iad geT 6 9 3
9&1 1 WeH F % 30 T ame et g

R A faket B 8, a1 Apple #i €ee € T o1 3@ a1gee % forelt oft smaem =1 oo s fawa g E, @ Apple s @faes®
W, TR Tor T T R (i) 39 ST /AT ST @ h EHH R wRaT @ /A (i) T (A swes et oft i) 99 ogw i et
X w1 A1 T Fohat 2 Apple e fom g e o et oft s dan (ar fref of fewr o wmmft) @ v, freifaa o e wo
T AR GUe T 8, i Apple 31mes wfr a1 et qefta-uer 3 gft STerh 721 8 SR a8 U St w T ol Apple
39 TS BT WA W F AT © AT YA BT ITAN FA ok A SRR Al cferd ot e €, A (31) AW TwE 4 7 w@w
AT et oft U argsier < St T TR T forea Ted §; AT () 19 A1 it SRS AT ek S Seat A1 ST §9 9 SR e
AT T AT ITH AT T Ao 7 2 (et "frrtor = oref wawe 10.8 # wfonfia foem mam 2), S 31 A & § AWy Niowdt A 1=
sifcrerlt 3 37efieT 3 A1 & S 3, STET A% e Juere ¥ . 3T WK A © ST WA o © foh ST 3 Igeer T GEIY A7 swEteat & @
T T I T A AR 7 foF Apple 3@ S a1 SHEH 9 uge A el F A1 Suhl g2 H AR guied wEar 8 e

M, SATF FTCATTR, SUFT STTHATA!, FIAT T, AT STTAA STINRATSAT § T6 AT o ATk I F WTEAH ¥ WO foam 21
ST T o TR off X8 T ST T § e SO Sl THIE T A6 ST T S SR FHHRT 1 T ST T Aoy

Apple s ufa ar foredt geta-uer & it saer ar frier 72 8, otr a7 forelt o aifa & fore W& sifeeerl &1 s eam 2 S 39
R % ot oft Tl a7 fciem o oo e 2 Wed! § A1 3cTF &1 Weohdl ol 36 T hl WHIH o a8 o Fe e @y @ dee
1, s 2.9 = ggu o, G 2,10, e 2,11 =1 go e, GrE 3, G 5, G 6 i ga dum, i v 7, 8, 9,
s 101

7. arfeat s srafteT
AT TTE T § WHFR Fd & AR Gewd & o, A FT 0 ST w1 7, T, A1 e G AT 36k ATeAn § a5 MW o e, foet oft

T AT ATl AT FRATCHRAT T STTIHT ITANT AT ITINT FL i AT, T TE § 196 SRaH W & 3R 78 T TArssen Torern, wawi,
TEFHAT ST A 1 [/ G AT 2

AR T ST TG S b SATerhan €T ook, dar @t e & arer ofR forelt off srpm ot anddt & form "l 3" ofi St swerew 3 %
&9 1 oW i 9wt €, SR APPLE, 5o frowms, stfterdt, e, weant, sifiera wiafifey, Tsie, simaet, Tfdshar, a1 Teee (Ser
7 3R 8 % W % fog amfes & @ “APPLE” % wv % wafifa) wg g &ar & wefy #, avft w7w, Ffea ar Jenfep amet ok swt
=T e i 7, o siaiifea anfeat siw/ar s & v, ddree que, B iy st % T feem, s, wia a1, s,
3 qefia-ue1 & SRR BT T-Soeton Wik § ARk 3 7ok Hifr 7 &

APPLE a1 % 19 3T a1 3T # SR8 & faes MHET Tl IaT A1 Wit a1 e 96t war, o dar § e gloend &
FTHRAT, IT I8eh FRT I A7 T&T Had, ST0ehT ATTRIFATAT i T HAT, Fareaa art, for TG F7 S0t IHAT A1 e STt
a1 Ffe-1ye T, for wrfert o Afeat @ e fora StTo, o Sa @ Suctey T SR T, R dar Rt ot et wer wiveae, Uftaee,
Tt o e g derett A et s APPLE siedem an Sanett & @rer & st o wa 2, o o6 §aT o e @ wneia an seia
I TE FIZ AHHR AT ST TH, T, &REI, T S, 36 T HS THAT Tl ST, oF Te| [T ST, 36 W1 TEaT Tei ot o Tt
T GraT FEus i R T g o wend € o APPLE wmar-wwer w siffir svafyr 3 forg e 1 ger wepar € a1 snwe g fan
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fomr, forelt off wo=r Qe ol T8 KT HehalT R

38 Al T SR i § fo dam Ueft ofefufrt o afesT 3 vl & foe e o srgeper 21 @ et Qe gro ar 36 Are | e
Topu T wTEft, e, o SR S faherar A e focte, a1 S AREt A SIIed % T W 0o, SfeTd |, A TR i a
el afe & werdt &, R form el & wifeRe girenedt o wereE, amEE Al a1 g st T e s, st weEa
a1 3T yofert i

APPLE =1 freft APPLE stftrera wifaffr 3 g &t 18 &€ +ft fiftaer o forfaa et an ot 390 siqerer § v7e &0 & 7 s
T ARE i TE R ¥ SR Fa el fag St 8, At ot andt stravares wfdf, wend ot guw gl dma & awd S

8. e 6 war

FAT 50 Sfoefea 7 89 fr @i ae, fRelt ot mem & APPLE safm =ie, o foreft strenfines, foiw, stoerer an wfomdt afer = St
=1, TSt fom o, o % Jam o &, SeT a1 SR ol TR AT &fd, g ST AT SRR 1 TERT F 7 ke, saeTie
ST AT @ AT SY/AT AT F ST0F IHANT AT AT A 3hi ST&THAT & I~ i3 1 AT &fer AT BTt o Tore Iewarlt et 2,
st & APPLE =t Tt aafomi <t wremr o ot & et foam mm &1 a1 9 6ok i STesh & 31 Swarde & figia (wiewe, TORT,
AT =) F e, HR e & APPLE o Ut afemt &t gmeen & o § wet o @ foret oft we & endt et (safee =

e T AT T A & AT S T g savas @) % g APPLE @ st wfe g e wem <rer ($50.00) &
A T gead WS qe o AR B el € SRk T Sueh Tt Sevd # foeet 21 ST 2

9.  3erwem o v
9.1 TR T SUINT SR e TehTuT

39 Y # stta, Apple R X ¥ ST WO F 9 § FE FAT 8, S AR AHIG ST TW A7 T Rl 8, Al T8 32
AT AT AT S H TTH B T 21 A 1gee Fh, S Apple i ] FF % SgER F61 IR F S S W ¥ g 5w
IR 3T T GAITT B S ST B 1 T8 3 €, W o w3 wream ¥ 3w g o1k féer (Sarerwr % forg, Sam & mrem @
faw e faden), it emuss g faw g ot e fafeg fdw @ Apple s fafea s & ww siit wier forn smar 2, it Apple
AT S2T 1 A Qo TeIiaa Rl O HEa 0T, ST 99 1o T 10 U 1 Tawass 1 @, o feufa &, Apple s s
& F U UEA AR THT FIA ATTwHhdT o I) H GId FOM, S 79 1o I8 FT SHTed o Hecaqol TR W Vel SR 1 Tiasifaa
Fwar al Apple T a-EEll i SReTd 22T UTey U TR 7, S dar & geg § Apple i dart 3@ §1 o Apple # we-
e % w9 # "Apple" #i uftarwr # fruifa @it Apple st @ it R oft st we-SeE T Swn G & e it e E;
TG T T T-TEE HAeTors &9 § % § F 30 e # 9T T ST el Sreal 1 90 & & Q. e gl 9a-Seed 1 gt
https://www.apple.com/legal/enterprise/data-transfer-agreements/subprocessors_us.pdf & sy =

AT I FE-THET 3T ST GraaT o a1 qof O A Tkt g1 S €, a1 Apple An w1 gR1 Sewas: w9 36 A-THE %
et & et % fo STk wfd Seeerft & T

9.2 T2 ¥ Heft uRtfafaat

Far (“Ser @ e ww aiRefa”) % Tt off smfirpa vge & wformeesy fwTd SeT § SS8Te 8, e AT T TRy S % AR §, SR
Apple = et firerdt &, dF Apple FT it STawedr & SFTIER fomT Smewas U Ry geam H gl S, 3R e i afd w
A R ST I G e & o sfua wem serem Apple #r e weifer forelt wftiefa w stftrgemr o wfafsear 37 & S @ weifia
forett oft aitfartcr & def & Apple s/ Soert 8 it Wiepla 7 aem Y AN B et ik SR 3 gee FE 6
FFUTE 3R er afeufoe & weifta foreft-off efter war et o6t ofd ot o forg wieum & Sawerlt 31 forelt faf¥te it smerersRarstt
3TefT SRR T e & o fog Apple e Ser i amelt dw g ww et o

9.3 AT FHETUTEAT; FATATAT

TET % AT o &9 8 ATH SeT % T, HEre SR @00 & s Apple =i Ser i gear & fg S & wme 39wt 1 S
FHEM 3 U= % Th 90 & &9 7, Apple for ik 'gfve &' saftwma T i fepe w0 & o, Jar it a8 Mo, sweE,
STTSHAT SR IAH AT I T@T GRHTER  forg; foreft e o1 fefar &, wr-wmer o SafeT ST ol SUeroeT i JAeeIifua &l o
ot 3R T8 SarT T TR S R ST 8 T, e, S e F % g S ®9 ¥ 3 s wan- Apple
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78 gfEa T & fog Staa ed ST fF 36 FHE, Higaet SR Ta-TeEt gre HEsvnier &1 e F:d @ 3 Apple @
g e o 3 aft saftera et ot date 0 % fo sifiepd 2, 59 Sa o dey § st et o oetear S g & Ry HE
TTeH F 8 U ST Sa Apple & STerT-3Tert diiiiees &P T HHEid fRa ST HehdT o) ST e o &9 § % i ge Apple
Tt a1 e g e §, Al a8 @ |, e g s (a) GDPR % snfésa 28 a1 s & siaa o= sens aitrer (wdt
HATRIF THFRT Iueted] FH); 3Affee & fog srgafa o ok e arem o (s=rd, Apple % ISO 27001 3 ISO 27018
IO 1 U A JAifee LTl o foTg Taty AT Sa) 3T STToeh! giera e, ST An S S0 e ©, Al Apple #r
s Tt off frdwr & GDPR =1 sty st s steram i €9 o e %1 % <21 Eeor g 6 Sewed g 7); (b) GDPR &
aféser 32 a1 FFT & Ifaia T qHeker At (39 e 9.3 # frefea geam kst @1 @mp w9 3w 1ISO 27001 =i ISO
27018 ymmi =g W |fd); (C) GDPR % snféwer 33 it 34 a1 & & siaria =1 woskar anfreat (fareft snfbreor = e
ToSE T ST TS HT AT G e i 8 ekt werar wen); (d) GDPR & snféwer 35 sfit 36 a1 i o siaia o1
TrereT R o ST EEATT T ST GRET SIS BT HEaIioht T AT TTer & veet Teaaft MRieRtor 1 et o i streeehar axdt §; (e)
SATEA 2T 6 TR H ST T T A1 gt e o e g sira-ugarer; 3R (f) GDPR & i % i o7 wweet atfea &
WA ST FosAT o ST T STANT A o ST T AT o o TN, AT S, 3FeI Aotk S HISATCHE ST ST HEre i
T I AW § WA gE, et a% a9 ol Apple #it T #, 3R 98 o et s wseEt wre (CCPA) = o= @ s
HeeToT FTT STt % qea oo aTfie i QU TE 1 @ R, q a7 AT rad FO|

9.4 2T qeh UEH AR ZIAwT; TATO; T 6 &9 e

IR I SR 3aws o, df Apple gifim wom 5 1 ot st Ser giaw St 36 3w § fopar e, Sret watw g @ v gifa
&1, seifera s s GDPR & sigese 46 it 47 (Saren & e ame <o gea sufem) 5 2T 70 392 e Sue S e Sl
GDPR # s1g=s% 49 %1 sawm 7w S| UE geen s § Apple sr frefeq diee sgee T, a1 3171 ST ST angd St
TRl §, MR 99 o AR &F T ewEd BN W IS #4 %h fou wewa @9 %, s R Apple s
https://www.apple.com/legal/enterprise/datatransfer/. s 4 amr wfirn-weria snfde weam (APEC) it # w
frr M =fe e w0 Apple s fRm mn siaisim swimw APEC ww-set modrar fwm (CBPR)  fawew
(http://cbprs.org/) s swawd & foau Mo a=ar (PRP) fren (http://cbprs.org/) st oem s 21 sk APEC
CBPR =1 PRP wwm % = # wai ar oifiofie e & awmg 8, soRed-wd fae waem wemr
(https://feedback-form.truste.com/watchdog/request) & wus: foram s werar 21 Apple = foen & amet o s +ff
T ZEH AT LR F &, 36 fag Apple sawert 721 31 frefi-uft R & 58 srgea % wamw a9 | Apple stme 58 =i S w
Sfora et o 3fet guied aieh § 98 L m, T 9ar % dew 7 Apple ¥ e o o, drerdet @ ae 91 e FE 5 s

B % STATE| A T A ohTT T ST e o it T et srgafr it 58 o, deem seen s st 3 oft stramed dar € R
eI GE € 39 e T STIAG T T I8 I H I 8| G W et 3 o 7w ey e % forg Y oigma frepr ot SR |

SR T e % ver § Apple =i ws-SEE & &9 6 Sied % 0 30 ate i e gt off 18 € ofit 7w Apple w uH s
TeersTt g R e foRet +ff 2 % ot saeerft erm Apple st Ser i "R ar "ser s (S 3 vt CCPA = a1
TeT TR T 7 TR oft T steremon # wfeafya fRem mn ) % w0 § el oft sfema S serfea @ wem st T & Apple frer
T ST BTN 39 GG % ey H THEHT iatettn S satha et it "ok o "areer” @ e s

9.5 T Uer Hiede qoT HaATeAl st TR
IR ST TN &7 SeFe AT Jarait i, St Far o 1oy denferd Qi 8, Afeh St i1 9 7 2, T FE, ST HET, SRS FT,
ST AT W& AT A €, A1 TR a8 HaT’ 3T SANANE Haratl o SEIHTe e o 11, AT AR Sel Toid T 1 STAfd U W

I FATAT H T FoRdT 2l I AT 9 Wiede 1 @At 7§ @ 7w, Apple it =t Sar e off T et |, S R afe o S
MR STAMTERATHAT 1 HSUE TEaM VAT o LT & WAl H T1ST 39 HA o0 TN o 8| o & Heig F AT Qo ANw Wreae a
TETSAT T TN FL ] STAIHAT Te| & HR 36 AT o STTHI STIHT SATCATIF UH HATAIH Na AT FaraA! o FeawIet i Fiaiend

wehat 21 forelt weiftrr Apple ID % arer swrm & foe qoffer var Tiese a1 Samd Tl i, ST i, SRAAIE i, SEid i, ST
T H W T, IR T GUIH o FAC g et Srede 3 dareil bt wrdf, fifoat qem sfsharety i arfien weht =nfew foF 3 smaeh siferepa
STATHATSAT & T AT ST THEIT L Tl &, 30 T T ITAT & FoRaT ST Wt 8, 38 S8 T1a A1 wufea fopam ST whar 8, SR afs @wy
B Y, Wl ishand STk T WTH St TS feRelt oft wredfa @ wa € o e
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9.6 o=

Apple e a1 & AET ST H 38 @ Tohe i F whar & 3R Apple Tt am @ fF Apple & Frmt S st 1 any e A
Apple % d=ret a1 TR T GRE % FA e I T § AT 8l 6 o, I, foem an foshy ot feafa 5, Apple
ST FRT YGW T T foReft o wft saftma SR R Teiftd qofier get oht TG o TeRdT 21 I8 STt TRt oft st (amer €
Tefia-weT UW) % ST HeheH i FRTUC W AR G ST 3] T AT F 9 % &7 § Gl ff Slert a1 seeie § e, S i,
fifer, otk Ueft wmft <t riwoett i e o Rk Apple @t s S % g e s (v sri”) ww
2 i feaf &, Apple st F g STEd g et ST 1 i A stfirekan €A @ gied e S T g ge S w5
T /T HEH % A STl T Giod T S T ST FET AT JAE-987 ST GRT AT T SIdT, T e 319 56 ST
I A o forg semt g

10. @ HEE o
10.1  qefr-uer ifem
Apple Software =1 &1 % F@ W qdi-va iweaew 3R 7= FTdiUse N TS AT HT ST H R € AT I WA H FHh

Tt foret off wmedt o foe wiewfoat, A T S ST AT & T s e Sedast A1 36k ] ok # Iihe €, SR e el
ST FUHT UGN 39! Heiferd Srdi g i 21

10.2  2er o 3= HURUT AR IUART

Apple s 36k Teaift 31t TSie AaTieh, qehihl, ITNT S Heifid SIHepRl U, TawETd, TishaT 3T SUE0T o Oehd 7, forad smfier @
A fed a1 TTERR Teaahal, FTehie a1 |P wa, 31Tk S 31mes ARiepd SwnThatetl o He SNt o o # sent, st MDM
T, feargw Tt afew, Fope, feamsw, R 3t uftceme dieae, 3R 317 diveae SiR Here ST, S §-Hnd T S0
BT ¥ ARG YTl F WG H Gldrstes a7, T8 &, e #3737’ Apple & Sttt # gar # & fau 3 Fam, siaie
e o foIg S AT, Ser forsgor, 3 Ut o ITeRTO, Taredl STR Teeh EoR § GuR  fo7q STee™, Hiweee a1 Hiveer 30T,
Tarss @ SR 311 TETeAl WA i GlodTseh o o f1q (7S s ) & Sl SaT a1 THT S HI9eeRR, G ST 3ThISE Jee
Jewdt o o, 3 50 weiia Y 31t o STTUTeH 1 HeaTiud i o o TR foRT ST €, @ifeR 57 e i e 1 39 A & S1ER e
fort e Tt =t Apple 3 wirter ifr o e wm s, 7t @ e s e @ http://www.apple.com/legal/privacyi

10.3 smEETHe

TH SIS T STET G foRaT ST TehalT, 7 & 39 Y o qed e fohel off arfiiea o, oot o i ®9 9, A9 g T ¥ Eee,
forera, =1 1= Tt wmem g Apple %t 78 faRaa wewfr o fomm S S wekar & ST U Jenta & fomr stersie T &1 T S
AR I 2 S|

10.4 39 Teliw 3 3= UoIR; gl ot daer

aa Apple % e 1& fafeq srgae & fomm 3a orgsy, sooh T ofit wral, o uelt & Gy & ai § &1 off S9 Reflsr ar o= aete
FFA IR T H TR, 8 Apple % easger T ST adr 81 39 S S R TS ded, A1 ARy, §w Iuh, WEEe
e A1 3 SR Apple = = Frt wean % et off o w9 7 78 997 Smem SR e g6 fwda, T w0 @, e, st
T A7 S iiRfed 72 a1 7 srgey o ot qat e 3 A o o T R

10.5 =ifw

39 II7EY o da 7 vt FEATE fafaa & gt Apple ST gEAet s fIa T AT STe Se 3w WE-3T N S e 5 T
T A T AT ST T T ST ST 2 39 STey @ weite Apple i fog o wdt Fifew g e A Smin s 3 (@) =t w9 @
ST (b) =TT Hege FHie 51 faied I 7% feeiatt wfeq 9o ST & 07 % fawt & a18 (C) iU St wom 2ot a s
7 g7 Apple % 38 wa W o= W % uie w @ feawi & s Apple Inc., Apple Developer Legal (Apple Business
Manager), One Apple Park, 37-2ISM, Cupertino, California 95014 U.S.A. 37 et & #ream § g1 S 7
i wEnld TeH i © 3R 39 a9 ¥ Hend e @ o Apple g st w9 & S 7 gEen S e S9N STt i qid

UM IHIH IoH F AR T FAfad Farmd I ig ver STOT SH A1 ST 1 94T daed Hohall 2
10.6 To=etgar
TR W& ST 1 3 AT fhe o 0T & 50 @Heid o fopd! Wi IUfem i A F3 a0 e) oial 8, A7 §69 GWeiid i aw
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AT STTHA WA Tk AN (FAT ST ATF Fafl 3 TS T TR oAl ST 8o 37T AT TTaer 07 R01eh 3T TS SIRT W ST,
IR AR T ST 39 T 1 Tl Sawhdns, A1 e ¥ a3 areft aroeit % e @ qut o ot s @ vl
T A7 ST A & A o awedt ¥ § foRe i yaderiierr w Jedm 2, A1 A8 ST qehiel SHTH & ST S AT AT B g o
ST gt ST AT 2|

10.7  sifiremr ofr fafmior

39 GAE o ToRElt ff T w1 an F § Apple SR faverr w36 a1 e 1 STeu o vfae 3 a1 AR T8 7E S
T g oft e o Tt o sawen & St & o6 stqarer i arn gt % foeg wwst ST, $@ Stey W A A6 S aw wiE
e glon ¥ g € Sfi 39 STgey i wwee a1 = i fa 7@ )

10.8 fiw fremor

W TS AT ZI AT HI, &AHR T HAT AT g = A Hd AR fafrm s s dar a1 Apple divessr g
TR 2, % STeman T & A Apple Hivesrr a1 Sue et o fewdr s s, fata, T R, o, fosht A s TR e
B foriy = @, A form dimm 3, @am 3 Apple diveamr &1 e 7 frafa ar g frafa 72t o smwar @ (@) forelt smfeht =mm
e 31 & (b) 7w, oo feurdiie i geft & W@ forelt oft safer ot <t fordie & & Sfies Serew a1 7,uw. Ao foer & srelipa

wfh ot Tl e g o forelt oft ot wiioeifa war ot |femil 7 @ @ ar Apple |iwesRR T ST e, T Sfafre sd 3
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PLEASE READ THE FOLLOWING APPLE BUSINESS MANAGER TERMS AND CONDITIONS
CAREFULLY BEFORE USING THE SERVICE. THESE TERMS AND CONDITIONS
CONSTITUTE A LEGAL AGREEMENT BETWEEN INSTITUTION AND APPLE. BY CLICKING
ON THE “AGREE” BUTTON, INSTITUTION, THROUGH ITS AUTHORIZED
REPRESENTATIVE, IS AGREEING TO BE BOUND BY AND IS BECOMING A PARTY TO THIS
AGREEMENT. IF INSTITUTION DOES NOT OR CANNOT AGREE TO THIS AGREEMENT,
THEN CLICK THE “CANCEL” BUTTON. IF INSTITUTION DOES NOT AGREE TO THIS
AGREEMENT, THEN INSTITUTION IS NOT PERMITTED TO PARTICIPATE.

Apple Business Manager Agreement

Purpose

This Agreement permits You to participate in Apple Business Manager, which allows You to
automate enroliment of Apple-branded devices for Mobile Device Management (MDM) within Your
Institution, to purchase and manage content for such devices, to create Managed Apple IDs for
Your users, and to access facilitation tools for related services.

Note: You will need to have an MDM solution (e.g., from a third-party developer) enabled within
Your Institution so that you can utilize the features of this Service. An MDM solution enables You
to configure, deploy, and manage Apple-branded devices. For more information, see
https://www.apple.com/business/resources/.

1. Definitions
Whenever capitalized in this Agreement:

“Administrators” means employees or Contract Employees (or Service Providers) of Institution
who have been added to the Service for purposes of account management, e.g., administering
servers, uploading MDM provisioning settings, adding devices to Your account, purchasing
content, and performing other related services.

“Agreement” means this Apple Business Manager Agreement.

“Apple” means the following, unless otherwise specified herein: (a) Apple Inc., located at One
Apple Park Way, Cupertino, California 95014, U.S.A., for Institutions in North, Central, and South
America (excluding Canada), as well as United States territories and possessions; and French and
British possessions in North America, South America, and the Caribbean; (b) Apple Canada Inc.,
located at 120 Bremner Blvd., Suite 1600, Toronto ON M5J 0A8, Canada, for Institutions in Canada
or its territories and possessions; (c) iTunes K.K., located at Roppongi Hills, 6-10-1 Roppongi,
Minato-ku, Tokyo 106-6140, Japan, for Institutions in Japan; (d) Apple Pty Limited, located at 20
Martin Place, Sydney NSW 2000, Australia, for Institutions in Australia and New Zealand, including
island possessions, territories, and affiliated jurisdictions; and (e) Apple Distribution International
Ltd., located at Hollyhill Industrial Estate, Hollyhill, Cork, Republic of Ireland, for Institutions in all
other countries or territories not specified above in which the Service is offered.

“Apple Services” means the App Store, Apple Books, Apple Online Store, AppleCare, iCloud, and
other Apple services as available to Your Authorized Users under this Agreement.

“Apple Software” means the iOS, iPadOS, macOS, tvOS, and watchOS operating system
software, or any successor versions thereof.

“Authorized Devices” means Apple-branded devices that are owned or controlled by You, have
been designated for use by Authorized Users or Permitted Users only, and that are eligible for use
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in the Service. For the avoidance of doubt, devices that are personally-owned by an individual
(e.g., “BYOD” devices) are not permitted to be enrolled in supervised device management (e.g.,
configured with Device Enrollment Settings) as part of the Service, unless otherwise agreed by
Apple in writing, and not all devices are eligible to be added to the Service.

“Authorized Users” means employees and Contract Employees (or Service Providers) of Your
Institution, and if You are a hospital, the term “Authorized Users” also includes credentialed
physicians, referring physicians and clinicians). For clarity, You may request, and Apple may
approve, in its sole discretion, other similar users to be included as “Authorized Users”; however,
no other parties shall be included in this definition without Apple’s prior written consent.

“Content” means any material or information that may be licensed or acquired as part of the
Service pursuant to Apple’s Volume Content Terms (e.g., Apps from the App Store).

“Contract Employees” means individuals who perform work or provide services on behalf of an
entity on a non-piece-rate basis and who have internal use access to the entity’s private information
technology systems (e.g., VPN) and/or secured physical premises (e.g., badge access to corporate
facilities).

“Device Enroliment Settings” means settings for an Apple-branded device that can be configured
and managed as part of the Service, including but not limited to the initial enrollment flow for a
device, and settings to supervise a device, make configuration mandatory, or lock an MDM profile.

“Documentation” means the technical or other specifications or documentation that Apple may
provide to You for use in connection with the Service.

“End User License Agreement” or “EULA” means the software license agreement terms and
conditions for the Apple Software.

“Managed Apple ID(s)” means a user account (including but not limited to storage, calendar,
notes, and contacts) that You create and deploy through the use of the Service.

“MDM Server(s)” means computers owned or controlled by You (or a Service Provider acting on
Your behalf) that have been designated to communicate with the Service.

“Permitted Entity(ies)’ means: (a) if You are a vehicle manufacturer, Your authorized vehicle
dealerships and certified service partners; (b) if You are a hotel holding company, hotel properties
operating under Your name, trademark or brand (or a name, trademark or brand it owns or
controls); or (c) if You deploy an app on Authorized Devices in Restricted App Mode (e.g., a point-
of-sale provider who deploys its app-based payment system on iPads), Your customers who are
using such app in Restricted App Mode on the Authorized Device. Further, any such app must be
developed and distributed in accordance with the terms of the Apple Developer Program License
Agreement (e.g., distribution of a Custom App). For clarity, You may request, and Apple may
approve, other entities similar to those identified in subsections (a) and (b) above; however, no
other entity shall be included in this definition without Apple’s prior written consent.

“Permitted Users” means employees and Contract Employees of Your Permitted Entity.

“Personal Data” means data that can be reasonably used to identify an individual that is under
the control of the Institution under this Agreement.

“Restricted App Mode” means when an Apple-branded device is supervised and configured
through the Service such that (a) the device automatically launches and is locked into a single
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application upon activation and no other operating system functionality can be accessed; or (b) the
device cannot be personalized by an end-user (e.g. the device settings prohibit the Mail app from
configuration with personal credentials, Content cannot be acquired from the App Store with a
personal Apple ID, etc.).

“Service” means the Apple Business Manager service (and any components, functionality or
features thereof) for automated mobile device management enrollment, acquisition and
management of Content, the creation, use, and management of Managed Apple IDs, iCloud
storage connected to a Managed Apple ID, the use of Administrator accounts, and other related
services as contemplated in this Agreement, including the web portal and any services or tools
provided hereunder.

“Service Provider” means a third-party who provides a service on Your behalf in accordance with
the terms of this Agreement.

“Server Token” means the combination of Your public key, Apple ID and a token provided by
Apple that permits Your MDM Server(s) to be registered with the Service.

“Sub-processor” means a third party that performs certain tasks on Apple’s behalf, such as
processing or storing data and providing customer service, in connection with Apple’s provision of
the Service.

“You,” “Your,” and “Institution” means the institution entering into this Agreement. For the
avoidance of doubt, the Institution is responsible for compliance with this Agreement by its
employees, Contract Employees, and Service Providers who are authorized to exercise rights
under this Agreement on its behalf.

Note: If you are a third-party service provider, you need to have the Institution with whom you are
working enter into this Agreement and add you as an Administrator since the entity that owns the
Authorized Devices and plans to distribute such Devices to its Authorized Users must enroll in the
Service.

2. Service Requirements

21 Use of the Service

As a condition to using the Service, Institution acknowledges and agrees that:

(a) Institution is permitted to use the Service only for the purposes and in the manner expressly
permitted by this Agreement and in accordance with all applicable laws and regulations, and the
Documentation;

(b) Institution is not permitted to use the Service (or any part thereof) for any unlawful, improper,
inappropriate, or illegal activity;

(c) Institution is permitted to use the Service to manage Authorized Devices for use only by
Authorized Users and Permitted Users and not for general deployment to third parties (except as
otherwise expressly permitted herein), and Institution will be responsible for all use of the
Authorized Devices by such users, including but not limited to obtaining consents and providing
appropriate information to users about the managed features of such devices;

(d) Institution will be responsible for all use of the Service by its Permitted Entities (and any
Permitted Users of the Permitted Entity), and any actions undertaken by its Permitted Entity shall
be deemed to have been taken by Institution, and Institution (in addition to its Permitted Entity)
shall be responsible to Apple for all such actions.

(e) Institution will obtain all necessary rights and consents from its Authorized Users and Permitted
Users to deploy its Authorized Devices as permitted hereunder;

(f) Institution will have the rights to purchase and manage Content as may be permitted through
the Service and will comply with all applicable terms for the use of Content;
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(g) Institution will obtain all necessary rights and consents from its Authorized Users where
necessary to create Managed Apple IDs and to allow Apple to provide the Service for Managed
Apple IDs (including using and maintaining Personal Data);

(h) Institution may add Administrators to the Service, but only if such individuals are employees or
Contract Employees of Institution or are Service Providers acting on Institution’s behalf, and
Institution may add such parties only for account management purposes; and

(i) Institution is permitted to use the Service only for its own (and its Permitted Entity’s) internal
business operations and information technology purposes and is not permitted to provide a device
or service to third parties (other than to a Permitted Entity that is covered under subsection (c) of
the “Permitted Entity” definition) that integrates with or leverages services or information provided
by the Service or uses the Service in any way, or as otherwise agreed by Apple in writing.

2.2 No Other Permitted Uses

Institution agrees not to exploit the Service in any unauthorized way whatsoever, including, but not
limited to, by trespass, burdening network capacity, or uploading malicious code. Any attempt to
do so is a violation of the rights of Apple and its licensors. Institution may not license, sell, share,
rent, lease, assign, distribute, host, permit timesharing or service bureau use, or otherwise make
the Service (or any components thereof) available to any third-party, except as expressly permitted
in this Agreement. Institution agrees that it will not use the Service to stalk, harass, mislead, abuse,
threaten or harm or pretend to be anyone other than the entity that has enrolled, and Apple reserves
the right to reject or block any accounts that could be deemed to be an impersonation or
misrepresentation of another entity or person’s name or identity. Institution will not interfere with
the Service, or with any security, digital signing, digital rights management, verification or
authentication mechanisms implemented in or by the Service or by the Apple Software or any other
related Apple software or technology, or enable others to do so. If Institution is a covered entity,
business associate, representative of a covered entity or business associate (as those terms are
defined at 45 C.F.R § 160.103), or otherwise a health care provider or entity, Institution agrees that
it will not use any component, function or other facility of the Service to create, receive, maintain or
transmit any “protected health information” (as such term is defined at 45 C.F.R § 160.103) or
equivalent health data under applicable law, or use the Service in any manner that would make
Apple a business associate of Institution or any third-party or otherwise directly subject Apple to
applicable health privacy laws. All rights not expressly granted in this Agreement are reserved and
no other licenses, immunity or rights, express or implied are granted by Apple, by implication,
estoppel, or otherwise.

2.3 Server Token Usage

Institution agrees to use the Server Token only for purposes of enrolling Institution’s MDM Server
into the Service and uploading Device Enroliment Settings that will be sent to Authorized Devices
when they are initially activated by Authorized Users and Permitted Users. Institution agrees not
to provide or transfer its Server Token to any other entity or share it with any other entity, excluding
its Service Provider. Institution agrees to take appropriate measures to safeguard the security and
privacy of such Server Token and to revoke it if it has been compromised or Institution has reason
to believe it has been compromised. Apple reserves the right to revoke or disable Server Tokens
at any time in its sole discretion. Further, Institution understands and agrees that regenerating the
Server Token will affect Institution’s ability to use the Service until a new Server Token has been
added to the MDM Server.

24 EULAs Term and Conditions

As part of the Service, Institution may elect to have its Authorized Users and Permitted Users
accept the terms and conditions for the Apple Software outside of the normal initial activation
process on a device. Institution may use this feature of the Service as long as Institution agrees to
the following requirements:

(a) Institution’s authorized representative must accept the EULAs for the Apple Software on the
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Service web portal prior to deploying Authorized Devices running such Apple Software to
Authorized Users and Permitted Users;

(b) If the EULASs for the Apple Software have changed, Institution agrees to have its authorized
representative return to the Service web portal and accept such EULAs promptly upon notice from
Apple in order to continue using the Service. Institution acknowledges that it will not be able to use
the Service, including associating additional Authorized Devices with its MDM Server, until such
EULAs have been accepted;

(c) Institution is responsible for ensuring that such EULAs are provided to Authorized Users and
Permitted Users, and that each Authorized User and Permitted User is aware of and complies with
the terms and conditions of the EULAs for the Apple Software; and

(d) Institution agrees to be responsible for obtaining any required consents for Authorized Users’
and Permitted Users’ use of the Apple Software.

25 Device Transfer

Institution will not resell any Authorized Devices with Device Enrollment Settings enabled and
agrees to remove such Devices from the Service prior to reselling them or transferring them to third
parties in any way.

2.6 Purchasing Content

Acquisition of Content is automatically disabled in the Service, and Your use is subject to the
restrictions of this Agreement and the terms governing the use of Apps and Books in the Service
(“WVolume Content Terms”). You may choose to enable Your Administrators to access Content
through the Service by granting them purchasing authority and allowing them to access Content.
Subject to the Volume Content Terms and the restrictions of this Agreement, the Service enables
You to allocate Content to Authorized Devices using device assignment or to Authorized Users or
Permitted Users using user assignment and Apple IDs. You may assign (or revoke and re-assign)
apps to Authorized Users and Authorized Devices in any country where such app is commercially
available on the App Store or otherwise, subject to change at any time. With respect to books, You
understand and agree that once You have assigned a book to an Authorized User or a Permitted
User, such book is non-transferable, and You will not be able to revoke or re-assign the book. You
are solely responsible for all such purchases and compliance with the applicable terms. You agree
that You have the authority to and will accept such applicable terms on behalf of Your Authorized
Users and Permitted Users if You (or Your Administrators) purchase or access Content as part of
the Service. You understand and agree that Content may not be available in all countries or
regions. You agree not to export Content for use outside of the country in which You are domiciled
nor represent that You have the right or ability to do so. You agree not to circumvent the laws of
any country or restrictions set forth by providers of the Content.

2.7 Administrator Accounts

You may create Administrator accounts for Your Administrators to use in administering the Service,
subject to limits Apple may impose on the number of Administrator accounts. These Administrator
accounts will be a combination of a unique user name and password, which will be owned by You.
When You create Administrator accounts, all features and functionality of the Service that You
select to be available will be enabled for such accounts, and You are responsible for appropriately
enabling these Administrator accounts and for all activity in connection with these accounts (e.g.,
permitting Content purchases). You acknowledge and agree that these Administrator accounts
may be used only to access and manage the Service for account management purposes. If You
delete any Administrator accounts, then neither You nor the Administrator will have access to such
Administrator accounts, and You acknowledge and agree that this action may not be reversible.

2.8 Managed Apple IDs

You may create Managed Apple IDs for Your Authorized Users to access and use as part of the
Service in accordance with this Agreement and the Documentation. You are responsible for
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deciding which features and functionality of the Service to enable for Your Authorized Users and
for the creation, use, and management of Managed Apple IDs.

To create a Managed Apple ID for use by an Authorized User the following information, which may
include Personal Data, is needed: name, proposed role, password, email address (for contact
purposes), and phone number. In order to protect the security of Authorized Users’ accounts and
preserve Your ability to easily reset Your Authorized Users’ passwords online, You should keep
this information confidential. You agree to deploy Managed Apple IDs only for Your own internal
business or information technology purposes and only to Your Authorized Users. You agree not to
share, sell, resell, rent, lease, lend, or otherwise provide access to Managed Apple IDs to anyone
other than Your Authorized Users. You may disable, suspend, or delete Managed Apple IDs (e.g.,
if an Authorized User leaves the Institution) in the Service. Apple reserves the right to limit the
number of Managed Apple IDs that may be created for Your Authorized Users and the number of
Authorized Devices associated with an account.

If You make available other Apple Services for Your Administrators, managers or staff to sign into,
You agree to allow the Apple Services to store data in the accounts associated with those
Authorized User’s Managed Apple IDs, and for Apple to collect, store and process such data In
association with Your and/or Your Authorized User’s use of the Apple Service. You are responsible
for ensuring that You and Your Authorized Users are in compliance with all applicable laws for each
Managed Apple ID based on the Apple Service You allow Your Authorized Users to access. If Your
Administrators, managers or staff access certain Apple Services, Apple may communicate with
Your Authorized Users about their use of the Apple Service.

2.9 Permitted Entities and Permitted Users

Subject to the terms of this Agreement, Permitted Entities and Permitted Users may access the
Service under Your account, excluding the use and deployment of Managed Apple IDs (unless
otherwise separately approved in advance and in writing by Apple). You shall be responsible for
compliance with the terms of this Agreement by the Permitted Entities and Permitted Users and
shall be directly liable to Apple for any breach of this Agreement by Your Permitted Entities and
Permitted Users. If You (or Service Provider acting on Your behalf) add Apple-branded devices to
the Service that are owned by a Permitted Entity, You represent and warrant to Apple that the
Permitted Entity has authorized You to add such devices, that You have control of such devices,
and that You have the authority to accept EULAs on behalf of the Permitted Entity (and its Permitted
Users, if applicable). Apple reserves the right to: set limitations on the Service features or
functionality that Institution may allow its Permitted Entity (or Permitted Users) to access or use,
and to require You to remove any Permitted Entities or Permitted Users from Your account at any
time, in its sole discretion.

2.10 Updates; No Support or Maintenance

Apple may extend, enhance, suspend, discontinue, or otherwise modify the Service (or any part
thereof) provided hereunder at any time without notice, and Apple will not be liable to You or to any
third-party should it exercise such rights. Apple will not be obligated to provide Institution with any
updates to the Service. If Apple makes updates available, the terms of this Agreement will govern
such updates, unless the update is accompanied by a separate agreement in which case the terms
of that agreement will govern. Should an update be made available, it may have features, services
or functionality that are different from those found in the Service. Apple is not obligated to provide
any maintenance, technical or other support for the Service.

2.11  Third-Party Service Providers

You are permitted to use a Service Provider only if the Service Provider’s access to and use of the
Service is done on Your behalf and in accordance with these terms, and is subject to a binding
written agreement between You and the Service Provider with terms at least as restrictive and

Apple Business Manager Agreement Page 6



protective of Apple as those set forth herein. Any actions undertaken by any such Service Provider
in relation to the Service and/or arising out of this Agreement shall be deemed to have been taken
by You, and You (in addition to the Service Provider) shall be responsible to Apple for all such
actions (or any inactions). In the event that any actions or inactions by the Service Provider could
constitute a violation of this Agreement or otherwise cause any harm, Apple reserves the right to
require You to cease using such Service Provider.

3. Institution’s Obligations

Institution represents and warrants that:

(a) Institution’s authorized representative has the right and authority to enter into this Agreement
on its behalf and to legally bind Institution to the terms and obligations of this Agreement;

(b) All information provided by Institution to Apple (or to its Authorized Users or Permitted Users)
in connection with this Agreement or use of the Service (including the Apple Software) will be
current, true, accurate, supportable and complete; and, with regard to information Institution
provides to Apple, Institution will promptly notify Apple of any changes to such information;

(c) Institution will monitor and be responsible for its authorized representatives’, Administrators’,
Service Providers’, Authorized Users’, Permitted Users’, and Permitted Entities’ use of the Service
and their compliance with the terms of this Agreement;

(d) Institution will be solely responsible for all costs, expenses, losses and liabilities incurred, and
activities undertaken by Institution, its authorized representatives, Administrators, Service
Providers, Authorized Users, Permitted Users, Permitted Entities, and Authorized Devices, in
connection with the Service;

(e) Institution is solely liable and responsible for ensuring compliance with all privacy and data
protection laws (e.g., Regulation (EU) 2016/679 of the European Parliament and of the Council of
27 April 2016 on the protection of natural persons with regard to the processing of Personal Data
and on the free movement of such data, and repealing directive 95/46/EC (“GDPR”)) regarding the
use of the Service and use or collection of data, including Personal Data, and information through
the Service;

(f) Institution is responsible for its activity related to Personal Data (e.g., safeguarding, monitoring,
and limiting access to Personal Data, preventing and addressing inappropriate activity, etc.); and
(g) Institution will comply with the terms of and fulfill Institution’s obligations under this Agreement.

4, Changes to Service Requirements or Terms

Apple may change the Service or the terms of this Agreement at any time. In order to continue
using the Service, Institution, through its authorized representative, must accept and agree to the
new requirements or terms of this Agreement. If You do not agree to the new requirements or
terms, Your use of the Service, or any part thereof, may be suspended or terminated by Apple.
You agree that Your acceptance of such new Agreement terms may be signified electronically,
including without limitation, by checking a box or clicking on an “agree” or similar button.

5. Indemnification

To the extent permitted by applicable law, You agree to indemnify and hold harmless, and upon
Apple’s request, defend, Apple, its directors, officers, employees, affiliates, independent
contractors and authorized representatives (each an “Apple Indemnified Party”) from any and all
claims, losses, liabilities, damages, expenses and costs, including without limitation attorneys’ fees
and court costs, (collectively, “Losses”) incurred by an Apple Indemnified Party and arising from or
related to any of the following: (a) Your breach of any certification, covenant, obligation,
representation or warranty made in this Agreement; (b) Your use (including but not limited to Your
Service Provider’'s, Administrators’, Authorized Users’, Permitted Users’, and/or Permitted Entity’s
use) of the Service; (c) any claims, including but not limited to any end user claims, about Your
use, deployment or management of Authorized Devices, Device Enrollment Settings, and/or MDM
Servers; (d) any claims, including but not limited to any end user claims, about the provision,
management, and/or use of Authorized Devices, Administrator accounts, Managed Apple IDs, or
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Content, and/or any other use of the Service; and/or (e) any claims regarding Your use or
management of Personal Data. In no event may You enter into any settlement or like agreement
with a third-party that affects Apple’s rights or binds Apple or any Apple Indemnified Party in any
way, without the prior written consent of Apple.

6. Term and Termination

The term of this Agreement shall commence on the date You first accept this Agreement in the
Service and extend for an initial period of one (1) year following the initial activation date of Your
Service account by Apple. Thereafter, subject to Your compliance with the terms of this Agreement,
the term of this Agreement will automatically renew for successive one (1) year terms, unless
sooner terminated in accordance with this Agreement. Apple may terminate this Agreement and/or
Your account if you do not complete the Service enrollment verification process for Your Institution.
Either party may terminate this Agreement for its convenience, for any reason or no reason,
effective 30 days after providing the other party with written notice of its intent to terminate.

If You fail, or Apple suspects that You have failed, to comply with any of the provisions of this
Agreement, Apple, at its sole discretion, without notice to You may: (a) terminate this Agreement
and/or Your account; and/or (b) suspend or preclude access to the Service (or any part thereof).
Apple reserves the right to modify, suspend, or discontinue the Service (or any part or content
thereof) at any time without notice to You, and Apple will not be liable to You or to any third-party
should it exercise such rights. Apple may also terminate this Agreement, or suspend Your rights
to use the Services, if: (a) You fail to accept any new Agreement terms as described in Section 4;
or (b) You or any entity or person that directly or indirectly controls You, or is under common control
with You (where “control” has the meaning defined in Section 10.8), are or become subject to
sanctions or other restrictions in the countries or regions where the Service is available. . You
acknowledge and agree that You may not be able to access the Service upon expiration or
termination of this Agreement and that Apple reserves the right to suspend access to or delete data
or information that You, Your Administrators, Authorized Users, Permitted Entities, or Permitted
Users have stored through Your use of the Service. You should review the Documentation prior to
using any part of the Service and make appropriate back-ups of Your data and information. Apple
will not be liable or responsible to You or to any third party should it exercise such rights or for any
damages that may result or arise out of any such termination or suspension. The following
provisions shall survive the termination of this Agreement: Section 1, the second sentence of
Section 2.9, Section 2.10, the second sentence of Section 2.11, Section 3, Section 5, the second
paragraph of Section 6, and Sections 7, 8, 9, and 10.

7. DISCLAIMER OF WARRANTIES

YOU EXPRESSLY ACKNOWLEDGE AND AGREE THAT, TO THE EXTENT PERMITTED BY
APPLICABLE LAW, YOUR USE OF, OR INABILITY TO USE, THE SERVICE, OR ANY TOOLS
OR FEATURES OR FUNCTIONALITY ACCESSED BY OR THROUGH THE SERVICE, IS AT
YOUR SOLE RISK AND THAT THE ENTIRE RISK AS TO SATISFACTORY QUALITY,
PERFORMANCE, ACCURACY AND EFFORT IS WITH YOU.

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, THE SERVICE IS PROVIDED
“AS IS” AND “AS AVAILABLE” WITH ALL FAULTS AND WITHOUT WARRANTY OF ANY KIND,
AND APPLE, ITS DIRECTORS, OFFICERS, EMPLOYEES, AFFILIATES, AUTHORIZED
REPRESENTATIVES, AGENTS, CONTRACTORS, RESELLERS, OR LICENSORS
(COLLECTIVELY REFERRED TO AS “APPLE” FOR THE PURPOSES OF SECTIONS 7 AND 8)
HEREBY DISCLAIM ALL WARRANTIES AND CONDITIONS WITH RESPECT TO THE SERVICE,
EXPRESS, IMPLIED OR STATUTORY, INCLUDING BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES AND/OR CONDITIONS OF MERCHANTABILITY, SATISFACTORY QUALITY,
FITNESS FOR A PARTICULAR PURPOSE, ACCURACY, QUIET ENJOYMENT, TITLE, AND
NON-INFRINGEMENT OF THIRD-PARTY RIGHTS.
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APPLE DOES NOT GUARANTEE, REPRESENT OR WARRANT AGAINST INTERFERENCE
WITH YOUR USE OR ENJOYMENT OF THE SERVICE, THAT THE FEATURES OR
FUNCTIONALITY CONTAINED IN, OR SERVICES PERFORMED OR PROVIDED BY, THE
SERVICE WILL MEET YOUR REQUIREMENTS, WILL BE SECURE, THAT YOUR USE OF OR
THAT THE OPERATION OF THE SERVICE WILL BE UNINTERRUPTED OR ERROR-FREE,
THAT DEFECTS OR ERRORS WILL BE CORRECTED, THAT THE SERVICE WILL CONTINUE
TO BE MADE AVAILABLE, THAT THE SERVICE WILL BE COMPATIBLE OR WORK WITH ANY
THIRD PARTY SOFTWARE, APPLICATIONS, CONTENT, OR THIRD PARTY SERVICES OR
ANY OTHER APPLE PRODUCTS OR SERVICES, OR THAT ANY DATA OR INFORMATION
STORED OR TRANSMITTED THROUGH THE SERVICE WILL NOT BE LOST, CORRUPTED,
DAMAGED, ATTACKED, HACKED, INTERFERED WITH OR SUBJECT TO ANY OTHER
SECURITY INTRUSION. YOU AGREE THAT FROM TIME TO TIME APPLE MAY REMOVE THE
SERVICE FOR INDEFINITE PERIODS OF TIME OR MODIFY, SUSPEND, DISCONTINUE, OR
CANCEL THE SERVICE AT ANY TIME, WITHOUT NOTICE TO YOU.

YOU FURTHER ACKNOWLEDGE THAT THE SERVICE IS NOT INTENDED OR SUITABLE FOR
USE IN SITUATIONS OR ENVIRONMENTS WHERE THE FAILURE OR TIME DELAYS OF, OR
ERRORS OR INACCURACIES IN THE CONTENT, DATA OR INFORMATION PROVIDED BY OR
THROUGH THE SERVICE COULD LEAD TO DEATH, PERSONAL INJURY, OR SEVERE
PHYSICAL OR ENVIRONMENTAL DAMAGE, INCLUDING WITHOUT LIMITATION THE
OPERATION OF NUCLEAR FACILITIES, AIRCRAFT NAVIGATION OR COMMUNICATION
SYSTEMS, AIR TRAFFIC CONTROL, LIFE SUPPORT, OR WEAPONS SYSTEMS.

NO ORAL OR WRITTEN INFORMATION OR ADVICE GIVEN BY APPLE OR AN APPLE
AUTHORIZED REPRESENTATIVE SHALL CREATE A WARRANTY NOT EXPRESSLY STATED
IN THIS AGREEMENT. SHOULD THE SERVICE PROVE DEFECTIVE, YOU ASSUME THE
ENTIRE COST OF ALL NECESSARY SERVICING, REPAIR, OR CORRECTION.

8. LIMITATION OF LIABILITY

TO THE EXTENT NOT PROHIBITED BY APPLICABLE LAW, IN NO EVENT SHALL APPLE BE
LIABLE FOR PERSONAL INJURY, OR ANY INCIDENTAL, SPECIAL, INDIRECT OR
CONSEQUENTIAL DAMAGES WHATSOEVER, INCLUDING WITHOUT LIMITATION,
DAMAGES FOR LOSS OF PROFITS, CORRUPTION OR LOSS OF DATA OR INFORMATION,
FAILURE TO TRANSMIT OR RECEIVE ANY DATA OR INFORMATION, BUSINESS
INTERRUPTION OR ANY OTHER COMMERCIAL DAMAGES OR LOSSES ARISING OUT OF
THIS AGREEMENT AND/OR YOUR USE OR INABILITY TO USE THE SERVICE, EVEN IF
APPLE HAS BEEN ADVISED OR IS AWARE OF THE POSSIBILITY OF SUCH DAMAGES AND
REGARDLESS OF THE THEORY OF LIABILITY (CONTRACT, TORT, OR OTHERWISE), AND
EVEN IF APPLE HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. IN NO
EVENT SHALL APPLE’S TOTAL LIABILITY TO YOU FOR ALL DAMAGES (OTHER THAN AS
MAY BE REQUIRED BY APPLICABLE LAW IN CASES INVOLVING PERSONAL INJURY)
EXCEED THE AMOUNT OF FIFTY DOLLARS ($50.00). THE FOREGOING LIMITATIONS WILL
APPLY EVEN IF THE ABOVE STATED REMEDY FAILS OF ITS ESSENTIAL PURPOSE.

9. Data Privacy and Security

9.1 Personal Data Usage and Disclosure

Under this Agreement, Apple, acting as a data processor on Your behalf, may receive or have
access to Personal Data, if provided by You or on Your behalf. By entering into this Agreement,
You instruct Apple to process and use this Personal Data to provide and maintain the Service in
accordance with applicable law, Your instructions given through the use of the Service (e.g.,
instructions given through the Service), and any other written instructions given by You that are
accepted and acknowledged in writing by Apple, and Apple shall only process the Personal Data

Apple Business Manager Agreement Page 9



on such documented instructions, unless required to do so by law, in such case, Apple shall inform
You of that legal requirement before processing, unless that law prohibits such information on
important grounds of public interest. Apple may provide Personal Data to Sub-processors who
provide services to Apple in connection with the Service. You authorize Apple to use all the Apple
entities set forth in the definition of “Apple” as Sub-processors and to use any other Sub-
processors; provided such Sub-processors are contractually bound by data protection obligations
at least as protective as those in this Agreement. The list of Sub-processors is available at
https://www.apple.com/legal/enterprise/data-transfer-agreements/subprocessors_us.pdf. If a Sub-
processor fails to fulfil its data protection obligations, Apple shall remain liable to You for the
performance of that Sub-processor’s obligations to the extent required by applicable law.

9.2 Data Incidents

If Apple becomes aware that Personal Data has been altered, deleted, or lost as a result of any
unauthorized access to the Service (a “Data Incident”), Apple will notify Institution without undue
delay if required by law, and Apple will take reasonable steps to minimize harm and secure the
data. Notification of, or response to, a Data Incident by Apple will not be construed as an
acknowledgment by Apple of any responsibility or liability with respect to a Data Incident. Institution
is responsible for complying with applicable incident notification laws and fulfilling any third-party
obligations related to Data Incident(s). Apple will not access the contents of Personal Data in order
to identify information subject to any specific legal requirements.

9.3 Security Procedures; Compliance

Apple shall use industry-standard measures to safeguard Personal Data during the transfer,
processing, and storage of Personal Data as part of the Service. As part of these measures, Apple
will use commercially reasonable efforts to encrypt Personal Data at rest and in transit; ensure the
ongoing confidentiality, integrity, availability and resilience of the Service; in the event of an issue,
restore the availability of Personal Data in a timely manner; and regularly test, assess, and evaluate
the effectiveness of such measures. Apple will take appropriate steps to ensure compliance with
security procedures by its employees, contractors and Sub-processors, and Apple shall ensure that
any persons authorized to process such Personal Data comply with applicable laws regarding the
confidentiality and security of Personal Data with regards to the Service. Encrypted Personal Data
may be stored at Apple’s geographic discretion. To the extent Apple is acting as a data processor,
Apple will assist You with ensuring Your compliance, if applicable, with the following: (a) Article 28
of the GDPR or other equivalent obligations under law (by making available all necessary
information; by allowing for and contributing to audits (provided, that Apple’s ISO 27001 and ISO
27018 certifications shall be considered sufficient for such required audit purposes) and by
informing You, as required by applicable law, if, in Apple’s opinion, any of Your instructions infringes
the GDPR or other European Union or European Union Member State data protection provisions);
(b) Article 32 of the GDPR or other equivalent obligations under law (including implementing the
security procedures set forth in this Section 9.3 and by maintaining the ISO 27001 and ISO 27018
Certifications); (c) Articles 33 and 34 of the GDPR or other equivalent obligations under law (by
assisting You with providing required notice of a Data Incident to a supervisory authority or data
subjects); (d) Articles 35 and 36 of the GDPR or other equivalent obligations under law requiring
Institution to conduct data protection impact assessments or to consult with a supervisory authority
prior to processing; (e) an investigation by a data protection regulator or similar authority regarding
Personal Data; and (f) Your obligation to respond to request for exercising data subject’s rights
under the GDPR or other equivalent obligations under law, taking into account the nature of the
processing by appropriate technical and organizational measures, insofar as this is possible. Apple
shall inform You if, in its opinion, it can no longer meet its obligation under the California Consumer
Privacy Act (CCPA) or other applicable data protection laws and regulations.

9.4 Data Access and Transfer; Termination; Institution as Processor
If required by law, Apple will ensure that any international data transfer is done only to a country
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that ensures an adequate level of protection, has provided appropriate safeguards as set forth in
applicable law, such as those in Articles 46 and 47 of the GDPR (e.g., standard data protection
clauses), or is subject to a derogation in Article 49 of the GDPR. Such safeguards may include the
Model Contract Clauses as executed by Apple, or other data transfer agreements, which You agree
to enter into if required by Your jurisdiction, as executed by Apple at
https://www.apple.com/legal/enterprise/datatransfer/. Apple’s international transfer of Personal
Data collected in participating Asia-Pacific Economic Cooperation (APEC) countries abides by the
APEC Cross-Border Privacy Rules (CBPR) System (http://cbprs.org/) and Privacy Recognition for
Processors (PRP) System (http://cbprs.org/) for the transfer of Personal Data. In case of questions
or unresolved concerns about our APEC CBPR or PRP certifications, our third-party dispute
resolution provider (https://feedback-form.truste.com/watchdog/request) can be contacted. Apple
is not responsible for data You store or transfer outside of Apple’s system. Upon termination of
this Agreement for any reason, Apple shall securely destroy Personal Data stored by Apple in
connection with Your use of the Service within a reasonable period of time, except to prevent fraud
or as otherwise required by law. To the extent that Institution enters into this Agreement as a data
processor for a Permitted Entity, Institution represents and warrants that Institution is entering into
this Agreement on behalf of itself, and, to the limited extent set forth herein, such Permitted Entity.
Institution represents that it has the applicable consents from such Permitted Entity to enter into
this Agreement and to engage Apple as a sub-processor on such entity’s behalf, and is responsible
to Apple for any claims from such Permitted Entities with respect thereto. Apple shall not disclose
any Personal Data in such a manner as to constitute a “sale” or “sharing” (as those terms are
defined in the CCPA or any similar concept in other data protection laws) of Personal Data nor shall
Apple engage in any processing activity in connection with this Agreement that would constitute a
“sale” or “sharing” of Personal Data.

9.5 Access to Third Party Products and Services

If You choose to access, use, download, install, or enable third party products or services that
operate with the Service but are not a part of the Service, then the Service may allow such products
or services to access Personal Data as required for the use of those additional services. Certain of
those third party products or services may also provide access to Personal Data to Apple, such as
if You allow Your Authorized Users to sign into the Service through federated identity providers.
You are not required to use such additional products or services in relation to the Service, and Your
Administrator may restrict the use of such additional products or services in accordance with this
Agreement. Prior to accessing, using, downloading, installing, or enabling third party products or
services for use with a Managed Apple ID, You should review the terms, policies and practices of
the third party products and services to understand what data they may collect from Your
Authorized Users, how the data may be used, shared and stored, and, if applicable, whether such
practices are consistent with any consents You have obtained.

9.6 Other

Apple may disclose Personal Data about You if Apple determines that disclosure is reasonably
necessary to enforce Apple’s terms and conditions or protect Apple’s operations or users.
Additionally, in the event of a reorganization, merger, or sale, Apple may transfer any and all
Personal Data You provide to the relevant party. THIS DISCLOSURE DOES NOT APPLY TO THE
DATA COLLECTION PRACTICES OF ANY CONTENT (INCLUDING THIRD-PARTY APPS).
PRIOR TO PURCHASE OR DOWNLOAD OF CONTENT AS PART OF THE SERVICE, YOU
SHOULD REVIEW THE TERMS, POLICIES, AND PRACTICES OF SUCH CONTENT. In the
event Apple receives a third-party request for Personal Data (“Third-Party Request”), Apple will
notify You, to the extent permitted by law, of its receipt of the Third-Party Request, and notify the
requester to address such Third-Party Request to You. Unless otherwise required by law or the
Third-Party Request, You will be responsible for responding to the Request.
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10. General Legal Terms

10.1  Third-Party Notices

Portions of the Apple Software or the Service may utilize or include third-party software and other
copyrighted material. Acknowledgements, licensing terms and disclaimers for such material are
contained in the electronic documentation for the Service or applicable part thereof, and Your use
of such material is governed by their respective terms.

10.2 Other Collection and Use of Data

Apple and its affiliates and agents may collect, maintain, process and use diagnostic, technical,
usage and related information, including but not limited to unique system or hardware identifiers,
cookies or IP addresses, information about Your and Your Authorized Users’ use of the Service,
Your MDM Server, Device Enrollment Settings, computers, devices, system and application
software, and other software and peripherals, that is gathered periodically to facilitate the provision
of services to You related to the Service, to provide, test and improve Apple’s devices and services,
for internal purposes such as auditing, data analysis, and research to improve Apple’s devices,
services, and customer communications, to facilitate the provision of software or software updates,
device support and other services to You (if any) related to the Service or any such software, for
security and account management purposes, and to verify compliance with the terms of this
Agreement. Data collected pursuant to this Section will be treated in accordance with Apple’s
Privacy Policy, which can be viewed at: http://www.apple.com/legal/privacy.

10.3 Assignment

This Agreement may not be assigned, nor may any of Your obligations under this Agreement be
delegated, in whole or in part, by You by operation of law, merger, or any other means without
Apple’s express prior written consent and any attempted assignment without such consent will be
null and void.

104 Press Releases and Other Publicity; Relationship of Parties

You may not issue any press releases or make any other public statements regarding this
Agreement, its terms and conditions, or the relationship of the parties without Apple’s express prior
written approval, which may be withheld at Apple’s discretion. This Agreement will not be construed
as creating any agency relationship, or a partnership, joint venture, fiduciary duty, or any other form
of legal association between You and Apple, and You will not represent to the contrary, whether
expressly, by implication, appearance or otherwise. This Agreement is not for the benefit of any
third parties.

10.5 Notices

Any notices relating to this Agreement shall be in writing. Notices will be deemed given by Apple
when sent to You at the email address or mailing address You provided during the sign-up process.
All notices to Apple relating to this Agreement will be deemed given (a) when delivered personally,
(b) three business days after having been sent by commercial overnight carrier with written proof
of delivery, and (c) five business days after having been sent by first class or certified mail, postage
prepaid, to this Apple address: Apple Inc., Apple Developer Legal (Apple Business Manager), One
Apple Park, 37-2ISM, Cupertino, California 95014 U.S.A. You consent to receive notices by email
and agree that any such notices that Apple sends You electronically will satisfy any legal
communication requirements. A party may change its email or mailing address by giving the other
written notice as described above.

10.6  Severability

If a court of competent jurisdiction finds any clause of this Agreement to be unenforceable for any
reason, that clause of this Agreement shall be enforced to the maximum extent permissible so as
to affect the intent of the parties, and the remainder of this Agreement shall continue in full force
and effect. However, if applicable law prohibits or restricts You from fully and specifically complying
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with the Sections of this Agreement entitled “Service Requirements”, or “Institution’s Obligations”
or prevents the enforceability of any of those Sections, this Agreement will immediately terminate
and You must immediately discontinue any use of the Service.

10.7  Waiver and Construction

Failure by Apple to enforce any provision of this Agreement shall not be deemed a waiver of future
enforcement of that or any other provision. Any laws or regulations that provide that the language
of a contract will be construed against the drafter will not apply to this Agreement. Section headings
are for convenience only and are not to be considered in construing or interpreting this Agreement.

10.8 Export Control

You may not use, export, re-export, import, sell or transfer the Service or Apple Software, or any
part thereof, except as authorized by United States law, the laws of the jurisdiction in which You
obtained the Service or Apple Software, and/or any other applicable laws and regulations. In
particular, but without limitation, the Service and the Apple Software may not be exported or re-
exported (a) into any U.S. embargoed countries or (b) to anyone on the U.S. Treasury Department’s
list of Specially Designated Nationals or the U.S. Department of Commerce’s Denied Persons List
or Entity List or any other restricted party lists. By using the Service or Apple Software, You
represent and warrant that You are not located in any such country or on any such list. You also
agree that You will not use the Service or Apple Software for any purposes prohibited by United
States law, including, without limitation, the development, design, manufacture or production of
nuclear, missile, chemical or biological weapons.

You represent and warrant that You and any entity or person that directly or indirectly controls
You, or is under common control with You, are not: (a) on any sanctions lists in the countries or
regions where the Service is available, (b) doing business in any of the US embargoed countries
or regions, and (c) a military end user as defined and scoped in 15 C.F.R § 744. As used in this
Section 10.8, “control” means that an entity or person possesses, directly or indirectly, the power
to direct or cause the direction of the management policies of the other entity, whether through
ownership of voting securities, an interest in registered capital, by contract, or otherwise.

109 Government End-users

The Service, Apple Software, and Documentation are “Commercial Items”, as that term is defined
at 48 C.F.R. §2.101, consisting of “Commercial Computer Software” and “Commercial Computer
Software Documentation”, as such terms are used in 48 C.F.R. §12.212 or 48 C.F.R. §227.7202,
as applicable. Consistent with 48 C.F.R. §12.212 or 48 C.F.R. §227.7202-1 through 227.7202-4,
as applicable, the Commercial Computer Software and Commercial Computer Software
Documentation are being licensed to U.S. Government end-users (a) only as Commercial ltems
and (b) with only those rights as are granted to all other end-users pursuant to the terms and
conditions herein. Unpublished-rights reserved under the copyright laws of the United States.

10.10 Dispute Resolution; Governing Law

Any litigation or other dispute resolution between You and Apple arising out of or relating to this
Agreement, the Apple Software, or Your relationship with Apple will take place in the Northern
District of California, and You and Apple hereby consent to the personal jurisdiction of and exclusive
venue in the state and federal courts within that District with respect any such litigation or dispute
resolution. This Agreement will be governed by and construed in accordance with the laws of the
United States and the State of California, except that body of California law concerning conflicts of
law. Notwithstanding the foregoing:

(a) If You are an agency, instrumentality or department of the federal government of the United

States, then this Agreement shall be governed in accordance with the laws of the United States of
America, and in the absence of applicable federal law, the laws of the State of California will apply.
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Further, and notwithstanding anything to the contrary in this Agreement (including but not limited
to Section 5 (Indemnification)), all claims, demands, complaints and disputes will be subject to the
Contract Disputes Act (41 U.S.C. §§601-613), the Tucker Act (28 U.S.C. § 1346(a) and § 1491), or
the Federal Tort Claims Act (28 U.S.C. §§ 1346(b), 2401-2402, 2671-2672, 2674-2680), as
applicable, or other applicable governing authority. For the avoidance of doubt, if You are an
agency, instrumentality, or department of the federal, state or local government of the U.S. or a
U.S. public and accredited educational institution, then Your indemnification obligations are only
applicable to the extent they would not cause You to violate any applicable law (e.g., the Anti-
Deficiency Act), and You have any legally required authorization or authorizing statute;

(b) If You are a U.S. public and accredited educational institution or an agency, instrumentality, or
department of a state or local government within the United States, then (i) this Agreement will be
governed and construed in accordance with the laws of the state (within the U.S.) in which You are
domiciled, except that body of state law concerning conflicts of law; and (ii) any litigation or other
dispute resolution between You and Apple arising out of or relating to this Agreement, the Apple
Software, or Your relationship with Apple will take place in federal court within the Northern District
of California, and You and Apple hereby consent to the personal jurisdiction of and exclusive venue
of such District unless such consent is expressly prohibited by the laws of the state in which You
are domiciled;

(c) If You are an international, intergovernmental organization that has been conferred immunity
from the jurisdiction of national courts through Your intergovernmental charter or agreement, then
any controversy or claim arising out of or relating to this Agreement, or the breach thereof, shall be
determined by arbitration under the Rules of Arbitration of the International Chamber of Commerce
(the “ICC Rules”) in effect at the time of applying for arbitration by three arbitrators appointed in
accordance with such rules, and will be conducted according to the International Bar Association
(IBA) Rules on the Taking of Evidence in International Arbitration. The place of arbitration shall be
London, England. The arbitration shall be conducted in English. Upon Apple’s request, You agree
to provide evidence of Your status as an intergovernmental organization with such privileges and
immunities; and

(d) If You are domiciled in a European Union country, or in Iceland, Norway, Switzerland, or the
United Kingdom, the governing law and forum shall be the laws and courts of the country of domicile
of the Apple entity providing the Service, as applicable, as set forth in the definition of “Apple”.

This Agreement shall not be governed by the United Nations Convention on Contracts for the
International Sale of Goods, the application of which is expressly excluded.

10.11 Entire Agreement; Governing Language

This Agreement constitutes the entire agreement between the parties with respect to the Service
contemplated hereunder and supersedes all prior understandings and agreements regarding its
subject matter. For the avoidance of doubt, nothing in this Agreement supersedes the EULAs for
the Apple Software. This Agreement may be modified only: (a) by a written amendment signed by
both parties, or (b) to the extent expressly permitted by this Agreement (for example, by Apple by
notice to You). Any translation of this Agreement is provided as a courtesy to You, and in the event
of a dispute between the English and any non-English version, the English version of this
Agreement shall govern, to the extent not prohibited by local law in Your jurisdiction. If You are a
government organization within France, the following clause applies: The parties hereby confirm
that they have requested that this Agreement and all related documents be drafted in English. Les
parties ont exigé que le présent contrat et tous les documents connexes soient rédigés en anglais.

10.12 Acceptance

Institution acknowledges and agrees that by clicking on the “Agree” or similar button or by checking
a box, Institution, through its authorized representative, is accepting and agreeing to the terms and
conditions of this Agreement.

LYL146
10/17/2023
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