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| ntroduction

This document describes how to deploy the Cisco HyperFlex Remote Plugin Appliance.
Pre-requisites
Requirements

Cisco recommends that you have knowledge in these topics:

» HyperFlex
» vCenter

* Networking
* DNS

Components used

The information in this document is based on these software and hardware versions:

» HyperFlex Connect 5.0.2d
» Hyperflex Standard Cluster
* VMware vCenter, 8.0.2.00100



* VMware ESXi, 7.0.3, 21930508
*» Cisco HyperFlex Remote Plugin Appliance 3.0.0.1173
* WinSCP 6.1.1 (Build 13736)

The procedure performed in this document was created from the devices in a specific lab environment. All
of the devices used in this document started with a cleared (default) configuration. If your network islive,
ensure that you understand the potential impact of any command.

Background I nformation

The vSphere Client Remote vCenter plug-in architecture is designed to integrate plug-in functionality into
the vSphere Client without the need to run inside vCenter Server. This provides plug-in isolation and
enables scale-out of plug-ins that operate in large vSphere environments.

The main difference between the local and remote plug-in isthat local plugin stores all its files on the
vCenter itself, whereas remote plug-in stores the filesin an appliance.

Starting with vSphere 8.0.0, the only architecture supported in vSphere releases is remote plugin.

Table 1. Cisco Hyperflex Remote Plugin Appliance Compatibility Matrix

vCenter Plugin  |Cisco Hyperflex

Version Rel ESXi version vCenter version

3.0.0 and later 4.0 (2f) and later 6.7 u3and later |7.0 and later

The deployment is an OV A-based installation with a Cisco Secured Linux Image.
Cisco Hyperflex Remote Plugin can be done in two ways.

» Deployment through vCenter.
» Deployment directly on a standalone ESXi host.



Note: The recommended deployment method is through vCenter

Once deployed, the Appliance have the configuration describe in Table 2 and Table 3.

Table 2. VM Hardware configuration

CPU 1vCPUs
Memory 8 GB
Hard disk 1 48.83 GB
Network Adapter 1

Table 3. VM Software configuration



Guest OS U.buntu Linux 20.04.6 LTS Cisco Secured
Linux

Compatibility ESXi 6.7 U2 virtual machine

VMware Tools open-vm-tools 11.3.0.29534 (build-18090558)

Procedure

Step 1. Download the Cisco HyperFlex HTML plugin OVA for VMware vCenter from the Cisco Software
Download site.

To do this, navigate Downloads Home > Hyper conver ged I nfrastructure > Hyperflex HX Data
Platform > Hyperflex Remote vCenter Plugin - 3.0.0.

Products & Services Support How to Buy Training & Events Partners Employees @ @ e ° o

Software Download

| Remote v P
Q. search... HyperFlex HX Data Platform
Collapse All Release 3.0.0 Related Links and Documentation
A My Motificat L Mo related links or documentatior
Latest Release 2
All Release X File Information Release Date Size
1.0 > Remote vCenter plugin OVA for Hyperflex 21-Dec-2023 1227.59 MB R

ITMLS-remote

Cisco Downloads Website

Step 2. Login to the vCenter and select the host you want to deploy the Remote Plugin appliance. Right click
on the host and click on Deploy OVF Template


https://software.cisco.com/download/home/286305544/type/286331876/release/3.0.0
https://software.cisco.com/download/home/286305544/type/286331876/release/3.0.0

vSphere Client O,

"% Actions - 10.

&% New Virtual Machine... -

& Deploy OVF Template...

hm & B8 e

v [ MX

v [ M s Import VMs

Step 3. Select the Local file option and upload the HT M L 5-remote-plugin-Appliance-3.0.0-1173.ova file,
click Next.

L |

Deploy OVF Template

Deploy OVF Template Select an OVF template %

Select an OVF template from remote URL or local file system

Enter a URL to download and install the OWF package from the Internet, or browse to a location accessible from

1 Select an OVF template

your computer, such as a local hard drive, a network share, or a CD/DVD drive.

D URL

UPLOAD FILES HTMLS-rémale-plugin-Appliance-3.0,0-17 3, o

Select an OVF template

Step 4. Select the name for the Virtual machine and select alocation for the virtual machine, click on Next.



Deploy OVF Template Select a name and folder .,

Specify a unigue name and target location

Wirtual machine name: HTMLS-remote-plugin-Appliance-3.0.0-1173

2 Select a name and folder

Select a location for the virtwal machine,

CANCEL BACK | NEXT

Select VM name and folder

Step 5. Select a Server(ESXi host) for the deployment, click on Next.

Deploy OVF Template Select a compute resource %
Select the destination compute resource for this operation
1 Select an OVF templal « [ Mx
~ [ M
2 Select a name and folder ™ w
&0
» [ S
» @MT
Compatibility
Caompatibility checks succeedad.
| Automatically power on deployved VM
CANCEL BACK




Select Server

Step 6. On the Review details section you see these warnings:

» The OVF package contains advanced configuration options, which poses a potential security risk.

Review the advanced configuration options. Click next to accept the advanced configuration options.
* The certificate is not trusted.

Y ou can safely ignore those warnings, click on Ignore and then click on Next

Deploy OVF Template Review details %

Verify the template details.

& Thie OVF package contans advanced r,'l::"uln_u,'ﬂm;-n aptions, whech might pose a securty risk, Review the advanced
configuration options below. Click next to accept the advanced configuration options.

& The cartificate is not trusted

) ) Publisher TrustlD EV Code Segning CA 4 (Invalid certificate]
4 Review details

Download size

lgnorg

Size on disk

Advanced configuration

cancer [ sac | [

Review Details

Step 7. Select the datastore and select the disk format (Thin or thick provisioned), click on Next



Deploy OVF Template

Select an OVF template

Select a name and folder

[X]

Select a compute resource

Select storage X
Select the storage for the configuration and disk files
|: Encrypt this wirtuwal machine I:_LJ
Select virtual disk format Thin Provision
WM Storage Policy Datastore Default -
|: Disable Storage DRS for this virtual machine
M Storage v  Capacity T Provisioned v Free T T £
Compatibiity ) .
Q 3 s 35 GB 345 GB 54 ME
O 3 sql 1 GB 0B 168 n
[ 3tk i GE O E Fele] P,
. = - GB o8 148 Jr
< *
Compatibility
Compatibility checks succesded
CANCEL [ BACK ‘ HEXT

Sect Datastore

Step 8. Select the portgroup for the VM network interface, click on Next




Deploy OVF Template

1 Select an OVF template

2 Salect a name and folder

3 Select a compute resgurce
4 Review details

Salact storage

]

5 Select networks

Select networks

Select a destination netwark for each sowrce network,

Source MNetwork Destination Network

VM MNetwork W b

Manage Columns

IP Allocation Settings

114

£

P allecation Static - Manual

F protocot IPud

CAMCEL BACK I m

Select networks

Step 9. Review your selections before finishing the wizard, then click Finish.



Deploy OVF Template

1 Select an OVF template

2 Select a name and folder

3 Select a compute resource
4 Review details

5 Select storage

6 Select networks

7 Ready to complete

Review your selections

Ready to complete

Review your selections before finishing the wizard

w Select a name and folder

Name HTMLE-remote-plugin-Appliance-3.0.0-1173
Template name HTMLE-remote-plugin-Appliance-3.0.0-173
Folder MX-HX

w Select a compute resource

Resource 10

w Review details

Downiload size 1

(5]
Gy
m

w Select storage

Size on disk 3.3 GB
Storage mapping 1
All disks Datastore: Production; Format: Thin provision

w Select networks
Network mapping 1
VM MetWwork wim-network
IP allocation settings
IP protocol P

IF allocation Static - Manual

CAMCEL

Step 10. Watch the progress in the vCenter Recent Tasks tab

vCenter Recent Tasks

LIPTY

For

| BACK

Cormpietion Tire

FIMNISH

Step 11. Power on the Hypeflex Remote Plugin Virtual appliance. After theinitial startup processalogin

prompt appears, use these credentialsto Log in.

» Default username: vep-admin
» Default password: C"*scohxplugin@1984




Note: The creation of additional users or the use of the root user is not supported.



Caution: To get access to the Web GUI you need to change the default password. Otherwise, you
get this error message:

Login using factory default password is disabled for security reasons. Please change the factory
default password via ssh login/console and try login with new password.



" -

RemotePlugin3

i R aaaa WARNINGT Y fonuuiuiadaaaddiitdatagdididitngns
gpununamseesanny READ THIS BEFORE ATTEMPTING TO LOGON ususssunununnsn
i B

This System iz for the use of awthorized wsers only. Individuals
using this computer without authority, or in excess of their

authority, are subject to having all of their activities on this
system monitored and recorded by system persomnel. In the course
of monitoring individuals improperly using this system, or in the

#
]
B
B
#
course of system maintenance, the activities of authorized users L
may also be monitored. Anygone wusing this system expressly L]
consents to such mowitoring and is advised that if such #
monitoring reveals possible criminal activity, system personmel L]
may provide the evidence of such momitoring to law enforcement H
officials. You canmot copy, disclose, display or otherwise L
communicate the contents of this server except to other Cisco i
enployees who have been authorized to access this seruver. K

"

#

g ennnn et EE Conf idential Information BHESEHEHEHERERBRBRRRERRER
hx—vcp-appliance login:

Configure Management | P Address

By default, the Appliance gets an IP address from a DHCP Server available in the Portgroup/VLAN where
the vnic was assigned.

Once you login into the Appliance you can find the assigned 1Pv4 address.

ix-vcp-appliance login: vcp-admin
assword :
elcome to Ubuntu 20.04.6 LTS (GNU/Linux 5.4.0-146-generic x86_64)

»* Documentation: https://help.ubuntu.con
» Management: https://landscape.canonical.con
»* Support: https:/7ubuntu.com/advantage

System information as of Tue 30 Jan 2024 06:26:19 AN UTC

System load: 0.18 Processes: 129
Usage of /: 10.3% of 47.27GB Users logged in: 0
Memory usage: 13« [Pv4 address for ens33: 192
Swap usage: 0~

It is recommended to configure a static | P address to the virtual Appliance. To do this use the command hx-
ip-address-change and follow the configuration wizard.



vep-admn in@hx—-vep-appliance : ™5 | hx-ip-address—change
Do you want to set Static IP (or) DynamiclP address (Options: static » dynamic )7 static
Enter IP address(e.g., 192.168.1.2): 10.

Enter Subnet Mask bits (bits for 255.255.248.0 is Z21): 24
Enter Gateway addre
Enter DNS server addr separated by comma and spaces (e.g., 8.8.8.8, 8.8.4.4): 10.

-

vcp-adn inPhx-vcp-appliance:™5

Verify the configured I P address using the ifconfig command.

Last login: Tue Jan 30 06:47:43 UTC 2024 from 192 on pts-s0
vcp-admin@hx-vcp-appliance:™§ ifconfig
ens33: flags=4163<UP,BROADCAST,RUNNING,MULTICAST> mtu 1500
inet 192. netmask 255.255.255.0 broadcast 192.
inetb fed0::20c:291f :fe@9:cba prefixlen 64 scopeid 0x20<link>
ether 00:0c:29:09:0c:ba txqueuelen 1000 (Ethernet)
RX packets 110 bytes 9520 (9.5 KB)
RX errors 0 dropped 56 overruns 0 frame 0
TX packets 52 bytes 4912 (4.9 KB)
TX errors 0 dropped 0 overruns 0 carrier 0 collisions 0

lo: flags=73<UP,LOOPBACK,RUNNING> mtu 65536
inet 127.0.0.1 netmask 255.0.0.0
loop txqueuelen 1000 (Local Loopback)
RX packets 48 bytes 4112 (4.1 KB)
RX errors 0 dropped 0 overruns 0 frame 0
TX packets 48 bytes 4112 (4.1 KB)
TX errors 0 dropped 0 overruns 0 carrier 0 collisions 0

vcp—admin@hx—vcp-appliance:™9

Change Password

Y ou can change current password for user vpc-admin using the command passwd vcp-admin providing the
current password and the New password.

Last login: Mon Dec 18 14:15:53 UTC 2023 from 10 on pts/0
vcp-admin@hx—vcp-appliance: ™S | passwd vcp-admin
hanging password for vcp-admin.

urrent password:
ew password:
etype new password:
passwd: password updated successfully

Register avCenter

The registration of vCenter into the Cisco Hyperflex Remote Plugin Applianceis Ul based.



Caution: Userswith an active firewall need to verify that ports 433, 9443 and 22 are open and
allow traffic to passin or out between vCenter and Remote Plugin Appliance.

Step 1. Enter the IP in browser (https.//ip) to open the plugin server management Ul. Login with vcp-admin
user and your current new password.


https://ip

- =+ 2 Q & o= e tmien

HyperFlex Remote vCenler Plug-in
Appliance
W Peais ]
lllllll“llllll* |ﬁ

Hyperflex Remote vCenter Plug-in Appliance Login screen



Tip: To verify the current Application version and supported vCenter versions, once you
successfully log in, click on the Gear on the top right corner of the screen.

Step 2.. Once you login click on the REGISTER button on the main dashboard.

= HyperFlex Remote vCenter Plug-in Appliance

Registered vCenters



Main Dashboard

Step 3. Click on the REGI STER button to add the vCenter information where you want to deploy the
remote plugin. Provide the |P address, port (443 by default) and vCenter username with enough privilegesto
perform the deployment. Click Next

| I 1 0A o e 2 60

Register Plug-in Add vCenters

1 iadd vCerters

Lo hldl ity . FRRRREEE

Add vCenters

Step 4. The system performs a connectivity test and appear onlineif it is able to reach the vCenter with the
information provided. To proceed with registration click on the green REGISTER button



Regqister Plug-in summary

Add vCenter Summary

Step 5. Confirm that the configured vCenter is in the Registered vCenters list.



Note: Click on the three dots menu on the left of aregistered vCenter if you wish to Update the
Installed Plug-in Version currently installed on that vCenter or Unregister the vCenter.

ik HyperFlex Remote vCenter Plug-in Appliance

Registered vCenters m

Step 6. Verify in vCenter that the plug-in was successfully deployed. Two task are visible and marked as
completed. “Download plug-in” and “Deploy plug-in".



P ACTIONS
Summary Configura Parmissions Dataconters Hosts & Clusters Vs Datastores Matworks Linked vCenter Server Systems Extensions Updates

issues and Alarms v | | aSKS =TT
EXPORT ~ FILTER
Task Hame - | T + | st x | © + | @ ?I . T’-“I: |I. Curtios
Tasks and Events W i
? =
vents
i Dovwnload plug-in 1 10
Sessions X
Sacurity
wCenter Server W Task Mame
o " Status
Interoperabifity
indtiator . vsphere-webcient-db39at2 e-clba-45de-bedf- 16 Tee D12 088 Bvaphere.
Clonid Mative Storage o g 1
Container Volumes P 5
th

Details
Related events:

Date Time Description

Verify Deployment tasks in vCenter

Step 7. Verify that the the plug-in is registered under vCenter Administration Client Pluginstab. Asyou can
see, the type of plug-in is Remote and it is successfully deployed.

L P Ay There are expired or expiring licenses in your inventory.

& (D Local plugins are deprecated in wSphere. To learm more about the new remote plugin architecture. please read the dedicated KB article.

Administration

Access Control -

Client Plugins

Licensing w

Solutions Lo

Support -
Upkoad File to Service R
Single Sign On ~

Certificates -

Verify plug-inisinstalled

Step 8.. To view the Cisco HyperFlex HTML5 plugin options in the vSphere Ul, log out and log in again to
vCenter.. Once you log in again, right click on your Hyperflex cluster to find at the bottom the Cisco
Hyperflex plugin



vSphere Client

Tags & Custom Attributes

Add Permission...

Alarms

<
h M
[D] @ @ Summary Monit
v [
gx 10 Services
v i MX
vaphere DRS
. _
. [ ) Actions - M vSphere Availabili
s [] Add Hosts... Configuration
&% New Virtual Machine... Quickstart
7% New Resource Pool... General
Key Provider
&t Deploy OVF Template.. VMware EVC
VM/Host Groups
0¥ New vApp...
- PE VM/Host Rules
(35 Import VMs VM Overrides
/O Filters
Storage Host Options
Host Profile
Host Profiles
Licensing
Edit Default VM Compatibility... vSAN Cluster
% Recer 2> Assign vSAN Cluster License...
Task Name Settings Status T
Move To...
Rename...



: The configuration and feature functionality for the Remote and Local plugin are identical. For
more information on any feature see the Cisco HyperFlex HTML5 Plugin for VMware vCenter
section available in the Cisco HyperFlex Data Platform Administration Guide, Release 5.5, link
available in the Related information section.

Troubleshooting

Unsupported hardwar e family

If you try to install on alower version, such as ESXi 6.5, in the last step of the implementation you get this
error:

Line 26: Unsupported hardware family 'vmx-15'

F
U5 Wew wirtual maching - RemotePlugind

+ 1 Select creation type 4§  Line 38 Unsupported hardware family TECRLY -
" 2 Select OVF and VMDE files
«" 3 Select storage

w4 Daploymant options

5 Ready 1o comphets

R Yo SETNINgS SEkection Baficee finis hing the wizard

Thare was an ermor creating the import specification from the OVF file

Cancal

Unsupported hardware error

Thisis dueto the virtual hardware version used by the VM, it is necessary to deploy on ESXi 6.7 U2 or
higher.

It isimportant to note that a hardware version 15 VM cannot be vMotioned to a host on a prior version of
ESXi, including ESXi 6.7ul, ESXi 6.7, ESXi 6.0 etc, as these prior ESXi versions are not compatible with
the new hardware version. Similarly, vCenter 6.7 or vCenter 6.7ul can be used to manage ESXi 6.7u2 hosts
aslong as hardware version 15 VMs are not in use. For customers looking to create, run, and manage
hardware version 15 VMs, both the ESXi hostsin the cluster and vCenter need to be upgraded to at |east
6.7u2.

For additional details please refer to VMware article: Virtual machine hardwar e versions (KB 1003746)


https://kb.vmware.com/s/article/1003746

A required disk image was missing

If you try to deploy using the OV A file directly to a host with ESXi 6.7 U2 or higher, in the last step before
starting the deployment you get thiswarning ‘A required disk image was missing'.

*@ Mew virtual machine - RemotePlugin3

1 Salect creation type D A required disk image was missir X

=y - =T g g B L
2 Select OVFE and VMDK files - . -

3 Select storage
4 Deployment options

5 Ready to complels

CANMCEL BALK | NEX m

A required disk image was missing error

To mitigate thiswarning it is necessary to unzip the OVA file 'HTML5-remote-plugin-Appliance-3.0.0-
1173.0va, for this you can use the decompressor of your choice, such as 7zip.

Inside the unzipped folder you find this list of files:

e HTML5-remote-plugin-Appliance-3.0.0-1173.cert
HTML5-remote-plugin-Appliance-3.0.0-1173.mf
HTML5-remote-plugin-Appliance-3.0.0-1173.ovf
HTML5-remote-plugin-Appliance-3.0.0-1173-disk1.vmdk
HTML5-remote-plugin-Appliance-3.0.0-1173-filel.nvram

The required files for the deployment are:

e HTML5-remote-plugin-Appliance-3.0.0-1173.ovf
* HTML5-remote-plugin-Appliance-3.0.0-1173-disk1.vmdk
e HTML5-remote-plugin-Appliance-3.0.0-1173-filel.nvram




Providing required files

Once you provide the three files, the warning is gone




Ready to complete

vCenter Integration

Step 1. Verify that communication is allowed towards TCP port 443 of the FQDN (requires having
configured DNS on the appliance) or vCenter | P address, in case of communication failure this can be seen
in the Host Status column.

Step 2. Verify that the vCenter version is 7.0 or higher. If you try to register with an incompatible version, a
'Failed' message appears in Registration status. By placing the mouse over the red box for a short period of
time, it shows a description of the error message. In thisimage, you can see an example of failure message
when integrating VM Remote plugin with V center due to an incompatible version

Summary

I ncompatible vCenter version

Additional Assistance

If you need additional support regarding the implementation or integration, you must contact Cisco TAC
and attach the necessary log files.

Support bundle Generation

Support bundle generation is available only if you have at least one vCenter registered in the Cisco
Hyperflex Remote Plugin Virtual Appliance.

Currently the support bundle generation is through commandline. Y ou need to login into the console of the
appliance (or use SSH) and run the command hx-plugin-supportbundle, by default the support bundieis
saved in the /var/log/plugin_support/ directory.

User can specify the vCenter FQDN or |P address to proceed with the support bundle generation.



Note: root user credentials from the selected vCenter are required to generate the support bundle.

Step 1. SSH into the HyperFlex Remote Plugin Virtual appliance, login and run the command hx-plugin-
supportbundle, this generates atar file with vCenter logs and Hyperflex Remote Plugin appliance logs



Step 2. Establish an SCP connection to the VM Remote Plugin, for this you can use software like WinSCP

* FileProtocol: SCP

» Host name: [[ip.address.remotepl uginappliance]
* Port number: 22

e Username: vcp-admin

» Password: [your-configured-password]



Ty Login — >
B Mew Site Session
File protocol:
SCP e
Host name: Port number:
| 192, | | 77 L= |
Uzer name: Password:
|u|:|:u-a|:|min | |iiiiiiiii| |
Save b Advanced... |v
Tools - Manage - @ Login hd Close Help
Show Login dialog on startup and when the |ast session is dosed
SCP Connection parameters
Step 3. Navigate to the /var/log/plugin_support/ directory and download the support bundlefile.
plugin_su| - _ﬂ ~ [~ - td UL /.\ (:3 ‘ Find Files
o New ~ - [+] il
/var/log/plugin_support/
Name Size Changed Rights Owner
i 2/1/2024 12:00:58 AM raxrwxr-x  root
s hx-plugin-support-bundle-10.31.123.186-01-02-2024-19.52.15.tar.gz 28,318KB  2/1/2024 7:52:16 PM nwvxrwxrwx  root

Support bundle location

Collect logs manually from the Cisco Hyper Flex Remote Plugin Appliance

If you are not able to register any vCenter in the appliance, you cannot generate a Support Bundle. A manual

collection of the log filesis needed.

Step 1. Establish an SCP connection to the VM Remote Plugin, for this you can use software like WinSCP

» File Protocol: SCP

» Host name: [ip.address.remotepluginappliance]
* Port number: 22

» Username: vcp-admin

» Password: [your-configured-password]



Step 2. Once you login you automatically find yourself in the path /lhome/vcp-admin, go to the root

directory and then to the indicated paths to collect these log files:

 /var/log/auth.log

* /var/log/audit/audit.log

* /var/log/cisco/hx-plugin.log

* /var/log/cisco/hx-plugin-install.log
* /var/log/cisco/plugin-config.log

* /var/log/cisco/plugin-server.log

cisco > 7~ (V] v 4=~ il i A <A El Find Files
{ New ~ - [+]
/var/log/cisco/
Name B Size Changed Rights Owner
.. 2/1/2024 12:00:58 AM PWX FWX =X root
\=| hx-plugin.log 3KB 1/27/2024 8:06:47 AM rW-r----- vep-admin
| hx-plugin-install.log 2KB 12/18/2023 2:15:19 PM rwW-r----- vcp-admin
=] hx-plugin-supportBundle.log 2KB 2/1/2024 7:52:16 PM PWXF=XT=X root
A plugin-config.log 2KB 2/1/2024 7:49:39 PM rW-r--r-- root
& ] plugin-config.log.2023-12-18.0.gz 2KB 1/27/2024 7:53:39 AM rwW-r==r-- root
_m plugin-config.log.2024-01-27.0.gz 2KB 2/1/2024 7:49:19 PM rwW-r--r-- root
._L plugin-server.log 328KB  2/1/2024 7:51:16 PM rW-r--r-- vep-admin
—mplugin-sewer.log.2023-12-18.0.gz 2KB 1/27/2024 7:53:39 AM PW=r==r-= vecp-admin
o | plugin-server.log.2024-01-27.0.g9z 5KB 1/30/2024 9:44:42 PM rw-r--r-- vcp-admin
| plugin-server.log.2024-01-30.0.gz 2KB 1/31/2024 7:28:15 PM TW-r--r-- vcp-admin
m plugin-server.log.2024-01-31.0.gz 24KB 2/1/2024 4:29:11 AM PW=r==r=-= vcp-admin

Cisco logs location

Step 3. Upload the log files to your current Service Request. The stepsto upload the filesto the case arein

the link "Customer File Uploads to Cisco Technical Assistance Center” available in the Related information

section.

Related | nfor mation

Customer File Uploads to Cisco Technical Assistance Center

Support Case Manager

Cisco HyperFlex Data Platform Administration Guide, Release 5.5



https://www.cisco.com/c/en/us/support/web/tac/tac-customer-file-uploads.html#casefileuploader
https://mycase.cloudapps.cisco.com/case
https://www.cisco.com/c/en/us/td/docs/hyperconverged_systems/HyperFlex_HX_DataPlatformSoftware/AdminGuide/5-5/b-hxdp-admin-guide-5-5/m-hx-plugin-map.html#Cisco_Concept.dita_0184dd73-94de-4d74-ab61-b9d38f0601c5

