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The toolkit is a part of a body of work the 
OIG designed to answer 3 questions:

How was telehealth used?

Who used telehealth?

What safeguards are needed to 
protect Medicare and its 
beneficiaries from fraud, waste, and 
abuse related to telehealth?



How was 
telehealth 
being used?



How was 
telehealth 
being used?

Medicare beneficiaries used telehealth for a much 
larger share of their behavioral health services.



Who was using 
telehealth?

Medicare beneficiaries in urban areas, who largely did not have 
access to telehealth prior to the pandemic, were more likely to use 
telehealth.

Hispanic beneficiaries were more likely to use telehealth services.



What safeguards 
are needed?



What safeguards 
are needed?

o 1,714 providers had concerning billing on 
at least 1 of 7 measures that may indicate 
fraud, waste, or abuse. 

o These providers billed for telehealth services 
for about half a million beneficiaries.

o Recommended that CMS strengthen 
monitoring and oversight of telehealth 
services.



Telehealth
Toolkit



Toolkit: Analyzing Telehealth Claims to Assess Program Integrity Risks

o Intended to assist public and private sector partners in analyzing their 
own telehealth claims data to assess program integrity risks in their 
programs. 

o Includes steps to analyze claims data and detailed information about 
the seven measures OIG developed.



Steps for Analyzing Telehealth Claims

1

Review 
program 
policies

2

Collect 
claims data

3

Conduct 
quality 

assurance 
checks

4

Analyze data 
to identify 
program 

integrity risks

5

Interpret the 
results of 

the analysis



Program 
Integrity 
Measures

o Seven measures for users to identify potential 
program integrity risks in their programs. 

o For each measure, we describe: 

o What the measure is and the type of 
program integrity risk the measure identifies; 

o How to calculate the measure; and 

o How to identify providers who pose a risk to 
the program. 



Billing telehealth 
services at the 
highest, most 
expensive level for a 
high proportion of 
services

o Identifies providers who billed telehealth 
services at the highest, most expensive 
level every time. 

o May indicate that a provider is billing for a 
higher level of service than was provided 
to increase their reimbursement, a 
practice sometimes known as “upcoding.”









Billing a high 
average number of 
hours of telehealth 
services per visit

o Identifies providers who billed for a high 
average number of hours of telehealth 
services per visit.

o May indicate that a provider is billing for 
unnecessary services or for services not 
rendered. 



Billing telehealth 
services for a high 
number of days in a 
year

o Identifies providers who billed 
telehealth services for a high number 
of days. 

o May indicate that the provider is 
billing for services that were not 
provided. 



Billing telehealth 
services for a high 
number of patients

o Identifies providers who bill for a high 
number of unique patients. 

o May indicate that the provider is billing 
for services that were not provided. 

o Further analysis can identify providers 
who bill solely, or primarily, for patients 
with whom they have no established 
relationship. 



Billing multiple 
plans or programs 
for the same 
telehealth services 
for a high 
proportion of 
services

o Identifies providers who bill multiple 
plans or programs for the same 
telehealth service for a high 
proportion of their services. 

o May indicate that the provider is 
intentionally submitting duplicate 
claims to increase their payments. 



Billing for a 
telehealth service 
and then ordering 
medical equipment 
for a high 
percentage of 
patients

o Identifies providers who bill for telehealth 
services and then order medical 
equipment and supplies for a high 
percentage of their patients.

o Providers may be ordering unnecessary 
medical equipment and supplies for 
patients as part of a kickback scheme with 
suppliers. 

o Additional analysis can determine 
whether these providers billed primarily 
for audio-only telehealth services.



Billing for both a 
telehealth service 
and a facility fee for 
most visits

o Identifies providers who bill for both a 
telehealth service and a facility fee 
(i.e., originating site facility fee) for 
most visits. 

o Under some plans or programs, such 
as Medicare, it is inappropriate for the 
physician or practitioner who 
provides the telehealth service to also 
bill for the facility fee. 

o May indicate that the provider is 
intentionally billing both the 
telehealth service and a facility fee to 
increase their payments. 





Additional characteristics of providers who 
may pose a risk to the plan or program

o Identifying providers who are part of the same medical practice.

o Identifying providers who appear to be associated with 
telehealth companies.



Conclusion o Using the toolkit, you can: 

o Identify areas of particular concern 
in your plan or program where 
additional safeguards may be 
necessary. 

o Identify providers who pose a risk 
and conduct additional follow-up 
on these individuals.



Resources
Toolkit: Analyzing Telehealth Claims to Assess Program Integrity Risks (OEI-02-20-00723)

Telehealth Was Critical for Providing Services to Medicare Beneficiaries During the First Year of 
the COVID-19 Pandemic (OEI-02-20-00520)

Certain Medicare Beneficiaries, Such as Urban and Hispanic Beneficiaries, Were More Likely 
Than Others To Use Telehealth During the First Year of the COVID-19 Pandemic (OEI-02-20-
00522)

Medicare Telehealth Services During the First Year of the Pandemic: Program Integrity Risks 
(OEI-02-20-00720)

https://oig.hhs.gov/oei/reports/OEI-02-20-00723.asp?hero=telehealth-toolkit2023
https://oig.hhs.gov/oei/reports/OEI-02-20-00520.asp
https://oig.hhs.gov/oei/reports/OEI-02-20-00522.asp
https://oig.hhs.gov/oei/reports/OEI-02-20-00720.asp
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