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1 Item editorially inserted. 
2 This section was redesignated as section 108 by section 705(a)(2) of P.L. 102–496, but this 

entry in the table of contents was not repealed. 
3 The item for section 109 was repealed by section 347(i)(1)(A) of Public Law 111–259. 

NATIONAL SECURITY ACT OF 1947 

(Chapter 343; 61 Stat. 496; approved July 26, 1947) 

[As Amended Through P.L. 111–259, Enacted October 7, 2010] 

AN ACT To promote the national security by providing for a Secretary of Defense; 
for a National Military Establishment; for a Department of the Army, a Depart-
ment of the Navy, and a Department of the Air Force; and for the coordination 
of the activities of the National Military Establishment with other departments 
and agencies of the Government concerned with the national security. 

Be it enacted by the Senate and House of Representatives of the 
United States of America in Congress assembled, 
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DECLARATION OF POLICY 

SEC. 2. ø50 U.S.C. 401¿ In enacting this legislation, it is the 
intent of Congress to provide a comprehensive program for the fu-
ture security of the United States; to provide for the establishment 
of integrated policies and procedures for the departments, agencies, 
and functions of the Government relating to the national security; 
to provide a Department of Defense, including the three military 
Departments of the Army, the Navy (including naval aviation and 
the United States Marine Corps), and the Air Force under the di-
rection, authority, and control of the Secretary of Defense; to pro-
vide that each military department shall be separately organized 
under its own Secretary and shall function under the direction, au-
thority, and control of the Secretary of Defense; to provide for their 
unified direction under civilian control of the Secretary of Defense 
but not to merge these departments or services; to provide for the 
establishment of unified or specified combatant commands, and a 
clear and direct line of command to such commands; to eliminate 
unnecessary duplication in the Department of Defense, and par-
ticularly in the field of research and engineering by vesting its 
overall direction and control in the Secretary of Defense; to provide 
more effective, efficient, and economical administration in the De-
partment of Defense; to provide for the unified strategic direction 
of the combatant forces, for their operation under unified com-
mand, and for their integration into an efficient team of land, 
naval, and air forces but not to establish a single Chief of Staff 
over the armed forces nor an overall armed forces general staff. 

DEFINITIONS 

SEC. 3. ø50 U.S.C. 401a¿ As used in this Act: 
(1) The term ‘‘intelligence’’ includes foreign intelligence 

and counterintelligence. 
(2) The term ‘‘foreign intelligence’’ means information re-

lating to the capabilities, intentions, or activities of foreign gov-
ernments or elements thereof, foreign organizations, or foreign 
persons, or international terrorist activities. 

(3) The term ‘‘counterintelligence’’ means information gath-
ered, and activities conducted, to protect against espionage, 
other intelligence activities, sabotage, or assassinations con-
ducted by or on behalf of foreign governments or elements 
thereof, foreign organizations, or foreign persons, or inter-
national terrorist activities. 

(4) The term ‘‘intelligence community’’ includes the fol-
lowing: 

(A) The Office of the Director of National Intelligence. 
(B) The Central Intelligence Agency. 
(C) The National Security Agency. 
(D) The Defense Intelligence Agency. 
(E) The National Geospatial-Intelligence Agency. 
(F) The National Reconnaissance Office. 
(G) Other offices within the Department of Defense for 

the collection of specialized national intelligence through 
reconnaissance programs. 
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(H) The intelligence elements of the Army, the Navy, 
the Air Force, the Marine Corps, the Coast Guard, the 
Federal Bureau of Investigation, the Drug Enforcement 
Administration, and the Department of Energy. 

(I) The Bureau of Intelligence and Research of the De-
partment of State. 

(J) The Office of Intelligence and Analysis of the De-
partment of the Treasury. 

(K) The elements of the Department of Homeland Se-
curity concerned with the analysis of intelligence informa-
tion. 

(L) Such other elements of any department or agency 
as may be designated by the President, or designated joint-
ly by the Director of National Intelligence and the head of 
the department or agency concerned, as an element of the 
intelligence community. 
(5) The terms ‘‘national intelligence’’ and ‘‘intelligence re-

lated to national security’’ refer to all intelligence, regardless 
of the source from which derived and including information 
gathered within or outside the United States, that— 

(A) pertains, as determined consistent with any guid-
ance issued by the President, to more than one United 
States Government agency; and 

(B) that involves— 
(i) threats to the United States, its people, prop-

erty, or interests; 
(ii) the development, proliferation, or use of weap-

ons of mass destruction; or 
(iii) any other matter bearing on United States 

national or homeland security. 
(6) The term ‘‘National Intelligence Program’’ refers to all 

programs, projects, and activities of the intelligence commu-
nity, as well as any other programs of the intelligence commu-
nity designated jointly by the Director of Central Intelligence 
and the head of a United States department or agency or by 
the President. Such term does not include programs, projects, 
or activities of the military departments to acquire intelligence 
solely for the planning and conduct of tactical military oper-
ations by United States Armed Forces. 

(7) The term ‘‘congressional intelligence committees’’ 
means— 

(A) the Select Committee on Intelligence of the Senate; 
and 

(B) the Permanent Select Committee on Intelligence of 
the House of Representatives. 

TITLE I—COORDINATION FOR NATIONAL SECURITY 

NATIONAL SECURITY COUNCIL 

SEC. 101. ø50 U.S.C. 402¿ (a) There is hereby established a 
council to be known as the National Security Council (thereinafter 
in this section referred to as the ‘‘Council’’). 
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1 The positions of Director for Mutual Security, Chairman of the National Security Resources 
Board, Chairman of the Munitions Board, and Chairman of the Research and Development 
Board have been abolished by various Reorganiztion Plans. The statutory members of the Na-
tional Security Council are the President, Vice President, Secretary of State, and Secretary of 
Defense. 

1 The specification of the salary of the head of the National Security Council staff is obsolete 
and has been superseded. 

2 The Classification Act of 1923 was repealed by the Classification Act of 1949. The Classifica-
tion Act of 1949 was repealed by the law enacting title 5, United States Code (Public Law 89– 
544, Sept. 6, 1966, 80 Stat. 378), and its provisions were codified as chapter 51 and chapter 
53 of title 5. Section 7(b) of that Act (80 Stat. 631) provided: ‘‘A reference to a law replaced 
by sections 1–6 of this Act, including a reference in a regulation, order, or other law, is deemed 
to refer to the corresponding provision enacted by this Act.’’ 

The President of the United States shall preside over meetings 
of the Council: Provided, That in his absence he may designate a 
member of the Council to preside in his place. 

The function of the Council shall be to advise the President 
with respect to the integration of domestic, foreign, and military 
policies relating to the national security so as to enable the mili-
tary services and the other departments and agencies of the Gov-
ernment to cooperate more effectively in matters involving the na-
tional security. 

The Council shall be composed of 1— 
(1) the President; 
(2) the Vice President; 
(3) the Secretary of State; 
(4) the Secretary of Defense; 
(5) the Secretary of Energy; 
(6) the Director for Mutual Security; 
(7) the Chairman of the National Security Resources 

Board; and 
(8) The Secretaries and Under Secretaries of other execu-

tive departments and the military departments, the Chairman 
of the Munitions Board, and the Chairman of the Research and 
Development Board, when appointed by the President by and 
with the advice and consent of the Senate, to serve at his 
pleasure. 
(b) In addition to performing such other functions as the Presi-

dent may direct, for the purpose of more effectively coordinating 
the policies and functions of the departments and agencies of the 
Government relating to the national security, it shall, subject to 
the direction of the President, be the duty of the Council— 

(1) to assess and appraise the objectives, commitments, 
and risks of the United States in relation to our actual and po-
tential military power, in the interest of national security, for 
the purpose of making recommendations to the President in 
connection therewith; and 

(2) to consider policies on matters of common interest to 
the departments and agencies of the Government concerned 
with the national security, and to make recommendations to 
the President in connection therewith. 
(c) The Council shall have a staff to be headed by a civilian ex-

ecutive secretary who shall be appointed by the President, and who 
shall receive compensation at the rate of $10,000 a year. 1 The ex-
ecutive secretary, subject to the direction of the Council, is hereby 
authorized, subject to the civil-service laws and the Classification 
Act of 1923, as amended, 2 to appoint and fix the compensation of 
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such personnel as may be necessary to perform such duties as may 
be prescribed by the Council in connection with the performance of 
its functions. 

(d) The Council shall, from time to time, make such rec-
ommendations, and such other reports to the President as it deems 
appropriate or as the President may require. 

(e) The Chairman (or in his absence the Vice Chairman) of the 
Joint Chiefs of Staff may, in his role as principal military adviser 
to the National Security Council and subject to the direction of the 
President, attend and participate in meetings of the National Secu-
rity Council. 

(f) The Director of National Drug Control Policy may, in the 
role of the Director as principal adviser to the National Security 
Council on national drug control policy, and subject to the direction 
of the President, attend and participate in meetings of the National 
Security Council. 

(g) The President shall establish with the National Security 
Council a board to be known as the ‘‘Board for Low Intensity Con-
flict’’. The principal function of the board shall be to coordinate the 
policies of the United States for low intensity conflict. 

(h)(1) There is established within the National Security Coun-
cil a committee to be known as the Committee on Foreign Intel-
ligence (in this subsection referred to as the ‘‘Committee’’). 

(2) The Committee shall be composed of the following: 
(A) The Director of National Intelligence. 
(B) The Secretary of State. 
(C) The Secretary of Defense. 
(D) The Assistant to the President for National Security 

Affairs, who shall serve as the chairperson of the Committee. 
(E) Such other members as the President may designate. 

(3) The function of the Committee shall be to assist the Council 
in its activities by— 

(A) identifying the intelligence required to address the na-
tional security interests of the United States as specified by 
the President; 

(B) establishing priorities (including funding priorities) 
among the programs, projects, and activities that address such 
interests and requirements; and 

(C) establishing policies relating to the conduct of intel-
ligence activities of the United States, including appropriate 
roles and missions for the elements of the intelligence commu-
nity and appropriate targets of intelligence collection activities. 
(4) In carrying out its function, the Committee shall— 

(A) conduct an annual review of the national security in-
terests of the United States; 

(B) identify on an annual basis, and at such other times 
as the Council may require, the intelligence required to meet 
such interests and establish an order of priority for the collec-
tion and analysis of such intelligence; and 

(C) conduct an annual review of the elements of the 
intelligence community in order to determine the success of 
such elements in collecting, analyzing, and disseminating the 
intelligence identified under subparagraph (B). 
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(5) The Committee shall submit each year to the Council and 
to the Director of National Intelligence a comprehensive report on 
its activities during the preceding year, including its activities 
under paragraphs (3) and (4). 

(i)(1) There is established within the National Security Council 
a committee to be known as the Committee on Transnational 
Threats (in this subsection referred to as the ‘‘Committee’’). 

(2) The Committee shall include the following members: 
(A) The Director of National Intelligence. 
(B) The Secretary of State. 
(C) The Secretary of Defense. 
(D) The Attorney General. 
(E) The Assistant to the President for National Security 

Affairs, who shall serve as the chairperson of the Committee. 
(F) Such other members as the President may designate. 

(3) The function of the Committee shall be to coordinate and 
direct the activities of the United States Government relating to 
combatting transnational threats. 

(4) In carrying out its function, the Committee shall— 
(A) identify transnational threats; 
(B) develop strategies to enable the United States Govern-

ment to respond to transnational threats identified under sub-
paragraph (A); 

(C) monitor implementation of such strategies; 
(D) make recommendations as to appropriate responses to 

specific transnational threats; 
(E) assist in the resolution of operational and policy 

differences among Federal departments and agencies in their 
responses to transnational threats; 

(F) develop policies and procedures to ensure the effective 
sharing of information about transnational threats among 
Federal departments and agencies, including law enforcement 
agencies and the elements of the intelligence community; and 

(G) develop guidelines to enhance and improve the coordi-
nation of activities of Federal law enforcement agencies and 
elements of the intelligence community outside the United 
States with respect to transnational threats. 
(5) For purposes of this subsection, the term ‘‘transnational 

threat’’ means the following: 
(A) Any transnational activity (including international ter-

rorism, narcotics trafficking, the proliferation of weapons of 
mass destruction and the delivery systems for such weapons, 
and organized crime) that threatens the national security of 
the United States. 

(B) Any individual or group that engages in an activity re-
ferred to in subparagraph (A). 
(j) The Director of National Intelligence (or, in the Director’s 

absence, the Principal Deputy Director of National Intelligence) 
may, in the performance of the Director’s duties under this Act and 
subject to the direction of the President, attend and participate in 
meetings of the National Security Council. 

(k) It is the sense of the Congress that there should be within 
the staff of the National Security Council a Special Adviser to the 
President on International Religious Freedom, whose position 
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should be comparable to that of a director within the Executive Of-
fice of the President. The Special Adviser should serve as a re-
source for executive branch officials, compiling and maintaining in-
formation on the facts and circumstances of violations of religious 
freedom (as defined in section 3 of the International Religious Free-
dom Act of 1998), and making policy recommendations. The Special 
Adviser should serve as liaison with the Ambassador at Large for 
International Religious Freedom, the United States Commission on 
International Religious Freedom, Congress and, as advisable, reli-
gious nongovernmental organizations. 

(l) PARTICIPATION OF COORDINATOR FOR THE PREVENTION OF 
WEAPONS OF MASS DESTRUCTION PROLIFERATION AND TER-
RORISM.—The United States Coordinator for the Prevention of 
Weapons of Mass Destruction Proliferation and Terrorism (or, in 
the Coordinator’s absence, the Deputy United States Coordinator) 
may, in the performance of the Coordinator’s duty as principal ad-
visor to the President on all matters relating to the prevention of 
weapons of mass destruction proliferation and terrorism, and, sub-
ject to the direction of the President, attend and participate in 
meetings of the National Security Council and the Homeland Secu-
rity Council. 

JOINT INTELLIGENCE COMMUNITY COUNCIL 

SEC. 101A. ø50 U.S.C. 402–1¿ (a) JOINT INTELLIGENCE COMMU-
NITY COUNCIL.—There is a Joint Intelligence Community Council. 

(b) MEMBERSHIP.—The Joint Intelligence Community Council 
shall consist of the following: 

(1) The Director of National Intelligence, who shall chair 
the Council. 

(2) The Secretary of State. 
(3) The Secretary of the Treasury. 
(4) The Secretary of Defense. 
(5) The Attorney General. 
(6) The Secretary of Energy. 
(7) The Secretary of Homeland Security. 
(8) Such other officers of the United States Government as 

the President may designate from time to time. 
(c) FUNCTIONS.—The Joint Intelligence Community Council 

shall assist the Director of National Intelligence in developing and 
implementing a joint, unified national intelligence effort to protect 
national security by— 

(1) advising the Director on establishing requirements, de-
veloping budgets, financial management, and monitoring and 
evaluating the performance of the intelligence community, and 
on such other matters as the Director may request; and 

(2) ensuring the timely execution of programs, policies, and 
directives established or developed by the Director. 
(d) MEETINGS.—The Director of National Intelligence shall con-

vene regular meetings of the Joint Intelligence Community Coun-
cil. 

(e) ADVICE AND OPINIONS OF MEMBERS OTHER THAN CHAIR-
MAN.—(1) A member of the Joint Intelligence Community Council 
(other than the Chairman) may submit to the Chairman advice or 
an opinion in disagreement with, or advice or an opinion in addi-
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tion to, the advice presented by the Director of National Intel-
ligence to the President or the National Security Council, in the 
role of the Chairman as Chairman of the Joint Intelligence Com-
munity Council. If a member submits such advice or opinion, the 
Chairman shall present the advice or opinion of such member at 
the same time the Chairman presents the advice of the Chairman 
to the President or the National Security Council, as the case may 
be. 

(2) The Chairman shall establish procedures to ensure that the 
presentation of the advice of the Chairman to the President or the 
National Security Council is not unduly delayed by reason of the 
submission of the individual advice or opinion of another member 
of the Council. 

(f) RECOMMENDATIONS TO CONGRESS.—Any member of the 
Joint Intelligence Community Council may make such rec-
ommendations to Congress relating to the intelligence community 
as such member considers appropriate. 

DIRECTOR OF NATIONAL INTELLIGENCE 

SEC. 102. ø50 U.S.C. 403¿ (a) DIRECTOR OF NATIONAL INTEL-
LIGENCE.—(1) There is a Director of National Intelligence who shall 
be appointed by the President, by and with the advice and consent 
of the Senate. Any individual nominated for appointment as Direc-
tor of National Intelligence shall have extensive national security 
expertise. 

(2) The Director of National Intelligence shall not be located 
within the Executive Office of the President. 

(b) PRINCIPAL RESPONSIBILITY.—Subject to the authority, direc-
tion, and control of the President, the Director of National Intel-
ligence shall— 

(1) serve as head of the intelligence community; 
(2) act as the principal adviser to the President, to the Na-

tional Security Council, and the Homeland Security Council for 
intelligence matters related to the national security; and 

(3) consistent with section 1018 of the National Security 
Intelligence Reform Act of 2004, oversee and direct the imple-
mentation of the National Intelligence Program. 
(c) PROHIBITION ON DUAL SERVICE.—The individual serving in 

the position of Director of National Intelligence shall not, while so 
serving, also serve as the Director of the Central Intelligence Agen-
cy or as the head of any other element of the intelligence commu-
nity. 

RESPONSIBILITIES AND AUTHORITIES OF THE DIRECTOR OF NATIONAL 
INTELLIGENCE 

SEC. 102A. ø50 U.S.C. 403–1¿ (a) PROVISION OF INTEL-
LIGENCE.—(1) The Director of National Intelligence shall be respon-
sible for ensuring that national intelligence is provided— 

(A) to the President; 
(B) to the heads of departments and agencies of the execu-

tive branch; 
(C) to the Chairman of the Joint Chiefs of Staff and senior 

military commanders; 
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(D) to the Senate and House of Representatives and the 
committees thereof; and 

(E) to such other persons as the Director of National Intel-
ligence determines to be appropriate. 
(2) Such national intelligence should be timely, objective, inde-

pendent of political considerations, and based upon all sources 
available to the intelligence community and other appropriate enti-
ties. 

(b) ACCESS TO INTELLIGENCE.—Unless otherwise directed by 
the President, the Director of National Intelligence shall have ac-
cess to all national intelligence and intelligence related to the na-
tional security which is collected by any Federal department, agen-
cy, or other entity, except as otherwise provided by law or, as ap-
propriate, under guidelines agreed upon by the Attorney General 
and the Director of National Intelligence. 

(c) BUDGET AUTHORITIES.—(1) With respect to budget requests 
and appropriations for the National Intelligence Program, the Di-
rector of National Intelligence shall— 

(A) based on intelligence priorities set by the President, 
provide to the heads of departments containing agencies or or-
ganizations within the intelligence community, and to the 
heads of such agencies and organizations, guidance for devel-
oping the National Intelligence Program budget pertaining to 
such agencies and organizations; 

(B) based on budget proposals provided to the Director of 
National Intelligence by the heads of agencies and organiza-
tions within the intelligence community and the heads of their 
respective departments and, as appropriate, after obtaining the 
advice of the Joint Intelligence Community Council, develop 
and determine an annual consolidated National Intelligence 
Program budget; and 

(C) present such consolidated National Intelligence Pro-
gram budget, together with any comments from the heads of 
departments containing agencies or organizations within the 
intelligence community, to the President for approval. 
(2) In addition to the information provided under paragraph 

(1)(B), the heads of agencies and organizations within the intel-
ligence community shall provide the Director of National Intel-
ligence such other information as the Director shall request for the 
purpose of determining the annual consolidated National Intel-
ligence Program budget under that paragraph. 

(3)(A) The Director of National Intelligence shall participate in 
the development by the Secretary of Defense of the annual budget 
for the Military Intelligence Program or any successor program or 
programs. 

(B) The Director of National Intelligence shall provide guid-
ance for the development of the annual budget for each element of 
the intelligence community that is not within the National Intel-
ligence Program. 

(4) The Director of National Intelligence shall ensure the effec-
tive execution of the annual budget for intelligence and intel-
ligence-related activities. 

(5)(A) The Director of National Intelligence shall be responsible 
for managing appropriations for the National Intelligence Program 
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by directing the allotment or allocation of such appropriations 
through the heads of the departments containing agencies or orga-
nizations within the intelligence community and the Director of the 
Central Intelligence Agency, with prior notice (including the provi-
sion of appropriate supporting information) to the head of the de-
partment containing an agency or organization receiving any such 
allocation or allotment or the Director of the Central Intelligence 
Agency. 

(B) Notwithstanding any other provision of law, pursuant to 
relevant appropriations Acts for the National Intelligence Program, 
the Director of the Office of Management and Budget shall exercise 
the authority of the Director of the Office of Management and 
Budget to apportion funds, at the exclusive direction of the Director 
of National Intelligence, for allocation to the elements of the intel-
ligence community through the relevant host executive depart-
ments and the Central Intelligence Agency. Department comptrol-
lers or appropriate budget execution officers shall allot, allocate, re-
program, or transfer funds appropriated for the National Intel-
ligence Program in an expeditious manner. 

(C) The Director of National Intelligence shall monitor the im-
plementation and execution of the National Intelligence Program 
by the heads of the elements of the intelligence community that 
manage programs and activities that are part of the National Intel-
ligence Program, which may include audits and evaluations. 

(6) Apportionment and allotment of funds under this sub-
section shall be subject to chapter 13 and section 1517 of title 31, 
United States Code, and the Congressional Budget and Impound-
ment Control Act of 1974 (2 U.S.C. 621 et seq.). 

(7)(A) The Director of National Intelligence shall provide a 
semi-annual report, beginning April 1, 2005, and ending April 1, 
2007, to the President and the Congress regarding implementation 
of this section. 

(B) The Director of National Intelligence shall report to the 
President and the Congress not later than 15 days after learning 
of any instance in which a departmental comptroller acts in a man-
ner inconsistent with the law (including permanent statutes, au-
thorization Acts, and appropriations Acts), or the direction of the 
Director of National Intelligence, in carrying out the National In-
telligence Program. 

(d) ROLE OF DIRECTOR OF NATIONAL INTELLIGENCE IN TRANS-
FER AND REPROGRAMMING OF FUNDS.—(1)(A) No funds made avail-
able under the National Intelligence Program may be transferred 
or reprogrammed without the prior approval of the Director of Na-
tional Intelligence, except in accordance with procedures prescribed 
by the Director of National Intelligence. 

(B) The Secretary of Defense shall consult with the Director of 
National Intelligence before transferring or reprogramming funds 
made available under the Military Intelligence Program or any suc-
cessor program or programs. 

(2) Subject to the succeeding provisions of this subsection, the 
Director of National Intelligence may transfer or reprogram funds 
appropriated for a program within the National Intelligence Pro-
gram— 

(A) to another such program; 



15 Sec. 102A UNOFFICIAL VERSION 

(B) to other departments or agencies of the United States 
Government for the development and fielding of systems of 
common concern related to the collection, processing, analysis, 
exploitation, and dissemination of intelligence information; or 

(C) to a program funded by appropriations not within the 
National Intelligence Program to address critical gaps in intel-
ligence information sharing or access capabilities. 
(3) The Director of National Intelligence may only transfer or 

reprogram funds referred to in paragraph (1)(A)— 
(A) with the approval of the Director of the Office of Man-

agement and Budget; and 
(B) after consultation with the heads of departments con-

taining agencies or organizations within the intelligence com-
munity to the extent such agencies or organizations are af-
fected, and, in the case of the Central Intelligence Agency, 
after consultation with the Director of the Central Intelligence 
Agency. 
(4) The amounts available for transfer or reprogramming in 

the National Intelligence Program in any given fiscal year, and the 
terms and conditions governing such transfers and 
reprogrammings, are subject to the provisions of annual appropria-
tions Acts and this subsection. 

(5)(A) A transfer or reprogramming of funds may be made 
under this subsection only if— 

(i) the funds are being transferred to an activity that is a 
higher priority intelligence activity; 

(ii) the transfer or reprogramming supports an emergent 
need, improves program effectiveness, or increases efficiency; 

(iii) the transfer or reprogramming does not involve a 
transfer or reprogramming of funds to a Reserve for Contin-
gencies of the Director of National Intelligence or the Reserve 
for Contingencies of the Central Intelligence Agency; 

(iv) the transfer or reprogramming results in a cumulative 
transfer or reprogramming of funds out of any department or 
agency, as appropriate, funded in the National Intelligence 
Program in a single fiscal year— 

(I) that is less than $150,000,000, and 
(II) that is less than 5 percent of amounts available to 

a department or agency under the National Intelligence 
Program; and 
(v) the transfer or reprogramming does not terminate an 

acquisition program. 
(B) A transfer or reprogramming may be made without regard 

to a limitation set forth in clause (iv) or (v) of subparagraph (A) if 
the transfer has the concurrence of the head of the department in-
volved or the Director of the Central Intelligence Agency (in the 
case of the Central Intelligence Agency). The authority to provide 
such concurrence may only be delegated by the head of the depart-
ment involved or the Director of the Central Intelligence Agency (in 
the case of the Central Intelligence Agency) to the deputy of such 
officer. 

(6) Funds transferred or reprogrammed under this subsection 
shall remain available for the same period as the appropriations 
account to which transferred or reprogrammed. 
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(7) Any transfer or reprogramming of funds under this sub-
section shall be carried out in accordance with existing procedures 
applicable to reprogramming notifications for the appropriate con-
gressional committees. Any proposed transfer or reprogramming for 
which notice is given to the appropriate congressional committees 
shall be accompanied by a report explaining the nature of the pro-
posed transfer or reprogramming and how it satisfies the require-
ments of this subsection. In addition, the congressional intelligence 
committees shall be promptly notified of any transfer or reprogram-
ming of funds made pursuant to this subsection in any case in 
which the transfer or reprogramming would not have otherwise re-
quired reprogramming notification under procedures in effect as of 
the date of the enactment of this subsection. 

(e) TRANSFER OF PERSONNEL.—(1)(A) In addition to any other 
authorities available under law for such purposes, in the first 
twelve months after establishment of a new national intelligence 
center, the Director of National Intelligence, with the approval of 
the Director of the Office of Management and Budget and in con-
sultation with the congressional committees of jurisdiction referred 
to in subparagraph (B), may transfer not more than 100 personnel 
authorized for elements of the intelligence community to such cen-
ter. 

(B) The Director of National Intelligence shall promptly pro-
vide notice of any transfer of personnel made pursuant to this 
paragraph to— 

(i) the congressional intelligence committees; 
(ii) the Committees on Appropriations of the Senate and 

the House of Representatives; 
(iii) in the case of the transfer of personnel to or from the 

Department of Defense, the Committees on Armed Services of 
the Senate and the House of Representatives; and 

(iv) in the case of the transfer of personnel to or from the 
Department of Justice, to the Committees on the Judiciary of 
the Senate and the House of Representatives. 
(C) The Director shall include in any notice under subpara-

graph (B) an explanation of the nature of the transfer and how it 
satisfies the requirements of this subsection. 

(2)(A) The Director of National Intelligence, with the approval 
of the Director of the Office of Management and Budget and in ac-
cordance with procedures to be developed by the Director of Na-
tional Intelligence and the heads of the departments and agencies 
concerned, may transfer personnel authorized for an element of the 
intelligence community to another such element for a period of not 
more than 2 years. 

(B) A transfer of personnel may be made under this paragraph 
only if— 

(i) the personnel are being transferred to an activity that 
is a higher priority intelligence activity; and 

(ii) the transfer supports an emergent need, improves pro-
gram effectiveness, or increases efficiency. 
(C) The Director of National Intelligence shall promptly pro-

vide notice of any transfer of personnel made pursuant to this 
paragraph to— 

(i) the congressional intelligence committees; 
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(ii) in the case of the transfer of personnel to or from the 
Department of Defense, the Committees on Armed Services of 
the Senate and the House of Representatives; and 

(iii) in the case of the transfer of personnel to or from the 
Department of Justice, to the Committees on the Judiciary of 
the Senate and the House of Representatives. 
(D) The Director shall include in any notice under subpara-

graph (C) an explanation of the nature of the transfer and how it 
satisfies the requirements of this paragraph. 

(3)(A) In addition to the number of full-time equivalent posi-
tions authorized for the Office of the Director of National Intel-
ligence for a fiscal year, there is authorized for such Office for each 
fiscal year an additional 100 full-time equivalent positions that 
may be used only for the purposes described in subparagraph (B). 

(B) Except as provided in subparagraph (C), the Director of 
National Intelligence may use a full-time equivalent position au-
thorized under subparagraph (A) only for the purpose of providing 
a temporary transfer of personnel made in accordance with para-
graph (2) to an element of the intelligence community to enable 
such element to increase the total number of personnel authorized 
for such element, on a temporary basis— 

(i) during a period in which a permanent employee of such 
element is absent to participate in critical language training; 
or 

(ii) to accept a permanent employee of another element of 
the intelligence community to provide language-capable serv-
ices. 
(C) Paragraph (2)(B) shall not apply with respect to a transfer 

of personnel made under subparagraph (B). 
(D) The Director of National Intelligence shall submit to the 

congressional intelligence committees an annual report on the use 
of authorities under this paragraph. Each such report shall include 
a description of— 

(i) the number of transfers of personnel made by the Direc-
tor pursuant to subparagraph (B), disaggregated by each ele-
ment of the intelligence community; 

(ii) the critical language needs that were fulfilled or par-
tially fulfilled through the use of such transfers; and 

(iii) the cost to carry out subparagraph (B). 
(4) It is the sense of Congress that— 

(A) the nature of the national security threats facing the 
United States will continue to challenge the intelligence com-
munity to respond rapidly and flexibly to bring analytic re-
sources to bear against emerging and unforeseen requirements; 

(B) both the Office of the Director of National Intelligence 
and any analytic centers determined to be necessary should be 
fully and properly supported with appropriate levels of per-
sonnel resources and that the President’s yearly budget re-
quests adequately support those needs; and 

(C) the President should utilize all legal and administra-
tive discretion to ensure that the Director of National Intel-
ligence and all other elements of the intelligence community 
have the necessary resources and procedures to respond 



18 Sec. 102A UNOFFICIAL VERSION 

promptly and effectively to emerging and unforeseen national 
security challenges. 
(f) TASKING AND OTHER AUTHORITIES.—(1)(A) The Director of 

National Intelligence shall— 
(i) establish objectives, priorities, and guidance for the in-

telligence community to ensure timely and effective collection, 
processing, analysis, and dissemination (including access by 
users to collected data consistent with applicable law and, as 
appropriate, the guidelines referred to in subsection (b) and 
analytic products generated by or within the intelligence com-
munity) of national intelligence; 

(ii) determine requirements and priorities for, and manage 
and direct the tasking of, collection, analysis, production, and 
dissemination of national intelligence by elements of the intel-
ligence community, including— 

(I) approving requirements (including those require-
ments responding to needs provided by consumers) for col-
lection and analysis; and 

(II) resolving conflicts in collection requirements and 
in the tasking of national collection assets of the elements 
of the intelligence community; and 
(iii) provide advisory tasking to intelligence elements of 

those agencies and departments not within the National Intel-
ligence Program. 
(B) The authority of the Director of National Intelligence under 

subparagraph (A) shall not apply— 
(i) insofar as the President so directs; 
(ii) with respect to clause (ii) of subparagraph (A), insofar 

as the Secretary of Defense exercises tasking authority under 
plans or arrangements agreed upon by the Secretary of De-
fense and the Director of National Intelligence; or 

(iii) to the direct dissemination of information to State gov-
ernment and local government officials and private sector enti-
ties pursuant to sections 201 and 892 of the Homeland Secu-
rity Act of 2002 (6 U.S.C. 121, 482). 
(2) The Director of National Intelligence shall oversee the Na-

tional Counterterrorism Center and may establish such other na-
tional intelligence centers as the Director determines necessary. 

(3)(A) The Director of National Intelligence shall prescribe, in 
consultation with the heads of other agencies or elements of the in-
telligence community, and the heads of their respective depart-
ments, personnel policies and programs applicable to the intel-
ligence community that— 

(i) encourage and facilitate assignments and details of per-
sonnel to national intelligence centers, and between elements 
of the intelligence community; 

(ii) set standards for education, training, and career devel-
opment of personnel of the intelligence community; 

(iii) encourage and facilitate the recruitment and retention 
by the intelligence community of highly qualified individuals 
for the effective conduct of intelligence activities; 

(iv) ensure that the personnel of the intelligence commu-
nity are sufficiently diverse for purposes of the collection and 
analysis of intelligence through the recruitment and training of 
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women, minorities, and individuals with diverse ethnic, cul-
tural, and linguistic backgrounds; 

(v) make service in more than one element of the intel-
ligence community a condition of promotion to such positions 
within the intelligence community as the Director shall specify; 
and 

(vi) ensure the effective management of intelligence com-
munity personnel who are responsible for intelligence commu-
nity-wide matters. 
(B) Policies prescribed under subparagraph (A) shall not be in-

consistent with the personnel policies otherwise applicable to mem-
bers of the uniformed services. 

(4) The Director of National Intelligence shall ensure compli-
ance with the Constitution and laws of the United States by the 
Central Intelligence Agency and shall ensure such compliance by 
other elements of the intelligence community through the host ex-
ecutive departments that manage the programs and activities that 
are part of the National Intelligence Program. 

(5) The Director of National Intelligence shall ensure the elimi-
nation of waste and unnecessary duplication within the intelligence 
community. 

(6) The Director of National Intelligence shall establish re-
quirements and priorities for foreign intelligence information to be 
collected under the Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1801 et seq.), and provide assistance to the Attorney 
General to ensure that information derived from electronic surveil-
lance or physical searches under that Act is disseminated so it may 
be used efficiently and effectively for national intelligence purposes, 
except that the Director shall have no authority to direct or under-
take electronic surveillance or physical search operations pursuant 
to that Act unless authorized by statute or Executive order. 

(7)(A) The Director of National Intelligence shall, if the Direc-
tor determines it is necessary, or may, if requested by a congres-
sional intelligence committee, conduct an accountability review of 
an element of the intelligence community or the personnel of such 
element in relation to a failure or deficiency within the intelligence 
community. 

(B) The Director of National Intelligence, in consultation with 
the Attorney General, shall establish guidelines and procedures for 
conducting an accountability review under subparagraph (A). 

(C)(i) The Director of National Intelligence shall provide the 
findings of an accountability review conducted under subparagraph 
(A) and the Director’s recommendations for corrective or punitive 
action, if any, to the head of the applicable element of the intel-
ligence community. Such recommendations may include a rec-
ommendation for dismissal of personnel. 

(ii) If the head of such element does not implement a rec-
ommendation made by the Director under clause (i), the head of 
such element shall submit to the congressional intelligence commit-
tees a notice of the determination not to implement the rec-
ommendation, including the reasons for the determination. 

(D) The requirements of this paragraph shall not be construed 
to limit any authority of the Director of National Intelligence under 
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1 Margin so in law. 

subsection (m) or with respect to supervision of the Central Intel-
ligence Agency. 

(8) The Director of National Intelligence shall perform such 
other functions as the President may direct. 

(9) Nothing in this title shall be construed as affecting the role 
of the Department of Justice or the Attorney General under the 
Foreign Intelligence Surveillance Act of 1978. 

(g) INTELLIGENCE INFORMATION SHARING.—(1) The Director of 
National Intelligence shall have principal authority to ensure max-
imum availability of and access to intelligence information within 
the intelligence community consistent with national security re-
quirements. The Director of National Intelligence shall— 

(A) establish uniform security standards and procedures; 
(B) establish common information technology standards, 

protocols, and interfaces; 
(C) ensure development of information technology systems 

that include multi-level security and intelligence integration 
capabilities; 

(D) establish policies and procedures to resolve conflicts 
between the need to share intelligence information and the 
need to protect intelligence sources and methods; 

(E) develop an enterprise architecture for the intelligence 
community and ensure that elements of the intelligence com-
munity comply with such architecture; 

(F) have procurement approval authority over all enter-
prise architecture-related information technology items funded 
in the National Intelligence Program; and 

(G) 1 in accordance with Executive Order No. 13526 
(75 Fed. Reg. 707; relating to classified national security 
information) (or any subsequent corresponding executive 
order), and part 2001 of title 32, Code of Federal Regula-
tions (or any subsequent corresponding regulation), estab-
lish— 

(i) guidance to standardize, in appropriate cases, 
the formats for classified and unclassified intelligence 
products created by elements of the intelligence com-
munity for purposes of promoting the sharing of intel-
ligence products; and 

(ii) policies and procedures requiring the increased 
use, in appropriate cases, and including portion mark-
ings, of the classification of portions of information 
within one intelligence product. 

(2) The President shall ensure that the Director of National In-
telligence has all necessary support and authorities to fully and ef-
fectively implement paragraph (1). 

(3) Except as otherwise directed by the President or with the 
specific written agreement of the head of the department or agency 
in question, a Federal agency or official shall not be considered to 
have met any obligation to provide any information, report, assess-
ment, or other material (including unevaluated intelligence infor-
mation) to that department or agency solely by virtue of having 
provided that information, report, assessment, or other material to 
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the Director of National Intelligence or the National Counterter-
rorism Center. 

(4) Not later than February 1 of each year, the Director of Na-
tional Intelligence shall submit to the President and to the Con-
gress an annual report that identifies any statute, regulation, pol-
icy, or practice that the Director believes impedes the ability of the 
Director to fully and effectively implement paragraph (1). 

(h) ANALYSIS.—To ensure the most accurate analysis of intel-
ligence is derived from all sources to support national security 
needs, the Director of National Intelligence shall— 

(1) implement policies and procedures— 
(A) to encourage sound analytic methods and 

tradecraft throughout the elements of the intelligence com-
munity; 

(B) to ensure that analysis is based upon all sources 
available; and 

(C) to ensure that the elements of the intelligence 
community regularly conduct competitive analysis of ana-
lytic products, whether such products are produced by or 
disseminated to such elements; 
(2) ensure that resource allocation for intelligence analysis 

is appropriately proportional to resource allocation for intel-
ligence collection systems and operations in order to maximize 
analysis of all collected data; 

(3) ensure that differences in analytic judgment are fully 
considered and brought to the attention of policymakers; and 

(4) ensure that sufficient relationships are established be-
tween intelligence collectors and analysts to facilitate greater 
understanding of the needs of analysts. 
(i) PROTECTION OF INTELLIGENCE SOURCES AND METHODS.—(1) 

The Director of National Intelligence shall protect intelligence 
sources and methods from unauthorized disclosure. 

(2) Consistent with paragraph (1), in order to maximize the 
dissemination of intelligence, the Director of National Intelligence 
shall establish and implement guidelines for the intelligence com-
munity for the following purposes: 

(A) Classification of information under applicable law, Ex-
ecutive orders, or other Presidential directives. 

(B) Access to and dissemination of intelligence, both in 
final form and in the form when initially gathered. 

(C) Preparation of intelligence products in such a way that 
source information is removed to allow for dissemination at the 
lowest level of classification possible or in unclassified form to 
the extent practicable. 
(3) The Director may only delegate a duty or authority given 

the Director under this subsection to the Principal Deputy Director 
of National Intelligence. 

(j) UNIFORM PROCEDURES FOR SENSITIVE COMPARTMENTED IN-
FORMATION.—The Director of National Intelligence, subject to the 
direction of the President, shall— 

(1) establish uniform standards and procedures for the 
grant of access to sensitive compartmented information to any 
officer or employee of any agency or department of the United 
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States and to employees of contractors of those agencies or de-
partments; 

(2) ensure the consistent implementation of those stand-
ards and procedures throughout such agencies and depart-
ments; 

(3) ensure that security clearances granted by individual 
elements of the intelligence community are recognized by all 
elements of the intelligence community, and under contracts 
entered into by those agencies; and 

(4) ensure that the process for investigation and adjudica-
tion of an application for access to sensitive compartmented in-
formation is performed in the most expeditious manner pos-
sible consistent with applicable standards for national security. 
(k) COORDINATION WITH FOREIGN GOVERNMENTS.—Under the 

direction of the President and in a manner consistent with section 
207 of the Foreign Service Act of 1980 (22 U.S.C. 3927), the Direc-
tor of National Intelligence shall oversee the coordination of the re-
lationships between elements of the intelligence community and 
the intelligence or security services of foreign governments or inter-
national organizations on all matters involving intelligence related 
to the national security or involving intelligence acquired through 
clandestine means. 

(l) ENHANCED PERSONNEL MANAGEMENT.—(1)(A) The Director 
of National Intelligence shall, under regulations prescribed by the 
Director, provide incentives for personnel of elements of the intel-
ligence community to serve— 

(i) on the staff of the Director of National Intelligence; 
(ii) on the staff of the national intelligence centers; 
(iii) on the staff of the National Counterterrorism Center; 

and 
(iv) in other positions in support of the intelligence com-

munity management functions of the Director. 
(B) Incentives under subparagraph (A) may include financial 

incentives, bonuses, and such other awards and incentives as the 
Director considers appropriate. 

(2)(A) Notwithstanding any other provision of law, the per-
sonnel of an element of the intelligence community who are as-
signed or detailed under paragraph (1)(A) to service under the Di-
rector of National Intelligence shall be promoted at rates equiva-
lent to or better than personnel of such element who are not so as-
signed or detailed. 

(B) The Director may prescribe regulations to carry out this 
paragraph. 

(3)(A) The Director of National Intelligence shall prescribe 
mechanisms to facilitate the rotation of personnel of the intel-
ligence community through various elements of the intelligence 
community in the course of their careers in order to facilitate the 
widest possible understanding by such personnel of the variety of 
intelligence requirements, methods, users, and capabilities. 

(B) The mechanisms prescribed under subparagraph (A) may 
include the following: 

(i) The establishment of special occupational categories in-
volving service, over the course of a career, in more than one 
element of the intelligence community. 
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(ii) The provision of rewards for service in positions under-
taking analysis and planning of operations involving two or 
more elements of the intelligence community. 

(iii) The establishment of requirements for education, 
training, service, and evaluation for service involving more 
than one element of the intelligence community. 
(C) It is the sense of Congress that the mechanisms prescribed 

under this subsection should, to the extent practical, seek to dupli-
cate for civilian personnel within the intelligence community the 
joint officer management policies established by chapter 38 of title 
10, United States Code, and the other amendments made by title 
IV of the Goldwater-Nichols Department of Defense Reorganization 
Act of 1986 (Public Law 99–433). 

(4)(A) Except as provided in subparagraph (B) and subpara-
graph (D), this subsection shall not apply with respect to personnel 
of the elements of the intelligence community who are members of 
the uniformed services. 

(B) Mechanisms that establish requirements for education and 
training pursuant to paragraph (3)(B)(iii) may apply with respect 
to members of the uniformed services who are assigned to an ele-
ment of the intelligence community funded through the National 
Intelligence Program, but such mechanisms shall not be incon-
sistent with personnel policies and education and training require-
ments otherwise applicable to members of the uniformed services. 

(C) The personnel policies and programs developed and imple-
mented under this subsection with respect to law enforcement offi-
cers (as that term is defined in section 5541(3) of title 5, United 
States Code) shall not affect the ability of law enforcement entities 
to conduct operations or, through the applicable chain of command, 
to control the activities of such law enforcement officers. 

(D) Assignment to the Office of the Director of National Intel-
ligence of commissioned officers of the Armed Forces shall be con-
sidered a joint-duty assignment for purposes of the joint officer 
management policies prescribed by chapter 38 of title 10, United 
States Code, and other provisions of that title. 

(m) ADDITIONAL AUTHORITY WITH RESPECT TO PERSONNEL.— 
(1) In addition to the authorities under subsection (f)(3), the Direc-
tor of National Intelligence may exercise with respect to the per-
sonnel of the Office of the Director of National Intelligence any au-
thority of the Director of the Central Intelligence Agency with re-
spect to the personnel of the Central Intelligence Agency under the 
Central Intelligence Agency Act of 1949 (50 U.S.C. 403a et seq.), 
and other applicable provisions of law, as of the date of the enact-
ment of this subsection to the same extent, and subject to the same 
conditions and limitations, that the Director of the Central Intel-
ligence Agency may exercise such authority with respect to per-
sonnel of the Central Intelligence Agency. 

(2) Employees and applicants for employment of the Office of 
the Director of National Intelligence shall have the same rights 
and protections under the Office of the Director of National Intel-
ligence as employees of the Central Intelligence Agency have under 
the Central Intelligence Agency Act of 1949, and other applicable 
provisions of law, as of the date of the enactment of this subsection. 
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(n) ACQUISITION AND OTHER AUTHORITIES.—(1) In carrying out 
the responsibilities and authorities under this section, the Director 
of National Intelligence may exercise the acquisition and appro-
priations authorities referred to in the Central Intelligence Agency 
Act of 1949 (50 U.S.C. 403a et seq.) other than the authorities re-
ferred to in section 8(b) of that Act (50 U.S.C. 403j(b)). 

(2) For the purpose of the exercise of any authority referred to 
in paragraph (1), a reference to the head of an agency shall be 
deemed to be a reference to the Director of National Intelligence or 
the Principal Deputy Director of National Intelligence. 

(3)(A) Any determination or decision to be made under an au-
thority referred to in paragraph (1) by the head of an agency may 
be made with respect to individual purchases and contracts or with 
respect to classes of purchases or contracts, and shall be final. 

(B) Except as provided in subparagraph (C), the Director of 
National Intelligence or the Principal Deputy Director of National 
Intelligence may, in such official’s discretion, delegate to any officer 
or other official of the Office of the Director of National Intelligence 
any authority to make a determination or decision as the head of 
the agency under an authority referred to in paragraph (1). 

(C) The limitations and conditions set forth in section 3(d) of 
the Central Intelligence Agency Act of 1949 (50 U.S.C. 403c(d)) 
shall apply to the exercise by the Director of National Intelligence 
of an authority referred to in paragraph (1). 

(D) Each determination or decision required by an authority 
referred to in the second sentence of section 3(d) of the Central In-
telligence Agency Act of 1949 shall be based upon written findings 
made by the official making such determination or decision, which 
findings shall be final and shall be available within the Office of 
the Director of National Intelligence for a period of at least six 
years following the date of such determination or decision. 

(4)(A) In addition to the authority referred to in paragraph (1), 
the Director of National Intelligence may authorize the head of an 
element of the intelligence community to exercise an acquisition 
authority referred to in section 3 or 8(a) of the Central Intelligence 
Agency Act of 1949 (50 U.S.C. 403c and 403j(a)) for an acquisition 
by such element that is more than 50 percent funded under the 
National Intelligence Program. 

(B) The head of an element of the intelligence community may 
not exercise an authority referred to in subparagraph (A) until— 

(i) the head of such element (without delegation) submits 
to the Director of National Intelligence a written request that 
includes— 

(I) a description of such authority requested to be ex-
ercised; 

(II) an explanation of the need for such authority, in-
cluding an explanation of the reasons that other authori-
ties are insufficient; and 

(III) a certification that the mission of such element 
would be— 

(aa) impaired if such authority is not exercised; or 
(bb) significantly and measurably enhanced if 

such authority is exercised; and 
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(ii) the Director of National Intelligence issues a written 
authorization that includes— 

(I) a description of the authority referred to in sub-
paragraph (A) that is authorized to be exercised; and 

(II) a justification to support the exercise of such au-
thority. 

(C) A request and authorization to exercise an authority re-
ferred to in subparagraph (A) may be made with respect to an indi-
vidual acquisition or with respect to a specific class of acquisitions 
described in the request and authorization referred to in subpara-
graph (B). 

(D)(i) A request from a head of an element of the intelligence 
community located within one of the departments described in 
clause (ii) to exercise an authority referred to in subparagraph (A) 
shall be submitted to the Director of National Intelligence in ac-
cordance with any procedures established by the head of such de-
partment. 

(ii) The departments described in this clause are the Depart-
ment of Defense, the Department of Energy, the Department of 
Homeland Security, the Department of Justice, the Department of 
State, and the Department of the Treasury. 

(E)(i) The head of an element of the intelligence community 
may not be authorized to utilize an authority referred to in sub-
paragraph (A) for a class of acquisitions for a period of more than 
3 years, except that the Director of National Intelligence (without 
delegation) may authorize the use of such an authority for not 
more than 6 years. 

(ii) Each authorization to utilize an authority referred to in 
subparagraph (A) may be extended in accordance with the require-
ments of subparagraph (B) for successive periods of not more than 
3 years, except that the Director of National Intelligence (without 
delegation) may authorize an extension period of not more than 6 
years. 

(F) Subject to clauses (i) and (ii) of subparagraph (E), the Di-
rector of National Intelligence may only delegate the authority of 
the Director under subparagraphs (A) through (E) to the Principal 
Deputy Director of National Intelligence or a Deputy Director of 
National Intelligence. 

(G) The Director of National Intelligence shall submit— 
(i) to the congressional intelligence committees a notifica-

tion of an authorization to exercise an authority referred to in 
subparagraph (A) or an extension of such authorization that 
includes the written authorization referred to in subparagraph 
(B)(ii); and 

(ii) to the Director of the Office of Management and Budg-
et a notification of an authorization to exercise an authority re-
ferred to in subparagraph (A) for an acquisition or class of ac-
quisitions that will exceed $50,000,000 annually. 
(H) Requests and authorizations to exercise an authority re-

ferred to in subparagraph (A) shall remain available within the Of-
fice of the Director of National Intelligence for a period of at least 
6 years following the date of such request or authorization. 

(I) Nothing in this paragraph may be construed to alter or oth-
erwise limit the authority of the Central Intelligence Agency to 
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independently exercise an authority under section 3 or 8(a) of the 
Central Intelligence Agency Act of 1949 (50 U.S.C. 403c and 
403j(a)). 

(o) CONSIDERATION OF VIEWS OF ELEMENTS OF INTELLIGENCE 
COMMUNITY.—In carrying out the duties and responsibilities under 
this section, the Director of National Intelligence shall take into ac-
count the views of a head of a department containing an element 
of the intelligence community and of the Director of the Central In-
telligence Agency. 

(p) RESPONSIBILITY OF DIRECTOR OF NATIONAL INTELLIGENCE 
REGARDING NATIONAL INTELLIGENCE PROGRAM BUDGET CON-
CERNING THE DEPARTMENT OF DEFENSE.—Subject to the direction 
of the President, the Director of National Intelligence shall, after 
consultation with the Secretary of Defense, ensure that the Na-
tional Intelligence Program budgets for the elements of the intel-
ligence community that are within the Department of Defense are 
adequate to satisfy the national intelligence needs of the Depart-
ment of Defense, including the needs of the Chairman of the Joint 
Chiefs of Staff and the commanders of the unified and specified 
commands, and wherever such elements are performing Govern-
ment-wide functions, the needs of other Federal departments and 
agencies. 

(q) ACQUISITIONS OF MAJOR SYSTEMS.—(1) For each intel-
ligence program within the National Intelligence Program for the 
acquisition of a major system, the Director of National Intelligence 
shall— 

(A) require the development and implementation of a pro-
gram management plan that includes cost, schedule, and per-
formance goals and program milestone criteria, except that 
with respect to Department of Defense programs the Director 
shall consult with the Secretary of Defense; 

(B) serve as exclusive milestone decision authority, except 
that with respect to Department of Defense programs the Di-
rector shall serve as milestone decision authority jointly with 
the Secretary of Defense or the designee of the Secretary; and 

(C) periodically— 
(i) review and assess the progress made toward the 

achievement of the goals and milestones established in 
such plan; and 

(ii) submit to Congress a report on the results of such 
review and assessment. 

(2) If the Director of National Intelligence and the Secretary of 
Defense are unable to reach an agreement on a milestone decision 
under paragraph (1)(B), the President shall resolve the conflict. 

(3) Nothing in this subsection may be construed to limit the 
authority of the Director of National Intelligence to delegate to any 
other official any authority to perform the responsibilities of the Di-
rector under this subsection. 

(4) In this subsection: 
(A) The term ‘‘intelligence program’’, with respect to the 

acquisition of a major system, means a program that— 
(i) is carried out to acquire such major system for an 

element of the intelligence community; and 
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(ii) is funded in whole out of amounts available for the 
National Intelligence Program. 
(B) The term ‘‘major system’’ has the meaning given such 

term in section 4(9) of the Federal Property and Administra-
tive Services Act of 1949 (41 U.S.C. 403(9)). 
(r) PERFORMANCE OF COMMON SERVICES.—The Director of Na-

tional Intelligence shall, in consultation with the heads of depart-
ments and agencies of the United States Government containing 
elements within the intelligence community and with the Director 
of the Central Intelligence Agency, coordinate the performance by 
the elements of the intelligence community within the National In-
telligence Program of such services as are of common concern to 
the intelligence community, which services the Director of National 
Intelligence determines can be more efficiently accomplished in a 
consolidated manner. 

(s) PAY AUTHORITY FOR CRITICAL POSITIONS.—(1) Notwith-
standing any pay limitation established under any other provision 
of law applicable to employees in elements of the intelligence com-
munity, the Director of National Intelligence may, in coordination 
with the Director of the Office of Personnel Management and the 
Director of the Office of Management and Budget, grant authority 
to the head of a department or agency to fix the rate of basic pay 
for one or more positions within the intelligence community at a 
rate in excess of any applicable limitation, subject to the provisions 
of this subsection. The exercise of authority so granted is at the 
discretion of the head of the department or agency employing the 
individual in a position covered by such authority, subject to the 
provisions of this subsection and any conditions established by the 
Director of National Intelligence when granting such authority. 

(2) Authority under this subsection may be granted or exer-
cised only— 

(A) with respect to a position that requires an extremely 
high level of expertise and is critical to successful accomplish-
ment of an important mission; and 

(B) to the extent necessary to recruit or retain an indi-
vidual exceptionally well qualified for the position. 
(3) The head of a department or agency may not fix a rate of 

basic pay under this subsection at a rate greater than the rate pay-
able for level II of the Executive Schedule under section 5313 of 
title 5, United States Code, except upon written approval of the Di-
rector of National Intelligence or as otherwise authorized by law. 

(4) The head of a department or agency may not fix a rate of 
basic pay under this subsection at a rate greater than the rate pay-
able for level I of the Executive Schedule under section 5312 of title 
5, United States Code, except upon written approval of the Presi-
dent in response to a request by the Director of National Intel-
ligence or as otherwise authorized by law. 

(5) Any grant of authority under this subsection for a position 
shall terminate at the discretion of the Director of National Intel-
ligence. 

(6)(A) The Director of National Intelligence shall notify the 
congressional intelligence committees not later than 30 days after 
the date on which the Director grants authority to the head of a 
department or agency under this subsection. 
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(B) The head of a department or agency to which the Director 
of National Intelligence grants authority under this subsection 
shall notify the congressional intelligence committees and the Di-
rector of the exercise of such authority not later than 30 days after 
the date on which such head exercises such authority. 

(t) AWARD OF RANK TO MEMBERS OF THE SENIOR NATIONAL IN-
TELLIGENCE SERVICE.—(1) The President, based on the rec-
ommendation of the Director of National Intelligence, may award 
a rank to a member of the Senior National Intelligence Service or 
other intelligence community senior civilian officer not already cov-
ered by such a rank award program in the same manner in which 
a career appointee of an agency may be awarded a rank under sec-
tion 4507 of title 5, United States Code. 

(2) The President may establish procedures to award a rank 
under paragraph (1) to a member of the Senior National Intel-
ligence Service or a senior civilian officer of the intelligence com-
munity whose identity as such a member or officer is classified in-
formation (as defined in section 606(1)). 

(u) CONFLICT OF INTEREST REGULATIONS.—(1) The Director of 
National Intelligence, in consultation with the Director of the Of-
fice of Government Ethics, shall issue regulations prohibiting an of-
ficer or employee of an element of the intelligence community from 
engaging in outside employment if such employment creates a con-
flict of interest or appearance thereof. 

(2) The Director of National Intelligence shall annually submit 
to the congressional intelligence committees a report describing all 
outside employment for officers and employees of elements of the 
intelligence community that was authorized by the head of an ele-
ment of the intelligence community during the preceding calendar 
year. Such report shall be submitted each year on the date pro-
vided in section 507. 

OFFICE OF THE DIRECTOR OF NATIONAL INTELLIGENCE 

SEC. 103. ø50 U.S.C. 403–3¿ (a) OFFICE OF DIRECTOR OF NA-
TIONAL INTELLIGENCE.—There is an Office of the Director of Na-
tional Intelligence. 

(b) FUNCTION.—The function of the Office of the Director of Na-
tional Intelligence is to assist the Director of National Intelligence 
in carrying out the duties and responsibilities of the Director under 
this Act and other applicable provisions of law, and to carry out 
such other duties as may be prescribed by the President or by law. 

(c) COMPOSITION.—The Office of the Director of National Intel-
ligence is composed of the following: 

(1) The Director of National Intelligence. 
(2) The Principal Deputy Director of National Intelligence. 
(3) Any Deputy Director of National Intelligence appointed 

under section 103A. 
(4) The National Intelligence Council. 
(5) The General Counsel. 
(6) The Civil Liberties Protection Officer. 
(7) The Director of Science and Technology. 
(8) The National Counterintelligence Executive (including 

the Office of the National Counterintelligence Executive). 
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(9) The Chief Information Officer of the Intelligence Com-
munity. 

(10) The Inspector General of the Intelligence Community. 
(11) The Director of the National Counterterrorism Center. 
(12) The Director of the National Counter Proliferation 

Center. 
(13) The Chief Financial Officer of the Intelligence Com-

munity. 
(14) Such other offices and officials as may be established 

by law or the Director may establish or designate in the Office, 
including national intelligence centers. 
(d) STAFF.—(1) To assist the Director of National Intelligence 

in fulfilling the duties and responsibilities of the Director, the Di-
rector shall employ and utilize in the Office of the Director of Na-
tional Intelligence a professional staff having an expertise in mat-
ters relating to such duties and responsibilities, and may establish 
permanent positions and appropriate rates of pay with respect to 
that staff. 

(2) The staff of the Office of the Director of National Intel-
ligence under paragraph (1) shall include the staff of the Office of 
the Deputy Director of Central Intelligence for Community Man-
agement that is transferred to the Office of the Director of National 
Intelligence under section 1091 of the National Security Intel-
ligence Reform Act of 2004. 

(e) LOCATION OF THE OFFICE OF THE DIRECTOR OF NATIONAL 
INTELLIGENCE.—The headquarters of the Office of the Director of 
National Intelligence may be located in the Washington metropoli-
tan region, as that term is defined in section 8301 of title 40, 
United States Code. 

DEPUTY DIRECTORS OF NATIONAL INTELLIGENCE 

SEC. 103A. ø50 U.S.C. 403–3a¿ (a) PRINCIPAL DEPUTY DIREC-
TOR OF NATIONAL INTELLIGENCE.—(1) There is a Principal Deputy 
Director of National Intelligence who shall be appointed by the 
President, by and with the advice and consent of the Senate. 

(2) In the event of a vacancy in the position of Principal Dep-
uty Director of National Intelligence, the Director of National Intel-
ligence shall recommend to the President an individual for appoint-
ment as Principal Deputy Director of National Intelligence. 

(3) Any individual nominated for appointment as Principal 
Deputy Director of National Intelligence shall have extensive na-
tional security experience and management expertise. 

(4) The individual serving as Principal Deputy Director of Na-
tional Intelligence shall not, while so serving, serve in any capacity 
in any other element of the intelligence community. 

(5) The Principal Deputy Director of National Intelligence shall 
assist the Director of National Intelligence in carrying out the du-
ties and responsibilities of the Director. 

(6) The Principal Deputy Director of National Intelligence shall 
act for, and exercise the powers of, the Director of National Intel-
ligence during the absence or disability of the Director of National 
Intelligence or during a vacancy in the position of Director of Na-
tional Intelligence. 
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(b) DEPUTY DIRECTORS OF NATIONAL INTELLIGENCE.—(1) There 
may be not more than four Deputy Directors of National Intel-
ligence who shall be appointed by the Director of National Intel-
ligence. 

(2) Each Deputy Director of National Intelligence appointed 
under this subsection shall have such duties, responsibilities, and 
authorities as the Director of National Intelligence may assign or 
are specified by law. 

(c) MILITARY STATUS OF DIRECTOR OF NATIONAL INTELLIGENCE 
AND PRINCIPAL DEPUTY DIRECTOR OF NATIONAL INTELLIGENCE.—(1) 
Not more than one of the individuals serving in the positions speci-
fied in paragraph (2) may be a commissioned officer of the Armed 
Forces in active status. 

(2) The positions referred to in this paragraph are the fol-
lowing: 

(A) The Director of National Intelligence. 
(B) The Principal Deputy Director of National Intelligence. 

(3) It is the sense of Congress that, under ordinary cir-
cumstances, it is desirable that one of the individuals serving in 
the positions specified in paragraph (2)— 

(A) be a commissioned officer of the Armed Forces, in ac-
tive status; or 

(B) have, by training or experience, an appreciation of mili-
tary intelligence activities and requirements. 
(4) A commissioned officer of the Armed Forces, while serving 

in a position specified in paragraph (2)— 
(A) shall not be subject to supervision or control by the 

Secretary of Defense or by any officer or employee of the De-
partment of Defense; 

(B) shall not exercise, by reason of the officer’s status as 
a commissioned officer, any supervision or control with respect 
to any of the military or civilian personnel of the Department 
of Defense except as otherwise authorized by law; and 

(C) shall not be counted against the numbers and percent-
ages of commissioned officers of the rank and grade of such of-
ficer authorized for the military department of that officer. 
(5) Except as provided in subparagraph (A) or (B) of paragraph 

(4), the appointment of an officer of the Armed Forces to a position 
specified in paragraph (2) shall not affect the status, position, rank, 
or grade of such officer in the Armed Forces, or any emolument, 
perquisite, right, privilege, or benefit incident to or arising out of 
such status, position, rank, or grade. 

(6) A commissioned officer of the Armed Forces on active duty 
who is appointed to a position specified in paragraph (2), while 
serving in such position and while remaining on active duty, shall 
continue to receive military pay and allowances and shall not re-
ceive the pay prescribed for such position. Funds from which such 
pay and allowances are paid shall be reimbursed from funds avail-
able to the Director of National Intelligence. 

NATIONAL INTELLIGENCE COUNCIL 

SEC. 103B. ø50 U.S.C. 403–3b¿ (a) NATIONAL INTELLIGENCE 
COUNCIL.—There is a National Intelligence Council. 
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(b) COMPOSITION.—(1) The National Intelligence Council shall 
be composed of senior analysts within the intelligence community 
and substantive experts from the public and private sector, who 
shall be appointed by, report to, and serve at the pleasure of, the 
Director of National Intelligence. 

(2) The Director shall prescribe appropriate security require-
ments for personnel appointed from the private sector as a condi-
tion of service on the Council, or as contractors of the Council or 
employees of such contractors, to ensure the protection of intel-
ligence sources and methods while avoiding, wherever possible, un-
duly intrusive requirements which the Director considers to be un-
necessary for this purpose. 

(c) DUTIES AND RESPONSIBILITIES.—(1) The National Intel-
ligence Council shall— 

(A) produce national intelligence estimates for the United 
States Government, including alternative views held by ele-
ments of the intelligence community and other information as 
specified in paragraph (2); 

(B) evaluate community-wide collection and production of 
intelligence by the intelligence community and the require-
ments and resources of such collection and production; and 

(C) otherwise assist the Director of National Intelligence in 
carrying out the responsibilities of the Director under section 
102A. 
(2) The Director of National Intelligence shall ensure that the 

Council satisfies the needs of policymakers and other consumers of 
intelligence. 

(d) SERVICE AS SENIOR INTELLIGENCE ADVISERS.—Within their 
respective areas of expertise and under the direction of the Director 
of National Intelligence, the members of the National Intelligence 
Council shall constitute the senior intelligence advisers of the intel-
ligence community for purposes of representing the views of the in-
telligence community within the United States Government. 

(e) AUTHORITY TO CONTRACT.—Subject to the direction and 
control of the Director of National Intelligence, the National Intel-
ligence Council may carry out its responsibilities under this section 
by contract, including contracts for substantive experts necessary 
to assist the Council with particular assessments under this sec-
tion. 

(f) STAFF.—The Director of National Intelligence shall make 
available to the National Intelligence Council such staff as may be 
necessary to permit the Council to carry out its responsibilities 
under this section. 

(g) AVAILABILITY OF COUNCIL AND STAFF.—(1) The Director of 
National Intelligence shall take appropriate measures to ensure 
that the National Intelligence Council and its staff satisfy the 
needs of policymaking officials and other consumers of intelligence. 

(2) The Council shall be readily accessible to policymaking offi-
cials and other appropriate individuals not otherwise associated 
with the intelligence community. 

(h) SUPPORT.—The heads of the elements of the intelligence 
community shall, as appropriate, furnish such support to the Na-
tional Intelligence Council, including the preparation of intelligence 
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analyses, as may be required by the Director of National Intel-
ligence. 

(i) NATIONAL INTELLIGENCE COUNCIL PRODUCT.—For purposes 
of this section, the term ‘‘National Intelligence Council product’’ in-
cludes a National Intelligence Estimate and any other intelligence 
community assessment that sets forth the judgment of the intel-
ligence community as a whole on a matter covered by such product. 

GENERAL COUNSEL 

SEC. 103C. ø50 U.S.C. 403–3c¿ (a) GENERAL COUNSEL.—There 
is a General Counsel of the Office of the Director of National Intel-
ligence who shall be appointed by the President, by and with the 
advice and consent of the Senate. 

(b) PROHIBITION ON DUAL SERVICE AS GENERAL COUNSEL OF 
ANOTHER AGENCY.—The individual serving in the position of Gen-
eral Counsel may not, while so serving, also serve as the General 
Counsel of any other department, agency, or element of the United 
States Government. 

(c) SCOPE OF POSITION.—The General Counsel is the chief legal 
officer of the Office of the Director of National Intelligence. 

(d) FUNCTIONS.—The General Counsel shall perform such func-
tions as the Director of National Intelligence may prescribe. 

CIVIL LIBERTIES PROTECTION OFFICER 

SEC. 103D. ø50 U.S.C. 403–3d¿ (a) CIVIL LIBERTIES PROTEC-
TION OFFICER.—(1) Within the Office of the Director of National In-
telligence, there is a Civil Liberties Protection Officer who shall be 
appointed by the Director of National Intelligence. 

(2) The Civil Liberties Protection Officer shall report directly 
to the Director of National Intelligence. 

(b) DUTIES.—The Civil Liberties Protection Officer shall— 
(1) ensure that the protection of civil liberties and privacy 

is appropriately incorporated in the policies and procedures de-
veloped for and implemented by the Office of the Director of 
National Intelligence and the elements of the intelligence com-
munity within the National Intelligence Program; 

(2) oversee compliance by the Office and the Director of 
National Intelligence with requirements under the Constitu-
tion and all laws, regulations, Executive orders, and imple-
menting guidelines relating to civil liberties and privacy; 

(3) review and assess complaints and other information in-
dicating possible abuses of civil liberties and privacy in the ad-
ministration of the programs and operations of the Office and 
the Director of National Intelligence and, as appropriate, inves-
tigate any such complaint or information; 

(4) ensure that the use of technologies sustain, and do not 
erode, privacy protections relating to the use, collection, and 
disclosure of personal information; 

(5) ensure that personal information contained in a system 
of records subject to section 552a of title 5, United States Code 
(popularly referred to as the ‘‘Privacy Act’’), is handled in full 
compliance with fair information practices as set out in that 
section; 
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(6) conduct privacy impact assessments when appropriate 
or as required by law; and 

(7) perform such other duties as may be prescribed by the 
Director of National Intelligence or specified by law. 
(c) USE OF AGENCY INSPECTORS GENERAL.—When appropriate, 

the Civil Liberties Protection Officer may refer complaints to the 
Office of Inspector General having responsibility for the affected 
element of the department or agency of the intelligence community 
to conduct an investigation under paragraph (3) of subsection (b). 

DIRECTOR OF SCIENCE AND TECHNOLOGY 

SEC. 103E. ø50 U.S.C. 403–3e¿ (a) DIRECTOR OF SCIENCE AND 
TECHNOLOGY.—There is a Director of Science and Technology with-
in the Office of the Director of National Intelligence who shall be 
appointed by the Director of National Intelligence. 

(b) REQUIREMENT RELATING TO APPOINTMENT.—An individual 
appointed as Director of Science and Technology shall have a pro-
fessional background and experience appropriate for the duties of 
the Director of Science and Technology. 

(c) DUTIES.—The Director of Science and Technology shall— 
(1) act as the chief representative of the Director of Na-

tional Intelligence for science and technology; 
(2) chair the Director of National Intelligence Science and 

Technology Committee under subsection (d); 
(3) assist the Director in formulating a long-term strategy 

for scientific advances in the field of intelligence; 
(4) assist the Director on the science and technology ele-

ments of the budget of the Office of the Director of National 
Intelligence; and 

(5) perform other such duties as may be prescribed by the 
Director of National Intelligence or specified by law. 
(d) DIRECTOR OF NATIONAL INTELLIGENCE SCIENCE AND TECH-

NOLOGY COMMITTEE.—(1) There is within the Office of the Director 
of Science and Technology a Director of National Intelligence 
Science and Technology Committee. 

(2) The Committee shall be composed of the principal science 
officers of the National Intelligence Program. 

(3) The Committee shall— 
(A) coordinate advances in research and development re-

lated to intelligence; and 
(B) perform such other functions as the Director of Science 

and Technology shall prescribe. 

NATIONAL COUNTERINTELLIGENCE EXECUTIVE 

SEC. 103F. ø50 U.S.C. 403–3f¿ (a) NATIONAL COUNTERINTEL-
LIGENCE EXECUTIVE.—The National Counterintelligence Executive 
under section 902 of the Counterintelligence Enhancement Act of 
2002 (title IX of Public Law 107–306; 50 U.S.C. 402b et seq.) is a 
component of the Office of the Director of National Intelligence. 

(b) DUTIES.—The National Counterintelligence Executive shall 
perform the duties provided in the Counterintelligence Enhance-
ment Act of 2002 and such other duties as may be prescribed by 
the Director of National Intelligence or specified by law. 
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CHIEF INFORMATION OFFICER 

SEC. 103G. ø50 U.S.C. 403–3g¿ (a) CHIEF INFORMATION OFFI-
CER.—To assist the Director of National Intelligence in carrying out 
the responsibilities of the Director under this Act and other appli-
cable provisions of law, there shall be within the Office of the Di-
rector of National Intelligence a Chief Information Officer of the In-
telligence Community who shall be appointed by the President. 

(b) DUTIES AND RESPONSIBILITIES.—Subject to the direction of 
the Director of National Intelligence, the Chief Information Officer 
of the Intelligence Community shall— 

(1) manage activities relating to the information tech-
nology infrastructure and enterprise architecture requirements 
of the intelligence community; 

(2) have procurement approval authority over all informa-
tion technology items related to the enterprise architectures of 
all intelligence community components; 

(3) direct and manage all information technology-related 
procurement for the intelligence community; and 

(4) ensure that all expenditures for information technology 
and research and development activities are consistent with 
the intelligence community enterprise architecture and the 
strategy of the Director for such architecture. 
(c) PROHIBITION ON SIMULTANEOUS SERVICE AS OTHER CHIEF 

INFORMATION OFFICER.—An individual serving in the position of 
Chief Information Officer of the Intelligence Community may not, 
while so serving, serve as the chief information officer of any other 
department or agency, or component thereof, of the United States 
Government. 

INSPECTOR GENERAL OF THE INTELLIGENCE COMMUNITY 

SEC. 103H. ø50 U.S.C. 403–3h¿ (a) OFFICE OF INSPECTOR GEN-
ERAL OF THE INTELLIGENCE COMMUNITY.—There is within the Of-
fice of the Director of National Intelligence an Office of the Inspec-
tor General of the Intelligence Community. 

(b) PURPOSE.—The purpose of the Office of the Inspector Gen-
eral of the Intelligence Community is— 

(1) to create an objective and effective office, appropriately 
accountable to Congress, to initiate and conduct independent 
investigations, inspections, audits, and reviews on programs 
and activities within the responsibility and authority of the Di-
rector of National Intelligence; 

(2) to provide leadership and coordination and recommend 
policies for activities designed— 

(A) to promote economy, efficiency, and effectiveness 
in the administration and implementation of such pro-
grams and activities; and 

(B) to prevent and detect fraud and abuse in such pro-
grams and activities; 
(3) to provide a means for keeping the Director of National 

Intelligence fully and currently informed about— 
(A) problems and deficiencies relating to the adminis-

tration of programs and activities within the responsibility 
and authority of the Director of National Intelligence; and 
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(B) the necessity for, and the progress of, corrective ac-
tions; and 
(4) in the manner prescribed by this section, to ensure that 

the congressional intelligence committees are kept similarly in-
formed of— 

(A) significant problems and deficiencies relating to 
programs and activities within the responsibility and au-
thority of the Director of National Intelligence; and 

(B) the necessity for, and the progress of, corrective ac-
tions. 

(c) INSPECTOR GENERAL OF THE INTELLIGENCE COMMUNITY.— 
(1) There is an Inspector General of the Intelligence Community, 
who shall be the head of the Office of the Inspector General of the 
Intelligence Community, who shall be appointed by the President, 
by and with the advice and consent of the Senate. 

(2) The nomination of an individual for appointment as Inspec-
tor General shall be made— 

(A) without regard to political affiliation; 
(B) on the basis of integrity, compliance with security 

standards of the intelligence community, and prior experience 
in the field of intelligence or national security; and 

(C) on the basis of demonstrated ability in accounting, fi-
nancial analysis, law, management analysis, public administra-
tion, or investigations. 
(3) The Inspector General shall report directly to and be under 

the general supervision of the Director of National Intelligence. 
(4) The Inspector General may be removed from office only by 

the President. The President shall communicate in writing to the 
congressional intelligence committees the reasons for the removal 
not later than 30 days prior to the effective date of such removal. 
Nothing in this paragraph shall be construed to prohibit a per-
sonnel action otherwise authorized by law, other than transfer or 
removal. 

(d) ASSISTANT INSPECTORS GENERAL.—Subject to the policies of 
the Director of National Intelligence, the Inspector General of the 
Intelligence Community shall— 

(1) appoint an Assistant Inspector General for Audit who 
shall have the responsibility for supervising the performance of 
auditing activities relating to programs and activities within 
the responsibility and authority of the Director; 

(2) appoint an Assistant Inspector General for Investiga-
tions who shall have the responsibility for supervising the per-
formance of investigative activities relating to such programs 
and activities; and 

(3) appoint other Assistant Inspectors General that, in the 
judgment of the Inspector General, are necessary to carry out 
the duties of the Inspector General. 
(e) DUTIES AND RESPONSIBILITIES.—It shall be the duty and re-

sponsibility of the Inspector General of the Intelligence Commu-
nity— 

(1) to provide policy direction for, and to plan, conduct, su-
pervise, and coordinate independently, the investigations, in-
spections, audits, and reviews relating to programs and activi-
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ties within the responsibility and authority of the Director of 
National Intelligence; 

(2) to keep the Director of National Intelligence fully and 
currently informed concerning violations of law and regula-
tions, fraud, and other serious problems, abuses, and defi-
ciencies relating to the programs and activities within the re-
sponsibility and authority of the Director, to recommend cor-
rective action concerning such problems, and to report on the 
progress made in implementing such corrective action; 

(3) to take due regard for the protection of intelligence 
sources and methods in the preparation of all reports issued by 
the Inspector General, and, to the extent consistent with the 
purpose and objective of such reports, take such measures as 
may be appropriate to minimize the disclosure of intelligence 
sources and methods described in such reports; and 

(4) in the execution of the duties and responsibilities under 
this section, to comply with generally accepted government au-
diting. 
(f) LIMITATIONS ON ACTIVITIES.—(1) The Director of National 

Intelligence may prohibit the Inspector General of the Intelligence 
Community from initiating, carrying out, or completing any inves-
tigation, inspection, audit, or review if the Director determines that 
such prohibition is necessary to protect vital national security in-
terests of the United States. 

(2) Not later than seven days after the date on which the Di-
rector exercises the authority under paragraph (1), the Director 
shall submit to the congressional intelligence committees an appro-
priately classified statement of the reasons for the exercise of such 
authority. 

(3) The Director shall advise the Inspector General at the time 
a statement under paragraph (2) is submitted, and, to the extent 
consistent with the protection of intelligence sources and methods, 
provide the Inspector General with a copy of such statement. 

(4) The Inspector General may submit to the congressional in-
telligence committees any comments on the statement of which the 
Inspector General has notice under paragraph (3) that the Inspec-
tor General considers appropriate. 

(g) AUTHORITIES.—(1) The Inspector General of the Intelligence 
Community shall have direct and prompt access to the Director of 
National Intelligence when necessary for any purpose pertaining to 
the performance of the duties of the Inspector General. 

(2)(A) The Inspector General shall, subject to the limitations in 
subsection (f), make such investigations and reports relating to the 
administration of the programs and activities within the authori-
ties and responsibilities of the Director as are, in the judgment of 
the Inspector General, necessary or desirable. 

(B) The Inspector General shall have access to any employee, 
or any employee of a contractor, of any element of the intelligence 
community needed for the performance of the duties of the Inspec-
tor General. 

(C) The Inspector General shall have direct access to all 
records, reports, audits, reviews, documents, papers, recommenda-
tions, or other materials that relate to the programs and activities 
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with respect to which the Inspector General has responsibilities 
under this section. 

(D) The level of classification or compartmentation of informa-
tion shall not, in and of itself, provide a sufficient rationale for de-
nying the Inspector General access to any materials under sub-
paragraph (C). 

(E) The Director, or on the recommendation of the Director, an-
other appropriate official of the intelligence community, shall take 
appropriate administrative actions against an employee, or an em-
ployee of a contractor, of an element of the intelligence community 
that fails to cooperate with the Inspector General. Such adminis-
trative action may include loss of employment or the termination 
of an existing contractual relationship. 

(3) The Inspector General is authorized to receive and inves-
tigate, pursuant to subsection (h), complaints or information from 
any person concerning the existence of an activity within the au-
thorities and responsibilities of the Director of National Intel-
ligence constituting a violation of laws, rules, or regulations, or 
mismanagement, gross waste of funds, abuse of authority, or a sub-
stantial and specific danger to the public health and safety. Once 
such complaint or information has been received from an employee 
of the intelligence community— 

(A) the Inspector General shall not disclose the identity of 
the employee without the consent of the employee, unless the 
Inspector General determines that such disclosure is unavoid-
able during the course of the investigation or the disclosure is 
made to an official of the Department of Justice responsible for 
determining whether a prosecution should be undertaken; and 

(B) no action constituting a reprisal, or threat of reprisal, 
for making such complaint or disclosing such information to 
the Inspector General may be taken by any employee in a posi-
tion to take such actions, unless the complaint was made or 
the information was disclosed with the knowledge that it was 
false or with willful disregard for its truth or falsity. 
(4) The Inspector General shall have the authority to admin-

ister to or take from any person an oath, affirmation, or affidavit, 
whenever necessary in the performance of the duties of the Inspec-
tor General, which oath, affirmation, or affidavit when adminis-
tered or taken by or before an employee of the Office of the Inspec-
tor General of the Intelligence Community designated by the In-
spector General shall have the same force and effect as if adminis-
tered or taken by, or before, an officer having a seal. 

(5)(A) Except as provided in subparagraph (B), the Inspector 
General is authorized to require by subpoena the production of all 
information, documents, reports, answers, records, accounts, pa-
pers, and other data in any medium (including electronically stored 
information, as well as any tangible thing) and documentary evi-
dence necessary in the performance of the duties and responsibil-
ities of the Inspector General. 

(B) In the case of departments, agencies, and other elements 
of the United States Government, the Inspector General shall ob-
tain information, documents, reports, answers, records, accounts, 
papers, and other data and evidence for the purpose specified in 
subparagraph (A) using procedures other than by subpoenas. 
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(C) The Inspector General may not issue a subpoena for, or on 
behalf of, any component of the Office of the Director of National 
Intelligence or any element of the intelligence community, includ-
ing the Office of the Director of National Intelligence. 

(D) In the case of contumacy or refusal to obey a subpoena 
issued under this paragraph, the subpoena shall be enforceable by 
order of any appropriate district court of the United States. 

(6) The Inspector General may obtain services as authorized by 
section 3109 of title 5, United States Code, at rates for individuals 
not to exceed the daily equivalent of the maximum annual rate of 
basic pay payable for grade GS–15 of the General Schedule under 
section 5332 of title 5, United States Code. 

(7) The Inspector General may, to the extent and in such 
amounts as may be provided in appropriations, enter into contracts 
and other arrangements for audits, studies, analyses, and other 
services with public agencies and with private persons, and to 
make such payments as may be necessary to carry out the provi-
sions of this section. 

(h) COORDINATION AMONG INSPECTORS GENERAL.—(1)(A) In the 
event of a matter within the jurisdiction of the Inspector General 
of the Intelligence Community that may be subject to an investiga-
tion, inspection, audit, or review by both the Inspector General of 
the Intelligence Community and an inspector general with over-
sight responsibility for an element of the intelligence community, 
the Inspector General of the Intelligence Community and such 
other inspector general shall expeditiously resolve the question of 
which inspector general shall conduct such investigation, inspec-
tion, audit, or review to avoid unnecessary duplication of the activi-
ties of the inspectors general. 

(B) In attempting to resolve a question under subparagraph 
(A), the inspectors general concerned may request the assistance of 
the Intelligence Community Inspectors General Forum established 
under paragraph (2). In the event of a dispute between an inspec-
tor general within a department or agency of the United States 
Government and the Inspector General of the Intelligence Commu-
nity that has not been resolved with the assistance of such Forum, 
the inspectors general shall submit the question to the Director of 
National Intelligence and the head of the affected department or 
agency for resolution. 

(2)(A) There is established the Intelligence Community Inspec-
tors General Forum, which shall consist of all statutory or adminis-
trative inspectors general with oversight responsibility for an ele-
ment of the intelligence community. 

(B) The Inspector General of the Intelligence Community shall 
serve as the Chair of the Forum established under subparagraph 
(A). The Forum shall have no administrative authority over any in-
spector general, but shall serve as a mechanism for informing its 
members of the work of individual members of the Forum that may 
be of common interest and discussing questions about jurisdiction 
or access to employees, employees of contract personnel, records, 
audits, reviews, documents, recommendations, or other materials 
that may involve or be of assistance to more than one of its mem-
bers. 
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(3) The inspector general conducting an investigation, inspec-
tion, audit, or review covered by paragraph (1) shall submit the re-
sults of such investigation, inspection, audit, or review to any other 
inspector general, including the Inspector General of the Intel-
ligence Community, with jurisdiction to conduct such investigation, 
inspection, audit, or review who did not conduct such investigation, 
inspection, audit, or review. 

(i) COUNSEL TO THE INSPECTOR GENERAL.—(1) The Inspector 
General of the Intelligence Community shall— 

(A) appoint a Counsel to the Inspector General who shall 
report to the Inspector General; or 

(B) obtain the services of a counsel appointed by and di-
rectly reporting to another inspector general or the Council of 
the Inspectors General on Integrity and Efficiency on a reim-
bursable basis. 
(2) The counsel appointed or obtained under paragraph (1) 

shall perform such functions as the Inspector General may pre-
scribe. 

(j) STAFF AND OTHER SUPPORT.—(1) The Director of National 
Intelligence shall provide the Inspector General of the Intelligence 
Community with appropriate and adequate office space at central 
and field office locations, together with such equipment, office sup-
plies, maintenance services, and communications facilities and 
services as may be necessary for the operation of such offices. 

(2)(A) Subject to applicable law and the policies of the Director 
of National Intelligence, the Inspector General shall select, appoint, 
and employ such officers and employees as may be necessary to 
carry out the functions, powers, and duties of the Inspector Gen-
eral. The Inspector General shall ensure that any officer or em-
ployee so selected, appointed, or employed has security clearances 
appropriate for the assigned duties of such officer or employee. 

(B) In making selections under subparagraph (A), the Inspector 
General shall ensure that such officers and employees have the 
requisite training and experience to enable the Inspector General 
to carry out the duties of the Inspector General effectively. 

(C) In meeting the requirements of this paragraph, the Inspec-
tor General shall create within the Office of the Inspector General 
of the Intelligence Community a career cadre of sufficient size to 
provide appropriate continuity and objectivity needed for the effec-
tive performance of the duties of the Inspector General. 

(3) Consistent with budgetary and personnel resources allo-
cated by the Director of National Intelligence, the Inspector Gen-
eral has final approval of— 

(A) the selection of internal and external candidates for 
employment with the Office of the Inspector General; and 

(B) all other personnel decisions concerning personnel per-
manently assigned to the Office of the Inspector General, in-
cluding selection and appointment to the Senior Intelligence 
Service, but excluding all security-based determinations that 
are not within the authority of a head of a component of the 
Office of the Director of National Intelligence. 
(4)(A) Subject to the concurrence of the Director of National In-

telligence, the Inspector General may request such information or 
assistance as may be necessary for carrying out the duties and re-
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sponsibilities of the Inspector General from any department, agen-
cy, or other element of the United States Government. 

(B) Upon request of the Inspector General for information or 
assistance under subparagraph (A), the head of the department, 
agency, or element concerned shall, insofar as is practicable and 
not in contravention of any existing statutory restriction or regula-
tion of the department, agency, or element, furnish to the Inspector 
General, such information or assistance. 

(C) The Inspector General of the Intelligence Community may, 
upon reasonable notice to the head of any element of the intel-
ligence community and in coordination with that element’s inspec-
tor general pursuant to subsection (h), conduct, as authorized by 
this section, an investigation, inspection, audit, or review of such 
element and may enter into any place occupied by such element for 
purposes of the performance of the duties of the Inspector General. 

(k) REPORTS.—(1)(A) The Inspector General of the Intelligence 
Community shall, not later than January 31 and July 31 of each 
year, prepare and submit to the Director of National Intelligence 
a classified, and, as appropriate, unclassified semiannual report 
summarizing the activities of the Office of the Inspector General of 
the Intelligence Community during the immediately preceding 6- 
month period ending December 31 (of the preceding year) and June 
30, respectively. The Inspector General of the Intelligence Commu-
nity shall provide any portion of the report involving a component 
of a department of the United States Government to the head of 
that department simultaneously with submission of the report to 
the Director of National Intelligence. 

(B) Each report under this paragraph shall include, at a min-
imum, the following: 

(i) A list of the title or subject of each investigation, inspec-
tion, audit, or review conducted during the period covered by 
such report. 

(ii) A description of significant problems, abuses, and defi-
ciencies relating to the administration of programs and activi-
ties of the intelligence community within the responsibility and 
authority of the Director of National Intelligence, and in the 
relationships between elements of the intelligence community, 
identified by the Inspector General during the period covered 
by such report. 

(iii) A description of the recommendations for corrective ac-
tion made by the Inspector General during the period covered 
by such report with respect to significant problems, abuses, or 
deficiencies identified in clause (ii). 

(iv) A statement of whether or not corrective action has 
been completed on each significant recommendation described 
in previous semiannual reports, and, in a case where corrective 
action has been completed, a description of such corrective ac-
tion. 

(v) A certification of whether or not the Inspector General 
has had full and direct access to all information relevant to the 
performance of the functions of the Inspector General. 

(vi) A description of the exercise of the subpoena authority 
under subsection (g)(5) by the Inspector General during the pe-
riod covered by such report. 
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(vii) Such recommendations as the Inspector General con-
siders appropriate for legislation to promote economy, effi-
ciency, and effectiveness in the administration and implemen-
tation of programs and activities within the responsibility and 
authority of the Director of National Intelligence, and to detect 
and eliminate fraud and abuse in such programs and activities. 
(C) Not later than 30 days after the date of receipt of a report 

under subparagraph (A), the Director shall transmit the report to 
the congressional intelligence committees together with any com-
ments the Director considers appropriate. The Director shall trans-
mit to the committees of the Senate and of the House of Represent-
atives with jurisdiction over a department of the United States 
Government any portion of the report involving a component of 
such department simultaneously with submission of the report to 
the congressional intelligence committees. 

(2)(A) The Inspector General shall report immediately to the 
Director whenever the Inspector General becomes aware of particu-
larly serious or flagrant problems, abuses, or deficiencies relating 
to programs and activities within the responsibility and authority 
of the Director of National Intelligence. 

(B) The Director shall transmit to the congressional intel-
ligence committees each report under subparagraph (A) within 7 
calendar days of receipt of such report, together with such com-
ments as the Director considers appropriate. The Director shall 
transmit to the committees of the Senate and of the House of Rep-
resentatives with jurisdiction over a department of the United 
States Government any portion of each report under subparagraph 
(A) that involves a problem, abuse, or deficiency related to a compo-
nent of such department simultaneously with transmission of the 
report to the congressional intelligence committees. 

(3)(A) In the event that— 
(i) the Inspector General is unable to resolve any dif-

ferences with the Director affecting the execution of the duties 
or responsibilities of the Inspector General; 

(ii) an investigation, inspection, audit, or review carried 
out by the Inspector General focuses on any current or former 
intelligence community official who— 

(I) holds or held a position in an element of the intel-
ligence community that is subject to appointment by the 
President, whether or not by and with the advice and con-
sent of the Senate, including such a position held on an 
acting basis; 

(II) holds or held a position in an element of the intel-
ligence community, including a position held on an acting 
basis, that is appointed by the Director of National Intel-
ligence; or 

(III) holds or held a position as head of an element of 
the intelligence community or a position covered by sub-
section (b) or (c) of section 106; 
(iii) a matter requires a report by the Inspector General to 

the Department of Justice on possible criminal conduct by a 
current or former official described in clause (ii); 

(iv) the Inspector General receives notice from the Depart-
ment of Justice declining or approving prosecution of possible 
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criminal conduct of any current or former official described in 
clause (ii); or 

(v) the Inspector General, after exhausting all possible al-
ternatives, is unable to obtain significant documentary infor-
mation in the course of an investigation, inspection, audit, or 
review, 

the Inspector General shall immediately notify, and submit a re-
port to, the congressional intelligence committees on such matter. 

(B) The Inspector General shall submit to the committees of 
the Senate and of the House of Representatives with jurisdiction 
over a department of the United States Government any portion of 
each report under subparagraph (A) that involves an investigation, 
inspection, audit, or review carried out by the Inspector General fo-
cused on any current or former official of a component of such de-
partment simultaneously with submission of the report to the con-
gressional intelligence committees. 

(4) The Director shall submit to the congressional intelligence 
committees any report or findings and recommendations of an in-
vestigation, inspection, audit, or review conducted by the office 
which has been requested by the Chairman or Vice Chairman or 
ranking minority member of either committee. 

(5)(A) An employee of an element of the intelligence commu-
nity, an employee assigned or detailed to an element of the intel-
ligence community, or an employee of a contractor to the intel-
ligence community who intends to report to Congress a complaint 
or information with respect to an urgent concern may report such 
complaint or information to the Inspector General. 

(B) Not later than the end of the 14-calendar-day period begin-
ning on the date of receipt from an employee of a complaint or in-
formation under subparagraph (A), the Inspector General shall de-
termine whether the complaint or information appears credible. 
Upon making such a determination, the Inspector General shall 
transmit to the Director a notice of that determination, together 
with the complaint or information. 

(C) Upon receipt of a transmittal from the Inspector General 
under subparagraph (B), the Director shall, within 7 calendar days 
of such receipt, forward such transmittal to the congressional intel-
ligence committees, together with any comments the Director con-
siders appropriate. 

(D)(i) If the Inspector General does not find credible under sub-
paragraph (B) a complaint or information submitted under sub-
paragraph (A), or does not transmit the complaint or information 
to the Director in accurate form under subparagraph (B), the em-
ployee (subject to clause (ii)) may submit the complaint or informa-
tion to Congress by contacting either or both of the congressional 
intelligence committees directly. 

(ii) An employee may contact the congressional intelligence 
committees directly as described in clause (i) only if the employee— 

(I) before making such a contact, furnishes to the Director, 
through the Inspector General, a statement of the employee’s 
complaint or information and notice of the employee’s intent to 
contact the congressional intelligence committees directly; and 

(II) obtains and follows from the Director, through the In-
spector General, direction on how to contact the congressional 
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intelligence committees in accordance with appropriate secu-
rity practices. 
(iii) A member or employee of one of the congressional intel-

ligence committees who receives a complaint or information under 
this subparagraph does so in that member or employee’s official ca-
pacity as a member or employee of such committee. 

(E) The Inspector General shall notify an employee who reports 
a complaint or information to the Inspector General under this 
paragraph of each action taken under this paragraph with respect 
to the complaint or information. Such notice shall be provided not 
later than 3 days after any such action is taken. 

(F) An action taken by the Director or the Inspector General 
under this paragraph shall not be subject to judicial review. 

(G) In this paragraph, the term ‘‘urgent concern’’ means any of 
the following: 

(i) A serious or flagrant problem, abuse, violation of law or 
Executive order, or deficiency relating to the funding, adminis-
tration, or operation of an intelligence activity within the re-
sponsibility and authority of the Director of National Intel-
ligence involving classified information, but does not include 
differences of opinions concerning public policy matters. 

(ii) A false statement to Congress, or a willful withholding 
from Congress, on an issue of material fact relating to the 
funding, administration, or operation of an intelligence activ-
ity. 

(iii) An action, including a personnel action described in 
section 2302(a)(2)(A) of title 5, United States Code, constituting 
reprisal or threat of reprisal prohibited under subsection 
(g)(3)(B) of this section in response to an employee’s reporting 
an urgent concern in accordance with this paragraph. 
(H) Nothing in this section shall be construed to limit the pro-

tections afforded to an employee under section 17(d) of the Central 
Intelligence Agency Act of 1949 (50 U.S.C. 403q(d)) or section 8H 
of the Inspector General Act of 1978 (5 U.S.C. App.). 

(6) In accordance with section 535 of title 28, United States 
Code, the Inspector General shall expeditiously report to the Attor-
ney General any information, allegation, or complaint received by 
the Inspector General relating to violations of Federal criminal law 
that involves a program or operation of an element of the intel-
ligence community, or in the relationships between the elements of 
the intelligence community, consistent with such guidelines as may 
be issued by the Attorney General pursuant to subsection (b)(2) of 
such section. A copy of each such report shall be furnished to the 
Director. 

(l) CONSTRUCTION OF DUTIES REGARDING ELEMENTS OF INTEL-
LIGENCE COMMUNITY.—Except as resolved pursuant to subsection 
(h), the performance by the Inspector General of the Intelligence 
Community of any duty, responsibility, or function regarding an 
element of the intelligence community shall not be construed to 
modify or affect the duties and responsibilities of any other inspec-
tor general having duties and responsibilities relating to such ele-
ment. 

(m) SEPARATE BUDGET ACCOUNT.—The Director of National In-
telligence shall, in accordance with procedures issued by the Direc-
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tor in consultation with the congressional intelligence committees, 
include in the National Intelligence Program budget a separate ac-
count for the Office of the Inspector General of the Intelligence 
Community. 

(n) BUDGET.—(1) For each fiscal year, the Inspector General of 
the Intelligence Community shall transmit a budget estimate and 
request to the Director of National Intelligence that specifies for 
such fiscal year— 

(A) the aggregate amount requested for the operations of 
the Inspector General; 

(B) the amount requested for all training requirements of 
the Inspector General, including a certification from the In-
spector General that the amount requested is sufficient to fund 
all training requirements for the Office of the Inspector Gen-
eral; and 

(C) the amount requested to support the Council of the In-
spectors General on Integrity and Efficiency, including a jus-
tification for such amount. 
(2) In transmitting a proposed budget to the President for a fis-

cal year, the Director of National Intelligence shall include for such 
fiscal year— 

(A) the aggregate amount requested for the Inspector Gen-
eral of the Intelligence Community; 

(B) the amount requested for Inspector General training; 
(C) the amount requested to support the Council of the In-

spectors General on Integrity and Efficiency; and 
(D) the comments of the Inspector General, if any, with re-

spect to such proposed budget. 
(3) The Director of National Intelligence shall submit to the 

congressional intelligence committees, the Committee on Appro-
priations of the Senate, and the Committee on Appropriations of 
the House of Representatives for each fiscal year— 

(A) a separate statement of the budget estimate trans-
mitted pursuant to paragraph (1); 

(B) the amount requested by the Director for the Inspector 
General pursuant to paragraph (2)(A); 

(C) the amount requested by the Director for the training 
of personnel of the Office of the Inspector General pursuant to 
paragraph (2)(B); 

(D) the amount requested by the Director for support for 
the Council of the Inspectors General on Integrity and Effi-
ciency pursuant to paragraph (2)(C); and 

(E) the comments of the Inspector General under para-
graph (2)(D), if any, on the amounts requested pursuant to 
paragraph (2), including whether such amounts would substan-
tially inhibit the Inspector General from performing the duties 
of the Office of the Inspector General. 

CHIEF FINANCIAL OFFICER OF THE INTELLIGENCE COMMUNITY 

SEC. 103I. ø50 U.S.C. 403–3i¿ (a) CHIEF FINANCIAL OFFICER OF 
THE INTELLIGENCE COMMUNITY.—To assist the Director of National 
Intelligence in carrying out the responsibilities of the Director 
under this Act and other applicable provisions of law, there is with-
in the Office of the Director of National Intelligence a Chief Finan-
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cial Officer of the Intelligence Community who shall be appointed 
by the Director. 

(b) DUTIES AND RESPONSIBILITIES.—Subject to the direction of 
the Director of National Intelligence, the Chief Financial Officer of 
the Intelligence Community shall— 

(1) serve as the principal advisor to the Director of Na-
tional Intelligence and the Principal Deputy Director of Na-
tional Intelligence on the management and allocation of intel-
ligence community budgetary resources; 

(2) participate in overseeing a comprehensive and inte-
grated strategic process for resource management within the 
intelligence community; 

(3) ensure that the strategic plan of the Director of Na-
tional Intelligence— 

(A) is based on budgetary constraints as specified in 
the Future Year Intelligence Plans and Long-term Budget 
Projections required under section 506G; and 

(B) contains specific goals and objectives to support a 
performance-based budget; 
(4) prior to the obligation or expenditure of funds for the 

acquisition of any major system pursuant to a Milestone A or 
Milestone B decision, receive verification from appropriate au-
thorities that the national requirements for meeting the stra-
tegic plan of the Director have been established, and that such 
requirements are prioritized based on budgetary constraints as 
specified in the Future Year Intelligence Plans and the Long- 
term Budget Projections for such major system required under 
section 506G; 

(5) ensure that the collection architectures of the Director 
are based on budgetary constraints as specified in the Future 
Year Intelligence Plans and the Long-term Budget Projections 
required under section 506G; 

(6) coordinate or approve representations made to Con-
gress by the intelligence community regarding National Intel-
ligence Program budgetary resources; 

(7) participate in key mission requirements, acquisitions, 
or architectural boards formed within or by the Office of the 
Director of National Intelligence; and 

(8) perform such other duties as may be prescribed by the 
Director of National Intelligence. 
(c) OTHER LAW.—The Chief Financial Officer of the Intelligence 

Community shall serve as the Chief Financial Officer of the intel-
ligence community and, to the extent applicable, shall have the du-
ties, responsibilities, and authorities specified in chapter 9 of title 
31, United States Code. 

(d) PROHIBITION ON SIMULTANEOUS SERVICE AS OTHER CHIEF 
FINANCIAL OFFICER.—An individual serving in the position of Chief 
Financial Officer of the Intelligence Community may not, while so 
serving, serve as the chief financial officer of any other department 
or agency, or component thereof, of the United States Government. 

(e) DEFINITIONS.—In this section: 
(1) The term ‘‘major system’’ has the meaning given that 

term in section 506A(e). 



46 Sec. 104 UNOFFICIAL VERSION 

(2) The term ‘‘Milestone A’’ has the meaning given that 
term in section 506G(f). 

(3) The term ‘‘Milestone B’’ has the meaning given that 
term in section 506C(e). 

CENTRAL INTELLIGENCE AGENCY 

SEC. 104. ø50 U.S.C. 403–4¿ (a) CENTRAL INTELLIGENCE AGEN-
CY.—There is a Central Intelligence Agency. 

(b) FUNCTION.—The function of the Central Intelligence Agency 
is to assist the Director of the Central Intelligence Agency in car-
rying out the responsibilities specified in section 104A(c). 

DIRECTOR OF THE CENTRAL INTELLIGENCE AGENCY 

SEC. 104A. ø50 U.S.C. 403–4a¿ (a) DIRECTOR OF CENTRAL IN-
TELLIGENCE AGENCY.—There is a Director of the Central Intel-
ligence Agency who shall be appointed by the President, by and 
with the advice and consent of the Senate. 

(b) SUPERVISION.—The Director of the Central Intelligence 
Agency shall report to the Director of National Intelligence regard-
ing the activities of the Central Intelligence Agency. 

(c) DUTIES.—The Director of the Central Intelligence Agency 
shall— 

(1) serve as the head of the Central Intelligence Agency; 
and 

(2) carry out the responsibilities specified in subsection (d). 
(d) RESPONSIBILITIES.—The Director of the Central Intelligence 

Agency shall— 
(1) collect intelligence through human sources and by other 

appropriate means, except that the Director of the Central In-
telligence Agency shall have no police, subpoena, or law en-
forcement powers or internal security functions; 

(2) correlate and evaluate intelligence related to the na-
tional security and provide appropriate dissemination of such 
intelligence; 

(3) provide overall direction for and coordination of the col-
lection of national intelligence outside the United States 
through human sources by elements of the intelligence commu-
nity authorized to undertake such collection and, in coordina-
tion with other departments, agencies, or elements of the 
United States Government which are authorized to undertake 
such collection, ensure that the most effective use is made of 
resources and that appropriate account is taken of the risks to 
the United States and those involved in such collection; and 

(4) perform such other functions and duties related to in-
telligence affecting the national security as the President or 
the Director of National Intelligence may direct. 
(e) TERMINATION OF EMPLOYMENT OF CIA EMPLOYEES.—(1) 

Notwithstanding the provisions of any other law, the Director of 
the Central Intelligence Agency may, in the discretion of the Direc-
tor, terminate the employment of any officer or employee of the 
Central Intelligence Agency whenever the Director deems the ter-
mination of employment of such officer or employee necessary or 
advisable in the interests of the United States. 
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(2) Any termination of employment of an officer or employee 
under paragraph (1) shall not affect the right of the officer or em-
ployee to seek or accept employment in any other department, 
agency, or element of the United States Government if declared eli-
gible for such employment by the Office of Personnel Management. 

(f) COORDINATION WITH FOREIGN GOVERNMENTS.—Under the 
direction of the Director of National Intelligence and in a manner 
consistent with section 207 of the Foreign Service Act of 1980 (22 
U.S.C. 3927), the Director of the Central Intelligence Agency shall 
coordinate the relationships between elements of the intelligence 
community and the intelligence or security services of foreign gov-
ernments or international organizations on all matters involving 
intelligence related to the national security or involving intelligence 
acquired through clandestine means. 

(g) FOREIGN LANGUAGE PROFICIENCY FOR CERTAIN SENIOR 
LEVEL POSITIONS IN CENTRAL INTELLIGENCE AGENCY.—(1) Except 
as provided pursuant to paragraph (2), an individual may not be 
appointed to a position in the Senior Intelligence Service in the Di-
rectorate of Intelligence or the National Clandestine Service of the 
Central Intelligence Agency unless the Director of the Central In-
telligence Agency determines that the individual— 

(A) has been certified as having a professional speaking 
and reading proficiency in a foreign language, such proficiency 
being at least level 3 on the Interagency Language Roundtable 
Language Skills Level or commensurate proficiency level using 
such other indicator of proficiency as the Director of the Cen-
tral Intelligence Agency considers appropriate; and 

(B) is able to effectively communicate the priorities of the 
United States and exercise influence in that foreign language. 
(2) The Director of the Central Intelligence Agency may, in the 

discretion of the Director, waive the application of paragraph (1) to 
any position or category of positions otherwise covered by that 
paragraph if the Director determines that foreign language pro-
ficiency is not necessary for the successful performance of the du-
ties and responsibilities of such position or category of positions. 

DEPUTY DIRECTOR OF THE CENTRAL INTELLIGENCE AGENCY 

SEC. 104B. ø50 U.S.C. 403–4c¿ (a) DEPUTY DIRECTOR OF THE 
CENTRAL INTELLIGENCE AGENCY.—There is a Deputy Director of 
the Central Intelligence Agency who shall be appointed by the 
President. 

(b) DUTIES.—The Deputy Director of the Central Intelligence 
Agency shall— 

(1) assist the Director of the Central Intelligence Agency in 
carrying out the duties and responsibilities of the Director of 
the Central Intelligence Agency; and 

(2) during the absence or disability of the Director of the 
Central Intelligence Agency, or during a vacancy in the posi-
tion of Director of the Central Intelligence Agency, act for and 
exercise the powers of the Director of the Central Intelligence 
Agency. 
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RESPONSIBILITIES OF THE SECRETARY OF DEFENSE PERTAINING TO 
THE NATIONAL INTELLIGENCE PROGRAM 

SEC. 105. ø50 U.S.C. 403–5¿ (a) IN GENERAL.—Consistent with 
sections 102 and 102A, the Secretary of Defense, in consultation 
with the Director of National Intelligence, shall— 

(1) ensure that the budgets of the elements of the intel-
ligence community within the Department of Defense are ade-
quate to satisfy the overall intelligence needs of the Depart-
ment of Defense, including the needs of the chairman of the 
Joint Chiefs of Staff and the commanders of the unified and 
specified commands and, wherever such elements are per-
forming governmentwide functions, the needs of other depart-
ments and agencies; 

(2) ensure appropriate implementation of the policies and 
resource decisions of the Director by elements of the Depart-
ment of Defense within the National Intelligence Program; 

(3) ensure that the tactical intelligence activities of the De-
partment of Defense complement and are compatible with in-
telligence activities under the National Intelligence Program; 

(4) ensure that the elements of the intelligence community 
within the Department of Defense are responsive and timely 
with respect to satisfying the needs of operational military 
forces; 

(5) eliminate waste and unnecessary duplication among 
the intelligence activities of the Department of Defense; and 

(6) ensure that intelligence activities of the Department of 
Defense are conducted jointly where appropriate. 
(b) RESPONSIBILITY FOR THE PERFORMANCE OF SPECIFIC FUNC-

TIONS.—Consistent with sections 102 and 102A of this Act, the Sec-
retary of Defense shall ensure— 

(1) through the National Security Agency (except as other-
wise directed by the President or the National Security Coun-
cil), the continued operation of an effective unified organization 
for the conduct of signals intelligence activities and shall en-
sure that the product is disseminated in a timely manner to 
authorized recipients; 

(2) through the National Geospatial-Intelligence Agency 
(except as otherwise directed by the President or the National 
Security Council), with appropriate representation from the in-
telligence community, the continued operation of an effective 
unified organization within the Department of Defense— 

(A) for carrying out tasking of imagery collection; 
(B) for the coordination of imagery processing and ex-

ploitation activities; 
(C) for ensuring the dissemination of imagery in a 

timely manner to authorized recipients; and 
(D) notwithstanding any other provision of law, for— 

(i) prescribing technical architecture and stand-
ards related to imagery intelligence and geospatial in-
formation and ensuring compliance with such architec-
ture and standards; and 
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(ii) developing and fielding systems of common 
concern related to imagery intelligence and geospatial 
information; 

(3) through the National Reconnaissance Office (except as 
otherwise directed by the President or the National Security 
Council), the continued operation of an effective unified organi-
zation for the research and development, acquisition, and oper-
ation of overhead reconnaissance systems necessary to satisfy 
the requirements of all elements of the intelligence community; 

(4) through the Defense Intelligence Agency (except as oth-
erwise directed by the President or the National Security 
Council), the continued operation of an effective unified system 
within the Department of Defense for the production of timely, 
objective military and military-related intelligence, based upon 
all sources available to the intelligence community, and shall 
ensure the appropriate dissemination of such intelligence to 
authorized recipients; 

(5) through the Defense Intelligence Agency (except as oth-
erwise directed by the President or the National Security 
Council), effective management of Department of Defense 
human intelligence activities, including defense attaches; and 

(6) that the military departments maintain sufficient capa-
bilities to collect and produce intelligence to meet— 

(A) the requirements of the Director of National Intel-
ligence; 

(B) the requirements of the Secretary of Defense or 
the Chairman of the Joint Chiefs of Staff; 

(C) the requirements of the unified and specified com-
batant commands and of joint operations; and 

(D) the specialized requirements of the military de-
partments for intelligence necessary to support tactical 
commanders, military planners, the research and develop-
ment process, the acquisition of military equipment, and 
training and doctrine. 

(c) USE OF ELEMENTS OF DEPARTMENT OF DEFENSE.—The Sec-
retary of Defense, in carrying out the functions described in this 
section, may use such elements of the Department of Defense as 
may be appropriate for the execution of those functions, in addition 
to, or in lieu of, the elements identified in this section. 

ASSISTANCE TO UNITED STATES LAW ENFORCEMENT AGENCIES 

SEC. 105A. ø50 U.S.C. 403–5a¿ (a) AUTHORITY TO PROVIDE AS-
SISTANCE.—Subject to subsection (b), elements of the intelligence 
community may, upon the request of a United States law enforce-
ment agency, collect information outside the United States about 
individuals who are not United States persons. Such elements may 
collect such information notwithstanding that the law enforcement 
agency intends to use the information collected for purposes of a 
law enforcement investigation or counterintelligence investigation. 

(b) LIMITATION ON ASSISTANCE BY ELEMENTS OF DEPARTMENT 
OF DEFENSE.—(1) With respect to elements within the Department 
of Defense, the authority in subsection (a) applies only to the fol-
lowing: 

(A) The National Security Agency. 
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(B) The National Reconnaissance Office. 
(C) The National Geospatial-Intelligence Agency. 
(D) The Defense Intelligence Agency. 

(2) Assistance provided under this section by elements of the 
Department of Defense may not include the direct participation of 
a member of the Army, Navy, Air Force, or Marine Corps in an ar-
rest or similar activity. 

(3) Assistance may not be provided under this section by an 
element of the Department of Defense if the provision of such as-
sistance will adversely affect the military preparedness of the 
United States. 

(4) The Secretary of Defense shall prescribe regulations gov-
erning the exercise of authority under this section by elements of 
the Department of Defense, including regulations relating to the 
protection of sources and methods in the exercise of such authority. 

(c) DEFINITIONS.—For purposes of subsection (a): 
(1) The term ‘‘United States law enforcement agency’’ 

means any department or agency of the Federal Government 
that the Attorney General designates as law enforcement agen-
cy for purposes of this section. 

(2) The term ‘‘United States person’’ means the following: 
(A) A United States citizen. 
(B) An alien known by the intelligence agency 

concerned to be a permanent resident alien. 
(C) An unincorporated association substantially 

composed of United States citizens or permanent resident 
aliens. 

(D) A corporation incorporated in the United States, 
except for a corporation directed and controlled by a for-
eign government or governments. 

DISCLOSURE OF FOREIGN INTELLIGENCE ACQUIRED IN CRIMINAL IN-
VESTIGATIONS; NOTICE OF CRIMINAL INVESTIGATIONS OF FOREIGN 
INTELLIGENCE SOURCES 

SEC. 105B. ø50 U.S.C. 403–5b¿ (a) DISCLOSURE OF FOREIGN IN-
TELLIGENCE.—(1) Except as otherwise provided by law and subject 
to paragraph (2), the Attorney General, or the head of any other 
department or agency of the Federal Government with law enforce-
ment responsibilities, shall expeditiously disclose to the Director of 
National Intelligence, pursuant to guidelines developed by the At-
torney General in consultation with the Director, foreign intel-
ligence acquired by an element of the Department of Justice or an 
element of such department or agency, as the case may be, in the 
course of a criminal investigation. 

(2) The Attorney General by regulation and in consultation 
with the Director may provide for exceptions to the applicability of 
paragraph (1) for one or more classes of foreign intelligence, or for-
eign intelligence with respect to one or more targets or matters, if 
the Attorney General determines that disclosure of such foreign in-
telligence under that paragraph would jeopardize an ongoing law 
enforcement investigation or impair other significant law enforce-
ment interests. 

(b) PROCEDURES FOR NOTICE OF CRIMINAL INVESTIGATIONS.— 
Not later than 180 days after the date of enactment of this section, 
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above in order to reflect the probable intent of Congress. 

the Attorney General, in consultation with the Director of National 
Intelligence, shall develop guidelines to ensure that after receipt of 
a report from an element of the intelligence community of activity 
of a foreign intelligence source or potential foreign intelligence 
source that may warrant investigation as criminal activity, the At-
torney General provides notice to the Director, within a reasonable 
period of time, of his intention to commence, or decline to com-
mence, a criminal investigation of such activity. 

(c) PROCEDURES.—The Attorney General shall develop proce-
dures for the administration of this section, including the disclo-
sure of foreign intelligence by elements of the Department of Jus-
tice, and elements of other departments and agencies of the Fed-
eral Government, under subsection (a) and the provision of notice 
with respect to criminal investigations under subsection (b). 

APPOINTMENT OF OFFICIALS RESPONSIBLE FOR INTELLIGENCE- 
RELATED ACTIVITIES 

SEC. 106. 1 ø50 U.S.C. 403–6¿ (a) RECOMMENDATION OF DNI IN 
CERTAIN APPOINTMENTS.—(1) In the event of a vacancy in a posi-
tion referred to in paragraph (2), the Director of National Intel-
ligence shall recommend to the President an individual for nomina-
tion to fill the vacancy. 

(2) Paragraph (1) applies to the following positions: 
(A) The Principal Deputy Director of National Intelligence. 
(B) The Director of the Central Intelligence Agency. 

(b) CONCURRENCE OF DNI IN APPOINTMENTS TO POSITIONS IN 
THE INTELLIGENCE COMMUNITY.—(1) In the event of a vacancy in 
a position referred to in paragraph (2), the head of the department 
or agency having jurisdiction over the position shall obtain the con-
currence of the Director of National Intelligence before appointing 
an individual to fill the vacancy or recommending to the President 
an individual to be nominated to fill the vacancy. If the Director 
does not concur in the recommendation, the head of the depart-
ment or agency concerned may not fill the vacancy or make the rec-
ommendation to the President (as the case may be). In the case in 
which the Director does not concur in such a recommendation, the 
Director and the head of the department or agency concerned may 
advise the President directly of the intention to withhold concur-
rence or to make a recommendation, as the case may be. 

(2) Paragraph (1) applies to the following positions: 
(A) The Director of the National Security Agency. 
(B) The Director of the National Reconnaissance Office. 
(C) The Director of the National Geospatial-Intelligence 

Agency. 
(D) The Assistant Secretary of State for Intelligence and 

Research. 
(E) The Director of the Office of Intelligence of the Depart-

ment of Energy. 
(F) The Director of the Office of Counterintelligence of the 

Department of Energy. 
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1 Margin so in law. 
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3 The Classification Act of 1949 was repealed by the law enacting title 5, United States Code 
(Public Law 89–544, Sept. 6, 1966, 80 Stat. 378), and its provisions were codified as chapter 
51 and chapter 53 of that title. 

(G) The Assistant Secretary for Intelligence and Analysis 
of the Department of the Treasury. 

(H) The Executive Assistant Director for Intelligence of the 
Federal Bureau of Investigation or any successor to that posi-
tion. 

(I) 1 The Under Secretary of Homeland Security for In-
telligence and Analysis. 

(c) CONSULTATION WITH DNI IN CERTAIN POSITIONS.—(1) In 
the event of a vacancy in a position referred to in paragraph (2), 
the head of the department or agency having jurisdiction over the 
position shall consult with the Director of National Intelligence be-
fore appointing an individual to fill the vacancy or recommending 
to the President an individual to be nominated to fill the vacancy. 

(2) Paragraph (1) applies to the following positions: 
(A) The Director of the Defense Intelligence Agency. 
(B) The Assistant Commandant of the Coast Guard for In-

telligence. 
(C) The Assistant Attorney General designated as the As-

sistant Attorney General for National Security under section 
507A of title 28, United States Code. 

NATIONAL SECURITY RESOURCES BOARD 1 

SEC. 107. ø50 U.S.C. 404¿ (a) The Director of the Office of De-
fense Mobilization, 2 subject to the direction of the President, is au-
thorized, subject to the civil-service laws and the Classification Act 
of 1949, 3 to appoint and fix the compensation of such personnel as 
may be necessary to assist the Director in carrying out his func-
tions. 

(b) It shall be the function of the Director of the Office of De-
fense Mobilization to advise the President concerning the coordina-
tion of military, industrial, and civilian mobilization, including— 

(1) policies concerning industrial and civilian mobilization 
in order to assure the most effective mobilization and max-
imum utilization of the Nation’s manpower in the event of war. 

(2) programs for the effective use in time of war of the Na-
tion’s natural and industrial resources for military and civilian 
needs, for the maintenance and stabilization of the civilian 
economy in time of war, and for the adjustment of such econ-
omy to war needs and conditions; 

(3) policies for unifying, in time of war, the activities of 
Federal agencies and departments engaged in or concerned 
with production, procurement, distribution, or transportation of 
military or civilian supplies, materials, and products; 
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(4) the relationship between potential supplies of, and po-
tential requirements for, manpower, resources, and productive 
facilities in time of war; 

(5) policies for establishing adequate reserves of strategic 
and critical material, and for the conservation of these re-
serves; 

(6) the strategic relocation of industries, services, govern-
ment, and economic activities, the continuous operation of 
which is essential to the Nation’s security. 
(c) In performing his functions, the Director of the Office of De-

fense Mobilization shall utilize to the maximum extent the facili-
ties and resources of the departments and agencies of the Govern-
ment. 

ANNUAL NATIONAL SECURITY STRATEGY REPORT 

SEC. 108. ø50 U.S.C. 404a¿ (a)(1) The President shall transmit 
to Congress each year a comprehensive report on the national secu-
rity strategy of the United States (hereinafter in this section re-
ferred to as a national security strategy report’’). 

(2) The national security strategy report for any year shall be 
transmitted on the date on which the President submits to Con-
gress the budget for the next fiscal year under section 1105 of title 
31, United States Code. 

(3) Not later than 150 days after the date on which a new 
President takes office, the President shall transmit to Congress a 
national security strategy report under this section. That report 
shall be in addition to the report for that year transmitted at the 
time specified in paragraph (2). 

(b) Each national security strategy report shall set forth the 
national security strategy of the United States and shall include a 
comprehensive description and discussion of the following: 

(1) The worldwide interests, goals, and objectives of the 
United States that are vital to the national security of the 
United States. 

(2) The foreign policy, worldwide commitments, and na-
tional defense capabilities of the United States necessary to 
deter aggression and to implement the national security strat-
egy of the United States. 

(3) The proposed short-term and long-term uses of the po-
litical, economic, military, and other elements of the national 
power of the United States to protect or promote the interests 
and achieve the goals and objectives referred to in paragraph 
(1). 

(4) The adequacy of the capabilities of the United States 
to carry out the national security strategy of the United States, 
including an evaluation of the balance among the capabilities 
of all elements of the national power of the United States to 
support the implementation of the national security strategy. 

(5) Such other information as may be necessary to help in-
form Congress on matters relating to the national security 
strategy of the United States. 
(c) Each national security strategy report shall be transmitted 

in both a classified and an unclassified form. 
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[Section 109 was repealed by section 347(a) of Public Law 111– 
259.] 

NATIONAL MISSION OF NATIONAL GEOSPATIAL-INTELLIGENCE AGENCY 

SEC. 110. ø50 U.S.C. 404e¿ (a) IN GENERAL.—In addition to the 
Department of Defense missions set forth in section 442 of title 10, 
United States Code, the National Geospatial-Intelligence Agency 
shall support the geospatial intelligence requirements of the De-
partment of State and other departments and agencies of the 
United States outside the Department of Defense. 

(b) REQUIREMENTS AND PRIORITIES.—The Director of National 
Intelligence shall establish requirements and priorities governing 
the collection of national intelligence by the National Geospatial-In-
telligence Agency under subsection (a). 

(c) CORRECTION OF DEFICIENCIES.—The Director of National 
Intelligence shall develop and implement such programs and poli-
cies as the Director and the Secretary of Defense jointly determine 
necessary to review and correct deficiencies identified in the capa-
bilities of the National Geospatial-Intelligence Agency to accom-
plish assigned national missions, including support to the all- 
source analysis and production process. The Director shall consult 
with the Secretary of Defense on the development and implementa-
tion of such programs and policies. The Secretary shall obtain the 
advice of the Chairman of the Joint Chiefs of Staff regarding the 
matters on which the Director and the Secretary are to consult 
under the preceding sentence. 

[Section 111 was repealed by section 1075 of Public Law 108– 
458 (Act of December 17, 2004, 118 Stat. 3694).] 

RESTRICTIONS ON INTELLIGENCE SHARING WITH THE UNITED NATIONS 

SEC. 112. ø50 U.S.C. 404g¿ (a) PROVISION OF INTELLIGENCE IN-
FORMATION TO THE UNITED NATIONS.—(1) No United States intel-
ligence information may be provided to the United Nations or any 
organization affiliated with the United Nations, or to any officials 
or employees thereof, unless the President certifies to the appro-
priate committees of Congress that the Director of National Intel-
ligence, in consultation with the Secretary of State and the Sec-
retary of Defense, has established and implemented procedures, 
and has worked with the United Nations to ensure implementation 
of procedures, for protecting from unauthorized disclosure United 
States intelligence sources and methods connected to such informa-
tion. 

(2) Paragraph (1) may be waived upon written certification by 
the President to the appropriate committees of Congress that pro-
viding such information to the United Nations or an organization 
affiliated with the United Nations, or to any officials or employees 
thereof, is in the national security interests of the United States. 

(b) DELEGATION OF DUTIES.—The President may not delegate 
or assign the duties of the President under this section. 

(c) RELATIONSHIP TO EXISTING LAW.—Nothing in this section 
shall be construed to— 

(1) impair or otherwise affect the authority of the Director 
of National Intelligence to protect intelligence sources and 
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methods from unauthorized disclosure pursuant to section 
103(c)(7) of this Act 1; or 

(2) supersede or otherwise affect the provisions of title V 
of this Act. 
(d) DEFINITION.—As used in this section, the term ‘‘appropriate 

committees of Congress’’ means the Committee on Foreign Rela-
tions and the Select Committee on Intelligence of the Senate and 
the Committee on Foreign Relations and the Permanent Select 
Committee on Intelligence of the House of Representatives. 

DETAIL OF INTELLIGENCE COMMUNITY PERSONNEL—INTELLIGENCE 
COMMUNITY ASSIGNMENT PROGRAM 

SEC. 113. ø50 U.S.C. 404h¿ (a) DETAIL.—(1) Notwithstanding 
any other provision of law, the head of a department with an ele-
ment in the intelligence community or the head of an intelligence 
community agency or element may detail any employee within that 
department, agency, or element to serve in any position in the In-
telligence Community Assignment Program on a reimbursable or a 
nonreimbursable basis. 

(2) Nonreimbursable details may be for such periods as are 
agreed to between the heads of the parent and host agencies, up 
to a maximum of three years, except that such details may be ex-
tended for a period not to exceed one year when the heads of the 
parent and host agencies determine that such extension is in the 
public interest. 

(b) BENEFITS, ALLOWANCES, TRAVEL, INCENTIVES.—(1) An em-
ployee detailed under subsection (a) may be authorized any benefit, 
allowance, travel, or incentive otherwise provided to enhance staff-
ing by the organization from which the employee is detailed. 

(2) The head of an agency of an employee detailed under sub-
section (a) may pay a lodging allowance for the employee subject 
to the following conditions: 

(A) The allowance shall be the lesser of the cost of the 
lodging or a maximum amount payable for the lodging as es-
tablished jointly by the Director of National Intelligence and— 

(i) with respect to detailed employees of the Depart-
ment of Defense, the Secretary of Defense; and 

(ii) with respect to detailed employees of other agen-
cies and departments, the head of such agency or depart-
ment. 
(B) The detailed employee maintains a primary residence 

for the employee’s immediate family in the local commuting 
area of the parent agency duty station from which the em-
ployee regularly commuted to such duty station before the de-
tail. 

(C) The lodging is within a reasonable proximity of the 
host agency duty station. 

(D) The distance between the detailed employee’s parent 
agency duty station and the host agency duty station is greater 
than 20 miles. 
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(E) The distance between the detailed employee’s primary 
residence and the host agency duty station is 10 miles greater 
than the distance between such primary residence and the em-
ployees parent duty station. 

(F) The rate of pay applicable to the detailed employee 
does not exceed the rate of basic pay for grade GS–15 of the 
General Schedule. 

DETAIL OF OTHER PERSONNEL 

SEC. 113A. ø50 U.S.C. 404h–1¿ Except as provided in section 
904(g)(2) of the Counterintelligence Enhancement Act of 2002 (50 
U.S.C. 402c(g)(2)) and section 113 of this Act, and notwithstanding 
any other provision of law, an officer or employee of the United 
States or member of the Armed Forces may be detailed to the staff 
of an element of the intelligence community funded through the 
National Intelligence Program from another element of the intel-
ligence community or from another element of the United States 
Government on a reimbursable or nonreimbursable basis, as jointly 
agreed to by the head of the receiving element and the head of the 
detailing element, for a period not to exceed 2 years. 

ADDITIONAL ANNUAL REPORTS FROM THE DIRECTOR OF NATIONAL 
INTELLIGENCE 

SEC. 114. ø50 U.S.C. 404i¿ (a) ANNUAL REPORT ON THE SAFETY 
AND SECURITY OF RUSSIAN NUCLEAR FACILITIES AND NUCLEAR 
MILITARY FORCES.—(1) The Director of National Intelligence shall 
submit to the congressional leadership on an annual basis, and to 
the congressional intelligence committees on the date each year 
provided in section 507, an intelligence report assessing the safety 
and security of the nuclear facilities and nuclear military forces in 
Russia. 

(2) Each such report shall include a discussion of the following: 
(A) The ability of the Government of Russia to maintain its 

nuclear military forces. 
(B) The security arrangements at civilian and military nu-

clear facilities in Russia. 
(C) The reliability of controls and safety systems at civilian 

nuclear facilities in Russia. 
(D) The reliability of command and control systems and 

procedures of the nuclear military forces in Russia. 
(3) Each such report shall be submitted in unclassified form, 

but may contain a classified annex. 
(b) ANNUAL REPORT ON HIRING AND RETENTION OF MINORITY 

EMPLOYEES.—(1) The Director of National Intelligence shall, on an 
annual basis, submit to Congress a report on the employment of 
covered persons within each element of the intelligence community 
for the preceding fiscal year. 

(2) Each such report shall include disaggregated data by cat-
egory of covered person from each element of the intelligence com-
munity on the following: 

(A) Of all individuals employed in the element during the 
fiscal year involved, the aggregate percentage of such individ-
uals who are covered persons. 
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(B) Of all individuals employed in the element during the 
fiscal year involved at the levels referred to in clauses (i) and 
(ii), the percentage of covered persons employed at such levels: 

(i) Positions at levels 1 through 15 of the General 
Schedule. 

(ii) Positions at levels above GS–15. 
(C) Of all individuals hired by the element involved during 

the fiscal year involved, the percentage of such individuals who 
are covered persons. 
(3) Each such report shall be submitted in unclassified form, 

but may contain a classified annex. 
(4) Nothing in this subsection shall be construed as providing 

for the substitution of any similar report required under another 
provision of law. 

(5) In this subsection, the term ‘‘covered persons’’ means— 
(A) racial and ethnic minorities; 
(B) women; and 
(C) individuals with disabilities. 

(c) ANNUAL REPORT ON THREAT OF ATTACK ON THE UNITED 
STATES USING WEAPONS OF MASS DESTRUCTION.—(1) Not later 
each year than the date provided in section 507, the Director of Na-
tional Intelligence shall submit to the congressional committees 
specified in paragraph (3) a report assessing the following: 

(A) The current threat of attack on the United States 
using ballistic missiles or cruise missiles. 

(B) The current threat of attack on the United States 
using a chemical, biological, or nuclear weapon delivered by a 
system other than a ballistic missile or cruise missile. 
(2) Each report under paragraph (1) shall be a national intel-

ligence estimate, or have the formality of a national intelligence es-
timate. 

(3) The congressional committees referred to in paragraph (1) 
are the following: 

(A) The congressional intelligence committees. 
(B) The Committees on Foreign Relations and Armed Serv-

ices of the Senate. 
(C) The Committees on International Relations and Armed 

Services of the House of Representatives. 
(d) CONGRESSIONAL LEADERSHIP DEFINED.—In this section, the 

term ‘‘congressional leadership’’ means the Speaker and the minor-
ity leader of the House of Representatives and the majority leader 
and the minority leader of the Senate. 

LIMITATION ON ESTABLISHMENT OR OPERATION OF DIPLOMATIC 
INTELLIGENCE SUPPORT CENTERS 

SEC. 115. ø50 U.S.C. 404j¿ (a) IN GENERAL.—(1) A diplomatic 
intelligence support center may not be established, operated, or 
maintained without the prior approval of the Director of National 
Intelligence. 

(2) The Director may only approve the establishment, oper-
ation, or maintenance of a diplomatic intelligence support center if 
the Director determines that the establishment, operation, or main-
tenance of such center is required to provide necessary intelligence 
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support in furtherance of the national security interests of the 
United States. 

(b) PROHIBITION OF USE OF APPROPRIATIONS.—Amounts appro-
priated pursuant to authorizations by law for intelligence and intel-
ligence-related activities may not be obligated or expended for the 
establishment, operation, or maintenance of a diplomatic intel-
ligence support center that is not approved by the Director of Na-
tional Intelligence. 

(c) DEFINITIONS.—In this section: 
(1) The term ‘‘diplomatic intelligence support center’’ 

means an entity to which employees of the various elements of 
the intelligence community (as defined in section 3(4)) are de-
tailed for the purpose of providing analytical intelligence sup-
port that— 

(A) consists of intelligence analyses on military or po-
litical matters and expertise to conduct limited assess-
ments and dynamic taskings for a chief of mission; and 

(B) is not intelligence support traditionally provided to 
a chief of mission by the Director of National Intelligence. 
(2) The term ‘‘chief of mission’’ has the meaning given that 

term by section 102(3) of the Foreign Service Act of 1980 (22 
U.S.C. 3902(3)), and includes ambassadors at large and min-
isters of diplomatic missions of the United States, or persons 
appointed to lead United States offices abroad designated by 
the Secretary of State as diplomatic in nature. 
(d) TERMINATION.—This section shall cease to be effective on 

October 1, 2000. 

TRAVEL ON ANY COMMON CARRIER FOR CERTAIN INTELLIGENCE 
COLLECTION PERSONNEL 

SEC. 116. ø50 U.S.C. 404k¿ (a) IN GENERAL.—Notwithstanding 
any other provision of law, the Director of National Intelligence 
may authorize travel on any common carrier when such travel, in 
the discretion of the Director— 

(1) is consistent with intelligence community mission re-
quirements, or 

(2) is required for cover purposes, operational needs, or 
other exceptional circumstances necessary for the successful 
performance of an intelligence community mission. 
(b) AUTHORIZED DELEGATION OF DUTY.—The Director of Na-

tional Intelligence may only delegate the authority granted by this 
section to the Principal Deputy Director of National Intelligence, or 
with respect to employees of the Central Intelligence Agency, to the 
Director of the Central Intelligence Agency 1, who may delegate 
such authority to other appropriate officials of the Central Intel-
ligence Agency. 
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POW/MIA ANALYTIC CAPABILITY 

SEC. 117. ø50 U.S.C. 404l¿ (a) REQUIREMENT.—(1) The Director 
of National Intelligence shall, in consultation with the Secretary of 
Defense, establish and maintain in the intelligence community an 
analytic capability with responsibility for intelligence in support of 
the activities of the United States relating to individuals who, after 
December 31, 1990, are unaccounted for United States personnel. 

(2) The analytic capability maintained under paragraph (1) 
shall be known as the ‘‘POW/MIA analytic capability of the intel-
ligence community’’. 

(b) UNACCOUNTED FOR UNITED STATES PERSONNEL.—In this 
section, the term ‘‘unaccounted for United States personnel’’ means 
the following: 

(1) Any missing person (as that term is defined in section 
1513(1) of title 10, United States Code). 

(2) Any United States national who was killed while en-
gaged in activities on behalf of the United States and whose 
remains have not been repatriated to the United States. 

ANNUAL REPORT ON FINANCIAL INTELLIGENCE ON TERRORIST ASSETS 

SEC. 118. ø50 U.S.C. 404m¿ (a) ANNUAL REPORT.—On a an-
nual basis, the Secretary of the Treasury (acting through the head 
of the Office of Intelligence Support) shall submit a report to the 
appropriate congressional committees that fully informs the com-
mittees concerning operations against terrorist financial networks. 
Each such report shall include with respect to the preceding one- 
year period— 

(1) the total number of asset seizures, designations, and 
other actions against individuals or entities found to have en-
gaged in financial support of terrorism; 

(2) the total number of physical searches of offices, resi-
dences, or financial records of individuals or entities suspected 
of having engaged in financial support for terrorist activity; 
and 

(3) whether the financial intelligence information seized in 
these cases has been shared on a full and timely basis with the 
all departments, agencies, and other entities of the United 
States Government involved in intelligence activities partici-
pating in the Foreign Terrorist Asset Tracking Center. 
(b) IMMEDIATE NOTIFICATION FOR EMERGENCY DESIGNATION.— 

In the case of a designation of an individual or entity, or the assets 
of an individual or entity, as having been found to have engaged 
in terrorist activities, the Secretary of the Treasury shall report 
such designation within 24 hours of such a designation to the ap-
propriate congressional committees. 

(c) SUBMITTAL DATE OF REPORTS TO CONGRESSIONAL INTEL-
LIGENCE COMMITTEES.—In the case of the reports required to be 
submitted under subsection (a) to the congressional intelligence 
committees, the submittal dates for such reports shall be as pro-
vided in section 507. 

(d) APPROPRIATE CONGRESSIONAL COMMITTEES DEFINED.—In 
this section, the term ‘‘appropriate congressional committees’’ 
means the following: 
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(1) The Permanent Select Committee on Intelligence, the 
Committee on Appropriations, the Committee on Armed Serv-
ices, and the Committee on Financial Services of the House of 
Representatives. 

(2) The Select Committee on Intelligence, the Committee 
on Appropriations, the Committee on Armed Services, and the 
Committee on Banking, Housing, and Urban Affairs of the 
Senate. 

NATIONAL COUNTERTERRORISM CENTER 

SEC. 119. ø50 U.S.C. 404o¿ (a) ESTABLISHMENT OF CENTER.— 
There is within the Office of the Director of National Intelligence 
a National Counterterrorism Center. 

(b) DIRECTOR OF NATIONAL COUNTERTERRORISM CENTER.—(1) 
There is a Director of the National Counterterrorism Center, who 
shall be the head of the National Counterterrorism Center, and 
who shall be appointed by the President, by and with the advice 
and consent of the Senate. 

(2) The Director of the National Counterterrorism Center may 
not simultaneously serve in any other capacity in the executive 
branch. 

(c) REPORTING.—(1) The Director of the National Counterter-
rorism Center shall report to the Director of National Intelligence 
with respect to matters described in paragraph (2) and the Presi-
dent with respect to matters described in paragraph (3). 

(2) The matters described in this paragraph are as follows: 
(A) The budget and programs of the National Counterter-

rorism Center. 
(B) The activities of the Directorate of Intelligence of the 

National Counterterrorism Center under subsection (i). 
(C) The conduct of intelligence operations implemented by 

other elements of the intelligence community; and 
(3) The matters described in this paragraph are the planning 

and progress of joint counterterrorism operations (other than intel-
ligence operations). 

(d) PRIMARY MISSIONS.—The primary missions of the National 
Counterterrorism Center shall be as follows: 

(1) To serve as the primary organization in the United 
States Government for analyzing and integrating all intel-
ligence possessed or acquired by the United States Government 
pertaining to terrorism and counterterrorism, excepting intel-
ligence pertaining exclusively to domestic terrorists and domes-
tic counterterrorism. 

(2) To conduct strategic operational planning for counter-
terrorism activities, integrating all instruments of national 
power, including diplomatic, financial, military, intelligence, 
homeland security, and law enforcement activities within and 
among agencies. 

(3) To assign roles and responsibilities as part of its stra-
tegic operational planning duties to lead Departments or agen-
cies, as appropriate, for counterterrorism activities that are 
consistent with applicable law and that support counterter-
rorism strategic operational plans, but shall not direct the exe-
cution of any resulting operations. 
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(4) To ensure that agencies, as appropriate, have access to 
and receive all-source intelligence support needed to execute 
their counterterrorism plans or perform independent, alter-
native analysis. 

(5) To ensure that such agencies have access to and receive 
intelligence needed to accomplish their assigned activities. 

(6) To serve as the central and shared knowledge bank on 
known and suspected terrorists and international terror 
groups, as well as their goals, strategies, capabilities, and net-
works of contacts and support. 
(e) DOMESTIC COUNTERTERRORISM INTELLIGENCE.—(1) The 

Center may, consistent with applicable law, the direction of the 
President, and the guidelines referred to in section 102A(b), receive 
intelligence pertaining exclusively to domestic counterterrorism 
from any Federal, State, or local government or other source nec-
essary to fulfill its responsibilities and retain and disseminate such 
intelligence. 

(2) Any agency authorized to conduct counterterrorism activi-
ties may request information from the Center to assist it in its re-
sponsibilities, consistent with applicable law and the guidelines re-
ferred to in section 102A(b). 

(f) DUTIES AND RESPONSIBILITIES OF DIRECTOR.—(1) The Direc-
tor of the National Counterterrorism Center shall— 

(A) serve as the principal adviser to the Director of Na-
tional Intelligence on intelligence operations relating to 
counterterrorism; 

(B) provide strategic operational plans for the civilian and 
military counterterrorism efforts of the United States Govern-
ment and for the effective integration of counterterrorism intel-
ligence and operations across agency boundaries, both inside 
and outside the United States; 

(C) advise the Director of National Intelligence on the ex-
tent to which the counterterrorism program recommendations 
and budget proposals of the departments, agencies, and ele-
ments of the United States Government conform to the prior-
ities established by the President; 

(D) disseminate terrorism information, including current 
terrorism threat analysis, to the President, the Vice President, 
the Secretaries of State, Defense, and Homeland Security, the 
Attorney General, the Director of the Central Intelligence 
Agency, and other officials of the executive branch as appro-
priate, and to the appropriate committees of Congress; 

(E) support the Department of Justice and the Department 
of Homeland Security, and other appropriate agencies, in ful-
fillment of their responsibilities to disseminate terrorism infor-
mation, consistent with applicable law, guidelines referred to 
in section 102A(b), Executive orders and other Presidential 
guidance, to State and local government officials, and other en-
tities, and coordinate dissemination of terrorism information to 
foreign governments as approved by the Director of National 
Intelligence; 

(F) develop a strategy for combining terrorist travel intel-
ligence operations and law enforcement planning and oper-
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ations into a cohesive effort to intercept terrorists, find ter-
rorist travel facilitators, and constrain terrorist mobility; 

(G) have primary responsibility within the United States 
Government for conducting net assessments of terrorist 
threats; 

(H) consistent with priorities approved by the President, 
assist the Director of National Intelligence in establishing re-
quirements for the intelligence community for the collection of 
terrorism information; and 

(I) perform such other duties as the Director of National 
Intelligence may prescribe or are prescribed by law. 
(2) Nothing in paragraph (1)(G) shall limit the authority of the 

departments and agencies of the United States to conduct net as-
sessments. 

(g) LIMITATION.—The Director of the National Counterter-
rorism Center may not direct the execution of counterterrorism op-
erations. 

(h) RESOLUTION OF DISPUTES.—The Director of National Intel-
ligence shall resolve disagreements between the National Counter-
terrorism Center and the head of a department, agency, or element 
of the United States Government on designations, assignments, 
plans, or responsibilities under this section. The head of such a de-
partment, agency, or element may appeal the resolution of the dis-
agreement by the Director of National Intelligence to the President. 

(i) DIRECTORATE OF INTELLIGENCE.—The Director of the Na-
tional Counterterrorism Center shall establish and maintain within 
the National Counterterrorism Center a Directorate of Intelligence 
which shall have primary responsibility within the United States 
Government for analysis of terrorism and terrorist organizations 
(except for purely domestic terrorism and domestic terrorist organi-
zations) from all sources of intelligence, whether collected inside or 
outside the United States. 

(j) DIRECTORATE OF STRATEGIC OPERATIONAL PLANNING.—(1) 
The Director of the National Counterterrorism Center shall estab-
lish and maintain within the National Counterterrorism Center a 
Directorate of Strategic Operational Planning which shall provide 
strategic operational plans for counterterrorism operations con-
ducted by the United States Government. 

(2) Strategic operational planning shall include the mission, 
objectives to be achieved, tasks to be performed, interagency coordi-
nation of operational activities, and the assignment of roles and re-
sponsibilities. 

(3) The Director of the National Counterterrorism Center shall 
monitor the implementation of strategic operational plans, and 
shall obtain information from each element of the intelligence com-
munity, and from each other department, agency, or element of the 
United States Government relevant for monitoring the progress of 
such entity in implementing such plans. 

NATIONAL COUNTER PROLIFERATION CENTER 

SEC. 119A. ø50 U.S.C. 404o–1¿ (a) ESTABLISHMENT.—(1) The 
President shall establish a National Counter Proliferation Center, 
taking into account all appropriate government tools to prevent 
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and halt the proliferation of weapons of mass destruction, their de-
livery systems, and related materials and technologies. 

(2) The head of the National Counter Proliferation Center shall 
be the Director of the National Counter Proliferation Center, who 
shall be appointed by the Director of National Intelligence. 

(3) The National Counter Proliferation Center shall be located 
within the Office of the Director of National Intelligence. 

(b) MISSIONS AND OBJECTIVES.—In establishing the National 
Counter Proliferation Center, the President shall address the fol-
lowing missions and objectives to prevent and halt the proliferation 
of weapons of mass destruction, their delivery systems, and related 
materials and technologies: 

(1) Establishing a primary organization within the United 
States Government for analyzing and integrating all intel-
ligence possessed or acquired by the United States pertaining 
to proliferation. 

(2) Ensuring that appropriate agencies have full access to 
and receive all-source intelligence support needed to execute 
their counter proliferation plans or activities, and perform 
independent, alternative analyses. 

(3) Establishing a central repository on known and sus-
pected proliferation activities, including the goals, strategies, 
capabilities, networks, and any individuals, groups, or entities 
engaged in proliferation. 

(4) Disseminating proliferation information, including pro-
liferation threats and analyses, to the President, to the appro-
priate departments and agencies, and to the appropriate com-
mittees of Congress. 

(5) Conducting net assessments and warnings about the 
proliferation of weapons of mass destruction, their delivery sys-
tems, and related materials and technologies. 

(6) Coordinating counter proliferation plans and activities 
of the various departments and agencies of the United States 
Government to prevent and halt the proliferation of weapons 
of mass destruction, their delivery systems, and related mate-
rials and technologies. 

(7) Conducting strategic operational counter proliferation 
planning for the United States Government to prevent and 
halt the proliferation of weapons of mass destruction, their de-
livery systems, and related materials and technologies. 
(c) NATIONAL SECURITY WAIVER.—The President may waive the 

requirements of this section, and any parts thereof, if the President 
determines that such requirements do not materially improve the 
ability of the United States Government to prevent and halt the 
proliferation of weapons of mass destruction, their delivery sys-
tems, and related materials and technologies. Such waiver shall be 
made in writing to Congress and shall include a description of how 
the missions and objectives in subsection (b) are being met. 

(d) REPORT TO CONGRESS.—(1) Not later than nine months 
after the implementation of this Act, the President shall submit to 
Congress, in classified form if necessary, the findings and rec-
ommendations of the President’s Commission on Weapons of Mass 
Destruction established by Executive Order in February 2004, to-
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gether with the views of the President regarding the establishment 
of a National Counter Proliferation Center. 

(2) If the President decides not to exercise the waiver authority 
granted by subsection (c), the President shall submit to Congress 
from time to time updates and plans regarding the establishment 
of a National Counter Proliferation Center. 

(e) SENSE OF CONGRESS.—It is the sense of Congress that a 
central feature of counter proliferation activities, consistent with 
the President’s Proliferation Security Initiative, should include the 
physical interdiction, by air, sea, or land, of weapons of mass de-
struction, their delivery systems, and related materials and tech-
nologies, and enhanced law enforcement activities to identify and 
disrupt proliferation networks, activities, organizations, and per-
sons. 

NATIONAL INTELLIGENCE CENTERS 

SEC. 119B. ø50 U.S.C. 404o–2¿ (a) AUTHORITY TO ESTABLISH.— 
The Director of National Intelligence may establish one or more na-
tional intelligence centers to address intelligence priorities, includ-
ing, but not limited to, regional issues. 

(b) RESOURCES OF DIRECTORS OF CENTERS.—(1) The Director of 
National Intelligence shall ensure that the head of each national 
intelligence center under subsection (a) has appropriate authority, 
direction, and control of such center, and of the personnel assigned 
to such center, to carry out the assigned mission of such center. 

(2) The Director of National Intelligence shall ensure that each 
national intelligence center has appropriate personnel to accom-
plish effectively the mission of such center. 

(c) INFORMATION SHARING.—The Director of National Intel-
ligence shall, to the extent appropriate and practicable, ensure that 
each national intelligence center under subsection (a) and the other 
elements of the intelligence community share information in order 
to facilitate the mission of such center. 

(d) MISSION OF CENTERS.—Pursuant to the direction of the Di-
rector of National Intelligence, each national intelligence center 
under subsection (a) may, in the area of intelligence responsibility 
assigned to such center— 

(1) have primary responsibility for providing all-source 
analysis of intelligence based upon intelligence gathered both 
domestically and abroad; 

(2) have primary responsibility for identifying and pro-
posing to the Director of National Intelligence intelligence col-
lection and analysis and production requirements; and 

(3) perform such other duties as the Director of National 
Intelligence shall specify. 
(e) REVIEW AND MODIFICATION OF CENTERS.—The Director of 

National Intelligence shall determine on a regular basis whether— 
(1) the area of intelligence responsibility assigned to each 

national intelligence center under subsection (a) continues to 
meet appropriate intelligence priorities; and 

(2) the staffing and management of such center remains 
appropriate for the accomplishment of the mission of such cen-
ter. 
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(f) TERMINATION.—The Director of National Intelligence may 
terminate any national intelligence center under subsection (a). 

(g) SEPARATE BUDGET ACCOUNT.—The Director of National In-
telligence shall, as appropriate, include in the National Intelligence 
Program budget a separate line item for each national intelligence 
center under subsection (a). 

TITLE II—THE DEPARTMENT OF DEFENSE 

SEC. 201. [Subsections (a) and (b) were repealed by section 307 
of Public Law 87–651 (Act of September 7, 1962, 76 Stat. 526). 
Subsection (c) consisted of an amendment to another Act.] 

(d) ø50 U.S.C. 408¿ Except to the extent inconsistent with the 
provisions of this Act, the provisions of title IV of the Revised Stat-
utes 1 as now of hereafter amended shall be applicable to the De-
partment of Defense. 

[Sections 202–204 were repealed by section 307 of Public Law 
87–651 (Act of September 7, 1962, 76 Stat. 526).] 

DEPARTMENT OF THE ARMY 

SEC. 205. [Subsections (a), (d), and (e) were repealed by the 
law enacting titles 10 and 32, United States Code (Act of August 
10, 1956, 70A Stat. 676)]. 

(b) All laws, orders, regulations, and other actions relating to 
the Department of War or to any officer or activity whose title is 
changed under this section shall, insofar as they are not incon-
sistent with the provisions of this Act, be deemed to relate to the 
Department of the Army within the Department of Defense or to 
such officer or activity designated by his or its new title. 

(c) ø50 U.S.C. 409(a)¿ the term ‘‘Department of the Army’’ as 
used in this Act shall be construed to mean the Department of the 
Army at the seat of government and all field headquarters, forces, 
reserve components, installations, activities, and functions under 
the control or supervision of the Department of the Army. 

DEPARTMENT OF THE NAVY 

SEC. 206. (a) ø50 U.S.C. 409(b)¿ The term ‘‘Department of the 
Navy’’ as used in this Act shall be construed to mean the Depart-
ment of the Navy at the seat of government; the headquarters, 
United States Marine Corps; the entire operating forces of the 
United States Navy, including naval aviation, and of the United 
States Marine Corps, including the reserve components of such 
forces; all field activities, headquarters, forces, bases, installations, 
activities and functions under the control or supervision of the De-
partment of the Navy; and the United States Coast Guard when 
operating as a part of the Navy pursuant to law. 

[Subsections (b) and (c) were repealed by the law enacting ti-
tles 10 and 32, United States Code (Act of August 10, 1956, 70A 
Stat. 676)]. 
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DEPARTMENT OF THE AIR FORCE 

SEC. 207. [Subsections (a), (b), (d), (e), and (f) were repealed by 
the law enacting titles 10 and 32, United States Code (Act of Au-
gust 10, 1956, 70A stat. 676)]. 

(c) ø50 U.S.C. 409(c)¿ The term ‘‘Department of the Air Force’’ 
as used in this Act shall be construed to mean the Department of 
the Air Force at the seat of government and all field headquarters, 
forces, reserve components, installations, activities, and functions 
under the control or supervision of the Department of the Air 
Force. 

[Section 208 (less subsection (c)) was repealed by the law en-
acting titles 10 and 32, United States Code (Act of August 10, 1956, 
70A Stat. 676). Section 208(c) was repealed by the law enacting 
title 5, United States Code (Public Law 89–544, September 6, 1966, 
80 Stat. 654).] 

[Sections 209–214 were repealed by the law enacting titles 10 
and 32, United States Code (Act of August 10, 1956, 70A Stat. 
676).] 

TITLE III—MISCELLANEOUS 

NATIONAL SECURITY AGENCY VOLUNTARY SEPARATION 

SEC. 301. ø50 U.S.C. 409a¿ (a) SHORT TITLE.—This section 
may be cited as the ‘‘National Security Agency Voluntary Separa-
tion Act’’. 

(b) DEFINITIONS.—For purposes of this section— 
(1) the term ‘‘Director’’ means the Director of the National 

Security Agency; and 
(2) the term ‘‘employee’’ means an employee of the Na-

tional Security Agency, serving under an appointment without 
time limitation, who has been currently employed by the Na-
tional Security Agency for a continuous period of at least 12 
months prior to the effective date of the program established 
under subsection (c), except that such term does not include— 

(A) a reemployed annuitant under subchapter III of 
chapter 83 or chapter 84 of title 5, United States Code, or 
another retirement system for employees of the Govern-
ment; or 

(B) an employee having a disability on the basis of 
which such employee is or would be eligible for disability 
retirement under any of the retirement systems referred to 
in subparagraph (A). 

(c) ESTABLISHMENT OF PROGRAM.—Notwithstanding any other 
provision of law, the Director, in his sole discretion, may establish 
a program under which employees may, after October 1, 2000, be 
eligible for early retirement, offered separation pay to separate 
from service voluntarily, or both. 

(d) EARLY RETIREMENT.—An employee who— 
(1) is at least 50 years of age and has completed 20 years 

of service; or 
(2) has at least 25 years of service, 

may, pursuant to regulations promulgated under this section, apply 
and be retired from the National Security Agency and receive bene-
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fits in accordance with chapter 83 or 84 of title 5, United States 
Code, if the employee has not less than 10 years of service with the 
National Security Agency. 

(e) AMOUNT OF SEPARATION PAY AND TREATMENT FOR OTHER 
PURPOSES.— 

(1) AMOUNT.—Separation pay shall be paid in a lump sum 
and shall be equal to the lesser of— 

(A) an amount equal to the amount the employee 
would be entitled to receive under section 5595(c) of title 
5, United States Code, if the employee were entitled to 
payment under such section; or 

(B) $25,000. 
(2) TREATMENT.—Separation pay shall not— 

(A) be a basis for payment, and shall not be included 
in the computation, of any other type of Government ben-
efit; and 

(B) be taken into account for the purpose of deter-
mining the amount of any severance pay to which an indi-
vidual may be entitled under section 5595 of title 5, 
United States Code, based on any other separation. 

(f ) REEMPLOYMENT RESTRICTIONS.—An employee who receives 
separation pay under such program may not be reemployed by the 
National Security Agency for the 12-month period beginning on the 
effective date of the employee’s separation. An employee who re-
ceives separation pay under this section on the basis of a separa-
tion occurring on or after the date of the enactment of the Federal 
Workforce Restructuring Act of 1994 (Public Law 103–236; 108 
Stat. 111) and accepts employment with the Government of the 
United States within 5 years after the date of the separation on 
which payment of the separation pay is based shall be required to 
repay the entire amount of the separation pay to the National Se-
curity Agency. If the employment is with an Executive agency (as 
defined by section 105 of title 5, United States Code), the Director 
of the Office of Personnel Management may, at the request of the 
head of the agency, waive the repayment if the individual involved 
possesses unique abilities and is the only qualified applicant avail-
able for the position. If the employment is with an entity in the leg-
islative branch, the head of the entity or the appointing official 
may waive the repayment if the individual involved possesses 
unique abilities and is the only qualified applicant available for the 
position. If the employment is with the judicial branch, the Director 
of the Administrative Office of the United States Courts may waive 
the repayment if the individual involved possesses unique abilities 
and is the only qualified applicant available for the position. 

(g) BAR ON CERTAIN EMPLOYMENT.— 
(1) BAR.—An employee may not be separated from service 

under this section unless the employee agrees that the em-
ployee will not— 

(A) act as agent or attorney for, or otherwise rep-
resent, any other person (except the United States) in any 
formal or informal appearance before, or, with the intent 
to influence, make any oral or written communication on 
behalf of any other person (except the United States) to 
the National Security Agency; or 
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(B) participate in any manner in the award, modifica-
tion, or extension of any contract for property or services 
with the National Security Agency, 

during the 12-month period beginning on the effective date of 
the employee’s separation from service. 

(2) PENALTY.—An employee who violates an agreement 
under this subsection shall be liable to the United States in 
the amount of the separation pay paid to the employee pursu-
ant to this section multiplied by the proportion of the 12-month 
period during which the employee was in violation of the 
agreement. 
(h) LIMITATIONS.—Under this program, early retirement and 

separation pay may be offered only— 
(1) with the prior approval of the Director; 
(2) for the period specified by the Director; and 
(3) to employees within such occupational groups or geo-

graphic locations, or subject to such other similar limitations 
or conditions, as the Director may require. 
(i) REGULATIONS.—Before an employee may be eligible for early 

retirement, separation pay, or both, under this section, the Director 
shall prescribe such regulations as may be necessary to carry out 
this section. 

( j) NOTIFICATION OF EXERCISE OF AUTHORITY.—The Director 
may 1 not make an offer of early retirement, separation pay, or 
both, pursuant to this section until 15 days after submitting to the 
congressional intelligence committees a report describing the occu-
pational groups or geographic locations, or other similar limitations 
or conditions, required by the Director under subsection (h), and in-
cludes the proposed regulations issued pursuant to subsection (i). 

(k) REMITTANCE OF FUNDS.—In addition to any other payment 
that is required to be made under subchapter III of chapter 83 or 
chapter 84 of title 5, United States Code, the National Security 
Agency shall remit to the Office of Personnel Management for de-
posit in the Treasury of the United States to the credit of the Civil 
Service Retirement and Disability Fund, an amount equal to 15 
percent of the final basic pay of each employee to whom a vol-
untary separation payment has been or is to be paid under this 
section. The remittance required by this subsection shall be in lieu 
of any remittance required by section 4(a) of the Federal Workforce 
Restructuring Act of 1994 (5 U.S.C. 8331 note). 

AUTHORITY OF FEDERAL BUREAU OF INVESTIGATION TO AWARD 
PERSONAL SERVICES CONTRACTS 

SEC. 302. (a) IN GENERAL.—The Director of the Federal Bureau 
of Investigation may enter into personal services contracts if the 
personal services to be provided under such contracts directly sup-
port the intelligence or counterintelligence missions of the Federal 
Bureau of Investigation. 
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(b) INAPPLICABILITY OF CERTAIN REQUIREMENTS.—Contracts 
under subsection (a) shall not be subject to the annuity offset re-
quirements of sections 8344 and 8468 of title 5, United States 
Code, the requirements of section 3109 of title 5, United States 
Code, or any law or regulation requiring competitive contracting. 

(c) CONTRACT TO BE APPROPRIATE MEANS OF SECURING SERV-
ICES.—The Chief Contracting Officer of the Federal Bureau of In-
vestigation shall ensure that each personal services contract en-
tered into by the Director under this section is the appropriate 
means of securing the services to be provided under such con-
tract.’’. 

ADVISORY COMMITTEES AND PERSONNEL 

SEC. 303. ø50 U.S.C. 405¿ (a) The Director of the Office of De-
fense Mobilization, the Director of National Intelligence, and the 
National Security Council, acting through its Executive Secretary, 
are authorized to appoint such advisory committees and to employ, 
consistent with other provisions of this Act, such part-time advisory 
personnel as they may deem necessary in carrying out their respec-
tive functions and the functions of agencies under their control. 
Persons holding other offices or positions under the United States 
for which they receive compensation, while serving as members of 
such committees, shall receive no additional compensation for such 
service. Retired members of the uniformed services employed by 
the Director of National Intelligence who hold no other office or po-
sition under the United States for which they receive compensa-
tion, other members of such committees and other part-time advi-
sory personnel so employed may serve without compensation or 
may receive compensation at a daily rate not to exceed the daily 
equivalent of the rate of pay in effect for grade GS–18 of the Gen-
eral Schedule established by section 5332 of title 5, United States 
Code, as determined by the appointing authority. 

(b) Service of an individual as a member of any such advisory 
committee, or in any other part-time capacity for a department or 
agency hereunder, shall not be considered as service bringing such 
individual within the provisions of section 203, 205, or 207, of title 
18, United States Code, unless the act of such individual, which by 
such section is made unlawful when performed by an individual re-
ferred to in such section, is with respect to any particular matter 
which directly involves a department or agency which such person 
is advising or in which such department or agency is directly inter-
ested. 

[Sections 304–306 were repealed by the law enacting title 5, 
United States Code (Public Law 89–544, September 6, 1966, 80 
Stat. 654).] 

AUTHORIZATION FOR APPROPRIATIONS 

SEC. 307. ø50 U.S.C. 411¿ There are hereby authorized to be 
appropriated such sums as may be necessary and appropriate to 
carry out the provisions and purposes of this Act (other than the 
provisions and purposes of sections 102, 103, 104, 105 and titles V, 
VI, and VII). 
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1 Section 307 of Public Law 87–651 (Act of September 7, 1962, 76 Stat. 526) repealed section 
308(a) less its applicability to sections 2, 101–103, and 303. 

DEFINITIONS 

SEC. 308. ø50 U.S.C. 410¿ (a) 1 As used in this Act, the term 
‘‘function’’ includes functions, powers, and duties. 

(b) As used in this Act, the term, ‘‘Department of Defense’’ 
shall be deemed to include the military departments of the Army, 
the Navy, and the Air Force, and all agencies created under title 
II of this Act. 

SEPARABILITY 

SEC. 309. ø50 U.S.C. 401 note¿ If any provision of this Act or 
the application thereof to any person or circumstances is held in-
valid, the validity of the remainder of the Act and of the applica-
tion of such provision to other persons and circumstances shall not 
be affected thereby. 

EFFECTIVE DATE 

SEC. 310. ø50 U.S.C. 401 note¿ (a) The first sentence of section 
202 (a) and sections 1, 2, 307, 308, 309, and 310 shall take effect 
immediately upon the enactment of this Act. 

(b) Except as provided in subsection (a), the provisions of this 
Act shall take effect on whichever of the following days is the ear-
lier: The day after the day upon which the Secretary of Defense 
first appointed takes office, or the sixtieth day after the date of the 
enactment of this Act. 

SUCCESSION TO THE PRESIDENCY 

SEC. 311. øSection 311 consisted of an amendment to the Act 
entitled ‘‘An Act to provide for the performance of the duties of the 
office of President in case of the removal, resignation, death, or in-
ability both of the President and Vice President’’.¿ 

[Title IV less section 411 was repealed by section 307 of Public 
Law 87–651 (Act of September 7, 1962, 76 Stat. 526).] 

REPEALING AND SAVING PROVISIONS 

SEC. 411. ø50 U.S.C. 412¿ All laws, orders, and regulations in-
consistent with the provisions of this title are repealed insofar as 
they are inconsistent with the powers, duties, and responsibilities 
enacted hereby: Provided, That the powers, duties, and responsibil-
ities of the Secretary of Defense under this title shall be adminis-
tered in conformance with the policy and requirements for adminis-
tration of budgetary and fiscal matters in the Government gen-
erally, including accounting and financial reporting, and that noth-
ing in this title shall be construed as eliminating or modifying the 
powers, duties, and responsibilities of any other department, agen-
cy, or officer of the Government in connection with such matters, 
but no such department, agency, or officer shall exercise any such 
powers, duties, or responsibilities in a manner that will render in-
effective the provisions of this title. 
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1 This title is also set out post at page 711 along with other materials relating to congressional 
oversight of intelligence activities. 

TITLE V—ACCOUNTABILITY FOR INTELLIGENCE 
ACTIVITIES 1 

GENERAL CONGRESSIONAL OVERSIGHT PROVISIONS 

SEC. 501. ø50 U.S.C. 413¿ (a)(1) The President shall ensure 
that the congressional intelligence committees are kept fully and 
currently informed of the intelligence activities of the United 
States, including any significant anticipated intelligence activity as 
required by this title. 

(2) Nothing in this title shall be construed as requiring the ap-
proval of the congressional intelligence committees as a condition 
precedent to the initiation of any significant anticipated intel-
ligence activity. 

(b) The President shall ensure that any illegal intelligence ac-
tivity is reported promptly to the congressional intelligence com-
mittees, as well as any corrective action that has been taken or is 
planned in connection with such illegal activity. 

(c) The President and the congressional intelligence committees 
shall each establish such written procedures as may be necessary 
to carry out the provisions of this title. 

(d) The House of Representatives and the Senate shall each es-
tablish, by rule or resolution of such House, procedures to protect 
from unauthorized disclosure all classified information, and all in-
formation relating to intelligence sources and methods, that is fur-
nished to the congressional intelligence committees or to Members 
of Congress under this title. Such procedures shall be established 
in consultation with the Director of National Intelligence. In ac-
cordance with such procedures, each of the congressional intel-
ligence committees shall promptly call to the attention of its re-
spective House, or to any appropriate committee or committees of 
its respective House, any matter relating to intelligence activities 
requiring the attention of such House or such committee or com-
mittees. 

(e) Nothing in this Act shall be construed as authority to with-
hold information from the congressional intelligence committees on 
the grounds that providing the information to the congressional in-
telligence committees would constitute the unauthorized disclosure 
of classified information or information relating to intelligence 
sources and methods. 

(f) As used in this section, the term ‘‘intelligence activities’’ in-
cludes covert actions as defined in section 503(e), and includes fi-
nancial intelligence activities. 

REPORTING OF INTELLIGENCE ACTIVITIES OTHER THAN COVERT 
ACTIONS 

SEC. 502. ø50 U.S.C. 413a¿ (a) IN GENERAL.—To the extent 
consistent with due regard for the protection from unauthorized 
disclosure of classified information relating to sensitive intelligence 
sources and methods or other exceptionally sensitive matters, the 
Director of National Intelligence and the heads of all departments, 
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agencies, and other entities of the United States Government in-
volved in intelligence activities shall— 

(1) keep the congressional intelligence committees fully 
and currently informed of all intelligence activities, other than 
a covert action (as defined in section 503(e)), which are the re-
sponsibility of, are engaged in by, or are carried out for or on 
behalf of, any department, agency, or entity of the United 
States Government, including any significant anticipated intel-
ligence activity and any significant intelligence failure; and 

(2) furnish the congressional intelligence committees any 
information or material concerning intelligence activities (in-
cluding the legal basis under which the intelligence activity is 
being or was conducted), other than covert actions, which is 
within their custody or control, and which is requested by ei-
ther of the congressional intelligence committees in order to 
carry out its authorized responsibilities. 
(b) FORM AND CONTENTS OF CERTAIN REPORTS.—Any report re-

lating to a significant anticipated intelligence activity or a signifi-
cant intelligence failure that is submitted to the congressional in-
telligence committees for purposes of subsection (a)(1) shall be in 
writing, and shall contain the following: 

(1) A concise statement of any facts pertinent to such re-
port. 

(2) An explanation of the significance of the intelligence ac-
tivity or intelligence failure covered by such report. 
(c) STANDARDS AND PROCEDURES FOR CERTAIN REPORTS.—The 

Director of National Intelligence, in consultation with the heads of 
the departments, agencies, and entities referred to in subsection 
(a), shall establish standards and procedures applicable to reports 
covered by subsection (b). 

PRESIDENTIAL APPROVAL AND REPORTING OF COVERT ACTIONS 

SEC. 503. ø50 U.S.C. 413b¿ (a) The President may not author-
ize the conduct of a covert action by departments, agencies, or enti-
ties of the United States Government unless the President deter-
mines such an action is necessary to support identifiable foreign 
policy objectives of the United States and is important to the na-
tional security of the United States, which determination shall be 
set forth in a finding that shall meet each of the following condi-
tions: 

(1) Each finding shall be in writing, unless immediate ac-
tion by the United States is required and time does not permit 
the preparation of a written finding, in which case a written 
record of the President’s decision shall be contemporaneously 
made and shall be reduced to a written finding as soon as pos-
sible but in no event more than 48 hours after the decision is 
made. 

(2) Except as permitted by paragraph (1), a finding may 
not authorize or sanction a covert action, or any aspect of any 
such action, which already has occurred. 

(3) Each finding shall specify each department, agency, or 
entity of the United States Government authorized to fund or 
otherwise participate in any significant way in such action. 
Any employee, contractor, or contract agent of a department, 
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agency, or entity of the United States Government other than 
the Central Intelligence Agency directed to participate in any 
way in a covert action shall be subject either to the policies 
and regulations of the Central Intelligence Agency, or to writ-
ten policies or regulations adopted by such department, agen-
cy, or entity, to govern such participation. 

(4) Each finding shall specify whether it is contemplated 
that any third party which is not an element of, or a contractor 
or contract agent of, the United States Government, or is not 
otherwise subject to United States Government policies and 
regulations, will be used to fund or otherwise participate in 
any significant way in the covert action concerned, or be used 
to undertake the covert action concerned on behalf of the 
United States. 

(5) A finding may not authorize any action that would vio-
late the Constitution or any statute of the United States. 
(b) To the extent consistent with due regard for the protection 

from unauthorized disclosure of classified information relating to 
sensitive intelligence sources and methods or other exceptionally 
sensitive matters, the Director of National Intelligence and the 
heads of all departments, agencies, and entities of the United 
States Government involved in a covert action— 

(1) shall keep the congressional intelligence committees 
fully and currently informed of all covert actions which are the 
responsibility of, are engaged in by, or are carried out for or 
on behalf of, any department, agency, or entity of the United 
States Government, including significant failures; and 

(2) shall furnish to the congressional intelligence commit-
tees any information or material concerning covert actions (in-
cluding the legal basis under which the covert action is being 
or was conducted) which is in the possession, custody, or con-
trol of any department, agency, or entity of the United States 
Government and which is requested by either of the congres-
sional intelligence committees in order to carry out its author-
ized responsibilities. 
(c)(1) The President shall ensure that any finding approved 

pursuant to subsection (a) shall be reported in writing to the con-
gressional intelligence committees as soon as possible after such 
approval and before the initiation of the covert action authorized 
by the finding, except as otherwise provided in paragraph (2) and 
paragraph (3). 

(2) If the President determines that it is essential to limit ac-
cess to the finding to meet extraordinary circumstances affecting 
vital interests of the United States, the finding may be reported to 
the chairmen and ranking minority members of the congressional 
intelligence committees, the Speaker and minority leader of the 
House of Representatives, the majority and minority leaders of the 
Senate, and such other member or members of the congressional 
leadership as may be included by the President. 

(3) Whenever a finding is not reported pursuant to paragraph 
(1) or (2) of this section, the President shall fully inform the con-
gressional intelligence committees in a timely fashion and shall 
provide a statement of the reasons for not giving prior notice. 
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1 Margin for subparagraph (A), as added by section 331(c)(2)(B) of Public Law 111–259, so in 
law. 

2 Margin for subparagraph (B), as added by section 331(c)(2)(C)(ii) of Public Law 111–259, so 
in law. 

1 Margin for paragraph (2), as added by section 331(c)(3)(C) of Public Law 111–259, so in law. 

(4) In a case under paragraph (1), (2), or (3), a copy of the find-
ing, signed by the President, shall be provided to the chairman of 
each congressional intelligence committee. 

(5)(A) 1 When access to a finding, or a notification provided 
under subsection (d)(1), is limited to the Members of Congress 
specified in paragraph (2), a written statement of the reasons 
for limiting such access shall also be provided. 

(B) 2 Not later than 180 days after a statement of rea-
sons is submitted in accordance with subparagraph (A) or 
this subparagraph, the President shall ensure that— 

(i) all members of the congressional intelligence 
committees are provided access to the finding or notifi-
cation; or 

(ii) a statement of reasons that it is essential to 
continue to limit access to such finding or such notifi-
cation to meet extraordinary circumstances affecting 
vital interests of the United States is submitted to the 
Members of Congress specified in paragraph (2). 

(d)(1) The President shall ensure that the congressional intel-
ligence committees, or, if applicable, the Members of Congress spec-
ified in subsection (c)(2), are notified in writing of any significant 
change in a previously approved covert action, or any significant 
undertaking pursuant to a previously approved finding, in the 
same manner as findings are reported pursuant to subsection (c). 

(2) 2 In determining whether an activity constitutes a sig-
nificant undertaking for purposes of paragraph (1), the Presi-
dent shall consider whether the activity— 

(A) involves significant risk of loss of life; 
(B) requires an expansion of existing authorities, in-

cluding authorities relating to research, development, or 
operations; 

(C) results in the expenditure of significant funds or 
other resources; 

(D) requires notification under section 504; 
(E) gives rise to a significant risk of disclosing intel-

ligence sources or methods; or 
(F) presents a reasonably foreseeable risk of serious 

damage to the diplomatic relations of the United States if 
such activity were disclosed without authorization. 

(e) As used in this title, the term ‘‘covert action’’ means an ac-
tivity or activities of the United States Government to influence po-
litical, economic, or military conditions abroad, where it is intended 
that the role of the United States Government will not be apparent 
or acknowledged publicly, but does not include— 

(1) activities the primary purpose of which is to acquire in-
telligence, traditional counterintelligence activities, traditional 
activities to improve or maintain the operational security of 
United States Government programs, or administrative activi-
ties; 
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(2) traditional diplomatic or military activities or routine 
support to such activities; 

(3) traditional law enforcement activities conducted by 
United States Government law enforcement agencies or rou-
tine support to such activities; or 

(4) activities to provide routine support to the overt activi-
ties (other than activities described in paragraph (1), (2), or (3)) 
of other United States Government agencies abroad. 
(f) No covert action may be conducted which is intended to in-

fluence United States political processes, public opinion, policies, or 
media. 

(g)(1) In any case where access to a finding reported under 
subsection (c) or notification provided under subsection (d)(1) is not 
made available to all members of a congressional intelligence com-
mittee in accordance with subsection (c)(2), the President shall no-
tify all members of such committee that such finding or such notifi-
cation has been provided only to the members specified in sub-
section (c)(2). 

(2) In any case where access to a finding reported under sub-
section (c) or notification provided under subsection (d)(1) is not 
made available to all members of a congressional intelligence com-
mittee in accordance with subsection (c)(2), the President shall pro-
vide to all members of such committee a general description re-
garding the finding or notification, as applicable, consistent with 
the reasons for not yet fully informing all members of such com-
mittee. 

(3) The President shall maintain— 
(A) a record of the members of Congress to whom a finding 

is reported under subsection (c) or notification is provided 
under subsection (d)(1) and the date on which each member of 
Congress receives such finding or notification; and 

(B) each written statement provided under subsection 
(c)(5). 

FUNDING OF INTELLIGENCE ACTIVITIES 

SEC. 504. ø50 U.S.C. 414¿ (a) Appropriated funds available to 
an intelligence agency may be obligated or expended for an intel-
ligence or intelligence-related activity only if— 

(1) those funds were specifically authorized by the Con-
gress for use for such activities; or 

(2) in the case of funds from the Reserve for Contingencies 
of the Central Intelligence Agency and consistent with the pro-
visions of section 503 of this Act concerning any significant an-
ticipated intelligence activity, the Director of the Central Intel-
ligence Agency has notified the appropriate congressional com-
mittees of the intent to make such funds available for such ac-
tivity; or 

(3) in the case of funds specifically authorized by the Con-
gress for a different activity— 

(A) the activity to be funded is a higher priority intel-
ligence or intelligence-related activity; 
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1 Margin so in law. 

(B) 1 the use of such funds for such activity supports an 
emergent need, improves program effectiveness, or increases 
efficiency; and 

(C) the Director of National Intelligence, the Secretary 
of Defense, or the Attorney General, as appropriate, has 
notified the appropriate congressional committees of the 
intent to make such funds available for such activity; 
(4) nothing in this subsection prohibits obligation or ex-

penditure of funds available to an intelligence agency in ac-
cordance with sections 1535 and 1536 of title 31, United States 
Code. 
(b) Funds available to an intelligence agency may not be made 

available for any intelligence or intelligence-related activity for 
which funds were denied by the Congress. 

(c) No funds appropriated for, or otherwise available to, any de-
partment, agency, or entity of the United States Government may 
be expended, or may be directed to be expended, for any covert ac-
tion, as defined in section 503(e), unless and until a Presidential 
finding required by subsection (a) of section 503 has been signed 
or otherwise issued in accordance with that subsection. 

(d)(1) Except as otherwise specifically provided by law, funds 
available to an intelligence agency that are not appropriated funds 
may be obligated or expended for an intelligence or intelligence-re-
lated activity only if those funds are used for activities reported to 
the appropriate congressional committees pursuant to procedures 
which identify— 

(A) the types of activities for which nonappropriated funds 
may be expended; and 

(B) the circumstances under which an activity must be re-
ported as a significant anticipated intelligence activity before 
such funds can be expended. 
(2) Procedures for purposes of paragraph (1) shall be jointly 

agreed upon by the congressional intelligence committees and, as 
appropriate, the Director of National Intelligence or the Secretary 
of Defense. 

(e) As used in this section— 
(1) the term ‘‘intelligence agency’’ means any department, 

agency, or other entity of the United States involved in intel-
ligence or intelligence-related activities; 

(2) the term ‘‘appropriate congressional committees’’ means 
the Permanent Select Committee on Intelligence and the Com-
mittee on Appropriations of the House of Representatives and 
the Select Committee on Intelligence and the Committee on 
Appropriations of the Senate; and 

(3) the term ‘‘specifically authorized by the Congress’’ 
means that— 

(A) the activity and the amount of funds proposed to 
be used for that activity were identified in a formal budget 
request to the Congress, but funds shall be deemed to be 
specifically authorized for that activity only to the extent 
that the Congress both authorized the funds to be appro-
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priated for that activity and appropriated the funds for 
that activity; or 

(B) although the funds were not formally requested, 
the Congress both specifically authorized the appropriation 
of the funds for the activity and appropriated the funds for 
the activity. 

NOTICE TO CONGRESS OF CERTAIN TRANSFERS OF DEFENSE ARTICLES 
AND DEFENSE SERVICES 

SEC. 505. ø50 U.S.C. 415¿ (a)(1) The transfer of a defense arti-
cle or defense service, or the anticipated transfer in any fiscal year 
of any aggregation of defense articles or defense services, exceeding 
$1,000,000 in value by an intelligence agency to a recipient outside 
that agency shall be considered a significant anticipated intel-
ligence activity for the purpose of this title. 

(2) Paragraph (1) does not apply if— 
(A) the transfer is being made to a department, agency, or 

other entity of the United States (so long as there will not be 
a subsequent retransfer of the defense articles or defense serv-
ices outside the United States Government in conjunction with 
an intelligence or intelligence-related activity); or 

(B) the transfer— 
(i) is being made pursuant to authorities contained in 

part II of the Foreign Assistance Act of 1961, the Arms Ex-
port Control Act, title 10 of the United States Code (in-
cluding a law enacted pursuant to section 7307(a) of that 
title), or the Federal Property and Administrative Services 
Act of 1949, and 

(ii) is not being made in conjunction with an intel-
ligence or intelligence-related activity. 

(3) An intelligence agency may not transfer any defense arti-
cles or defense services outside the agency in conjunction with any 
intelligence or intelligence-related activity for which funds were de-
nied by the Congress. 

(b) As used in this section— 
(1) the term ‘‘intelligence agency’’ means any department, 

agency, or other entity of the United States involved in intel-
ligence or intelligence-related activities; 

(2) the terms ‘‘defense articles’’ and ‘‘defense services’’ 
mean the items on the United States Munitions List pursuant 
to section 38 of the Arms Export Control Act (22 CFR part 
121); 

(3) the term ‘‘transfer’’ means— 
(A) in the case of defense articles, the transfer of pos-

session of those articles; and 
(B) in the case of defense services, the provision of 

those services; and 
(4) the term ‘‘value’’ means— 

(A) in the case of defense articles, the greater of— 
(i) the original acquisition cost to the United 

States Government, plus the cost of improvements or 
other modifications made by or on behalf of the Gov-
ernment; or 

(ii) the replacement cost; and 
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(B) in the case of defense services, the full cost to the 
Government of providing the services. 

SPECIFICITY OF NATIONAL INTELLIGENCE PROGRAM BUDGET AMOUNTS 
FOR COUNTERTERRORISM, COUNTERPROLIFERATION, COUNTER-
NARCOTICS, AND COUNTERINTELLIGENCE 

SEC. 506. (a) ø50 U.S.C. 415a¿ IN GENERAL.—The budget jus-
tification materials submitted to Congress in support of the budget 
of the President for a fiscal year that is submitted to Congress 
under section 1105(a) of title 31, United States Code, shall set forth 
separately the aggregate amount requested for that fiscal year for 
the National Intelligence Program for each of the following: 

(1) Counterterrorism. 
(2) Counterproliferation. 
(3) Counternarcotics. 
(4) Counterintelligence. 

(b) ELECTION OF CLASSIFIED OR UNCLASSIFIED FORM.— 
Amounts set forth under subsection (a) may be set forth in unclas-
sified form or classified form, at the election of the Director of Cen-
tral Intelligence. 

BUDGET TREATMENT OF COSTS OF ACQUISITION OF MAJOR SYSTEMS 
BY THE INTELLIGENCE COMMUNITY 

SEC. 506A. (a) INDEPENDENT COST ESTIMATES.—(1) The Direc-
tor of National Intelligence shall, in consultation with the head of 
each element of the intelligence community concerned, prepare an 
independent cost estimate of the full life-cycle cost of development, 
procurement, and operation of each major system to be acquired by 
the intelligence community. 

(2) Each independent cost estimate for a major system shall, 
to the maximum extent practicable, specify the amount required to 
be appropriated and obligated to develop, procure, and operate the 
major system in each fiscal year of the proposed period of develop-
ment, procurement, and operation of the major system. 

(3)(A) In the case of a program of the intelligence community 
that qualifies as a major system, an independent cost estimate 
shall be prepared before the submission to Congress of the budget 
of the President for the first fiscal year in which appropriated 
funds are anticipated to be obligated for the development or pro-
curement of such major system. 

(B) In the case of a program of the intelligence community for 
which an independent cost estimate was not previously required to 
be prepared under this section, including a program for which de-
velopment or procurement commenced before the date of the enact-
ment of the Intelligence Authorization Act for Fiscal Year 2004, if 
the aggregate future costs of development or procurement (or any 
combination of such activities) of the program will exceed 
$500,000,000 (in current fiscal year dollars), the program shall 
qualify as a major system for purposes of this section, and an inde-
pendent cost estimate for such major system shall be prepared be-
fore the submission to Congress of the budget of the President for 
the first fiscal year thereafter in which appropriated funds are an-
ticipated to be obligated for such major system. 
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(4) The independent cost estimate for a major system shall be 
updated upon— 

(A) the completion of any preliminary design review associ-
ated with the major system; 

(B) any significant modification to the anticipated design 
of the major system; or 

(C) any change in circumstances that renders the current 
independent cost estimate for the major system inaccurate. 
(5) Any update of an independent cost estimate for a major sys-

tem under paragraph (4) shall meet all requirements for inde-
pendent cost estimates under this section, and shall be treated as 
the most current independent cost estimate for the major system 
until further updated under that paragraph. 

(b) PREPARATION OF INDEPENDENT COST ESTIMATES.—(1) The 
Director shall establish within the Office of the Director of National 
Intelligence for Community Management an office which shall be 
responsible for preparing independent cost estimates, and any up-
dates thereof, under subsection (a), unless a designation is made 
under paragraph (2). 

(2) In the case of the acquisition of a major system for an ele-
ment of the intelligence community within the Department of De-
fense, the Director and the Secretary of Defense shall provide that 
the independent cost estimate, and any updates thereof, under sub-
section (a) be prepared by an entity jointly designated by the Direc-
tor and the Secretary in accordance with section 2434(b)(1)(A) of 
title 10, United States Code. 

(c) UTILIZATION IN BUDGETS OF PRESIDENT.—(1) If the budget 
of the President requests appropriations for any fiscal year for the 
development or procurement of a major system by the intelligence 
community, the President shall, subject to paragraph (2), request 
in such budget an amount of appropriations for the development or 
procurement, as the case may be, of the major system that is equiv-
alent to the amount of appropriations identified in the most current 
independent cost estimate for the major system for obligation for 
each fiscal year for which appropriations are requested for the 
major system in such budget. 

(2) If the amount of appropriations requested in the budget of 
the President for the development or procurement of a major sys-
tem is less than the amount of appropriations identified in the 
most current independent cost estimate for the major system for 
obligation for each fiscal year for which appropriations are re-
quested for the major system in such budget, the President shall 
include in the budget justification materials submitted to Congress 
in support of such budget— 

(A) an explanation for the difference between the amount 
of appropriations requested and the amount of appropriations 
identified in the most current independent cost estimate; 

(B) a description of the importance of the major system to 
the national security; 

(C) an assessment of the consequences for the funding of 
all programs of the National Foreign Intelligence Program in 
future fiscal years if the most current independent cost esti-
mate for the major system is accurate and additional appro-
priations are required in future fiscal years to ensure the con-
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tinued development or procurement of the major system, in-
cluding the consequences of such funding shortfalls on the 
major system and all other programs of the National Foreign 
Intelligence Program; and 

(D) such other information on the funding of the major sys-
tem as the President considers appropriate. 
(d) INCLUSION OF ESTIMATES IN BUDGET JUSTIFICATION MATE-

RIALS.—The budget justification materials submitted to Congress in 
support of the budget of the President shall include the most cur-
rent independent cost estimate under this section for each major 
system for which appropriations are requested in such budget for 
any fiscal year. 

(e) DEFINITIONS.—In this section: 
(1) The term ‘‘budget of the President’’ means the budget 

of the President for a fiscal year as submitted to Congress 
under section 1105(a) of title 31, United States Code. 

(2) The term ‘‘independent cost estimate’’ means a prag-
matic and neutral analysis, assessment, and quantification of 
all costs and risks associated with the acquisition of a major 
system, which shall be based on programmatic and technical 
specifications provided by the office within the element of the 
intelligence community with primary responsibility for the de-
velopment, procurement, or operation of the major system. 

(3) The term ‘‘major system’’ means any significant pro-
gram of an element of the intelligence community with pro-
jected total development and procurement costs exceeding 
$500,000,000 (based on fiscal year 2010 constant dollars), 
which costs shall include all end-to-end program costs, includ-
ing costs associated with the development and procurement of 
the program and any other costs associated with the develop-
ment and procurement of systems required to support or utilize 
the program. 

ANNUAL PERSONNEL LEVEL ASSESSMENTS FOR THE INTELLIGENCE 
COMMUNITY 

SEC. 506B. ø50 U.S.C. 415a–4¿ (a) REQUIREMENT TO PRO-
VIDE.—The Director of National Intelligence shall, in consultation 
with the head of each element of the intelligence community, pre-
pare an annual personnel level assessment for such element that 
assesses the personnel levels for such element for the fiscal year 
following the fiscal year in which the assessment is submitted. 

(b) SCHEDULE.—Each assessment required by subsection (a) 
shall be submitted to the congressional intelligence committees 
each year at the time that the President submits to Congress the 
budget for a fiscal year pursuant to section 1105 of title 31, United 
States Code. 

(c) CONTENTS.—Each assessment required by subsection (a) 
submitted during a fiscal year shall contain the following informa-
tion for the element of the intelligence community concerned: 

(1) The budget submission for personnel costs for the up-
coming fiscal year. 

(2) The dollar and percentage increase or decrease of such 
costs as compared to the personnel costs of the current fiscal 
year. 
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(3) The dollar and percentage increase or decrease of such 
costs as compared to the personnel costs during the prior 5 fis-
cal years. 

(4) The number of full-time equivalent positions that is the 
basis for which personnel funds are requested for the upcoming 
fiscal year. 

(5) The numerical and percentage increase or decrease of 
the number referred to in paragraph (4) as compared to the 
number of full-time equivalent positions of the current fiscal 
year. 

(6) The numerical and percentage increase or decrease of 
the number referred to in paragraph (4) as compared to the 
number of full-time equivalent positions during the prior 5 fis-
cal years. 

(7) The best estimate of the number and costs of core con-
tract personnel to be funded by the element for the upcoming 
fiscal year. 

(8) The numerical and percentage increase or decrease of 
such costs of core contract personnel as compared to the best 
estimate of the costs of core contract personnel of the current 
fiscal year. 

(9) The numerical and percentage increase or decrease of 
such number and such costs of core contract personnel as com-
pared to the number and cost of core contract personnel during 
the prior 5 fiscal years. 

(10) A justification for the requested personnel and core 
contract personnel levels. 

(11) The best estimate of the number of intelligence collec-
tors and analysts employed or contracted by each element of 
the intelligence community. 

(12) A statement by the Director of National Intelligence 
that, based on current and projected funding, the element con-
cerned will have sufficient— 

(A) internal infrastructure to support the requested 
personnel and core contract personnel levels; 

(B) training resources to support the requested per-
sonnel levels; and 

(C) funding to support the administrative and oper-
ational activities of the requested personnel levels. 

VULNERABILITY ASSESSMENTS OF MAJOR SYSTEMS 

SEC. 506C. ø50 U.S.C. 415a–5¿ (a) INITIAL VULNERABILITY AS-
SESSMENTS.—(1)(A) Except as provided in subparagraph (B), the 
Director of National Intelligence shall conduct and submit to the 
congressional intelligence committees an initial vulnerability as-
sessment for each major system and its significant items of sup-
ply— 

(i) except as provided in clause (ii), prior to the completion 
of Milestone B or an equivalent acquisition decision for the 
major system; or 

(ii) prior to the date that is 1 year after the date of the en-
actment of the Intelligence Authorization Act for Fiscal Year 
2010 in the case of a major system for which Milestone B or 
an equivalent acquisition decision— 
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(I) was completed prior to such date of enactment; or 
(II) is completed on a date during the 180-day period 

following such date of enactment. 
(B) The Director may submit to the congressional intelligence 

committees an initial vulnerability assessment required by clause 
(ii) of subparagraph (A) not later than 180 days after the date such 
assessment is required to be submitted under such clause if the Di-
rector notifies the congressional intelligence committees of the ex-
tension of the submission date under this subparagraph and pro-
vides a justification for such extension. 

(C) The initial vulnerability assessment of a major system and 
its significant items of supply shall include use of an analysis- 
based approach to— 

(i) identify vulnerabilities; 
(ii) define exploitation potential; 
(iii) examine the system’s potential effectiveness; 
(iv) determine overall vulnerability; and 
(v) make recommendations for risk reduction. 

(2) If an initial vulnerability assessment for a major system is 
not submitted to the congressional intelligence committees as re-
quired by paragraph (1), funds appropriated for the acquisition of 
the major system may not be obligated for a major contract related 
to the major system. Such prohibition on the obligation of funds for 
the acquisition of the major system shall cease to apply on the date 
on which the congressional intelligence committees receive the ini-
tial vulnerability assessment. 

(b) SUBSEQUENT VULNERABILITY ASSESSMENTS.—(1) The Direc-
tor of National Intelligence shall, periodically throughout the pro-
curement of a major system or if the Director determines that a 
change in circumstances warrants the issuance of a subsequent 
vulnerability assessment, conduct a subsequent vulnerability as-
sessment of each major system and its significant items of supply 
within the National Intelligence Program. 

(2) Upon the request of a congressional intelligence committee, 
the Director of National Intelligence may, if appropriate, recertify 
the previous vulnerability assessment or may conduct a subsequent 
vulnerability assessment of a particular major system and its sig-
nificant items of supply within the National Intelligence Program. 

(3) Any subsequent vulnerability assessment of a major system 
and its significant items of supply shall include use of an analysis- 
based approach and, if applicable, a testing-based approach, to 
monitor the exploitation potential of such system and reexamine 
the factors described in clauses (i) through (v) of subsection 
(a)(1)(C). 

(c) MAJOR SYSTEM MANAGEMENT.—The Director of National In-
telligence shall give due consideration to the vulnerability assess-
ments prepared for a given major system when developing and de-
termining the National Intelligence Program budget. 

(d) CONGRESSIONAL OVERSIGHT.—(1) The Director of National 
Intelligence shall provide to the congressional intelligence commit-
tees a copy of each vulnerability assessment conducted under sub-
section (a) or (b) not later than 10 days after the date of the com-
pletion of such assessment. 
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(2) The Director of National Intelligence shall provide the con-
gressional intelligence committees with a proposed schedule for 
subsequent periodic vulnerability assessments of a major system 
under subsection (b)(1) when providing such committees with the 
initial vulnerability assessment under subsection (a) of such system 
as required by paragraph (1). 

(e) DEFINITIONS.—In this section: 
(1) The term ‘‘item of supply’’ has the meaning given that 

term in section 4(10) of the Office of Federal Procurement Pol-
icy Act (41 U.S.C. 403(10)). 

(2) The term ‘‘major contract’’ means each of the 6 largest 
prime, associate, or Government-furnished equipment contracts 
under a major system that is in excess of $40,000,000 and that 
is not a firm, fixed price contract. 

(3) The term ‘‘major system’’ has the meaning given that 
term in section 506A(e). 

(4) The term ‘‘Milestone B’’ means a decision to enter into 
major system development and demonstration pursuant to 
guidance prescribed by the Director of National Intelligence. 

(5) The term ‘‘vulnerability assessment’’ means the process 
of identifying and quantifying vulnerabilities in a major system 
and its significant items of supply. 

INTELLIGENCE COMMUNITY BUSINESS SYSTEM TRANSFORMATION 

SEC. 506D. ø50 U.S.C. 415a–6¿ (a) LIMITATION ON OBLIGATION 
OF FUNDS.—(1) Subject to paragraph (3), no funds appropriated to 
any element of the intelligence community may be obligated for an 
intelligence community business system transformation that will 
have a total cost in excess of $3,000,000 unless— 

(A) the Director of the Office of Business Transformation 
of the Office of the Director of National Intelligence makes a 
certification described in paragraph (2) with respect to such in-
telligence community business system transformation; and 

(B) such certification is approved by the board established 
under subsection (f). 
(2) The certification described in this paragraph for an intel-

ligence community business system transformation is a certifi-
cation made by the Director of the Office of Business Trans-
formation of the Office of the Director of National Intelligence that 
the intelligence community business system transformation— 

(A) complies with the enterprise architecture under sub-
section (b) and such other policies and standards that the Di-
rector of National Intelligence considers appropriate; or 

(B) is necessary— 
(i) to achieve a critical national security capability or 

address a critical requirement; or 
(ii) to prevent a significant adverse effect on a project 

that is needed to achieve an essential capability, taking 
into consideration any alternative solutions for preventing 
such adverse effect. 

(3) With respect to a fiscal year after fiscal year 2010, the 
amount referred to in paragraph (1) in the matter preceding sub-
paragraph (A) shall be equal to the sum of— 
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(A) the amount in effect under such paragraph (1) for the 
preceding fiscal year (determined after application of this para-
graph), plus 

(B) such amount multiplied by the annual percentage in-
crease in the consumer price index (all items; U.S. city aver-
age) as of September of the previous fiscal year. 
(b) ENTERPRISE ARCHITECTURE FOR INTELLIGENCE COMMUNITY 

BUSINESS SYSTEMS.—(1) The Director of National Intelligence shall, 
acting through the board established under subsection (f), develop 
and implement an enterprise architecture to cover all intelligence 
community business systems, and the functions and activities sup-
ported by such business systems. The enterprise architecture shall 
be sufficiently defined to effectively guide, constrain, and permit 
implementation of interoperable intelligence community business 
system solutions, consistent with applicable policies and procedures 
established by the Director of the Office of Management and Budg-
et. 

(2) The enterprise architecture under paragraph (1) shall in-
clude the following: 

(A) An information infrastructure that will enable the in-
telligence community to— 

(i) comply with all Federal accounting, financial man-
agement, and reporting requirements; 

(ii) routinely produce timely, accurate, and reliable fi-
nancial information for management purposes; 

(iii) integrate budget, accounting, and program infor-
mation and systems; and 

(iv) provide for the measurement of performance, in-
cluding the ability to produce timely, relevant, and reliable 
cost information. 
(B) Policies, procedures, data standards, and system inter-

face requirements that apply uniformly throughout the intel-
ligence community. 
(c) RESPONSIBILITIES FOR INTELLIGENCE COMMUNITY BUSINESS 

SYSTEM TRANSFORMATION.—The Director of National Intelligence 
shall be responsible for the entire life cycle of an intelligence com-
munity business system transformation, including review, ap-
proval, and oversight of the planning, design, acquisition, deploy-
ment, operation, and maintenance of the business system trans-
formation. 

(d) INTELLIGENCE COMMUNITY BUSINESS SYSTEM INVESTMENT 
REVIEW.—(1) The Director of the Office of Business Transformation 
of the Office of the Director of National Intelligence shall establish 
and implement, not later than 60 days after the enactment of the 
Intelligence Authorization Act for Fiscal Year 2010, an investment 
review process for the intelligence community business systems for 
which the Director of the Office of Business Transformation is re-
sponsible. 

(2) The investment review process under paragraph (1) shall— 
(A) meet the requirements of section 11312 of title 40, 

United States Code; and 
(B) specifically set forth the responsibilities of the Director 

of the Office of Business Transformation under such review 
process. 
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(3) The investment review process under paragraph (1) shall 
include the following elements: 

(A) Review and approval by an investment review board 
(consisting of appropriate representatives of the intelligence 
community) of each intelligence community business system as 
an investment before the obligation of funds for such system. 

(B) Periodic review, but not less often than annually, of 
every intelligence community business system investment. 

(C) Thresholds for levels of review to ensure appropriate 
review of intelligence community business system investments 
depending on the scope, complexity, and cost of the system in-
volved. 

(D) Procedures for making certifications in accordance with 
the requirements of subsection (a)(2). 
(e) BUDGET INFORMATION.—For each fiscal year after fiscal 

year 2011, the Director of National Intelligence shall include in the 
materials the Director submits to Congress in support of the budg-
et for such fiscal year that is submitted to Congress under section 
1105 of title 31, United States Code, the following information: 

(1) An identification of each intelligence community busi-
ness system for which funding is proposed in such budget. 

(2) An identification of all funds, by appropriation, pro-
posed in such budget for each such system, including— 

(A) funds for current services to operate and maintain 
such system; 

(B) funds for business systems modernization identi-
fied for each specific appropriation; and 

(C) funds for associated business process improvement 
or reengineering efforts. 
(3) The certification, if any, made under subsection (a)(2) 

with respect to each such system. 
(f) INTELLIGENCE COMMUNITY BUSINESS SYSTEM TRANS-

FORMATION GOVERNANCE BOARD.—(1) The Director of National In-
telligence shall establish a board within the intelligence community 
business system transformation governance structure (in this sub-
section referred to as the ‘‘Board‘’). 

(2) The Board shall— 
(A) recommend to the Director policies and procedures nec-

essary to effectively integrate all business activities and any 
transformation, reform, reorganization, or process improve-
ment initiatives undertaken within the intelligence community; 

(B) review and approve any major update of— 
(i) the enterprise architecture developed under sub-

section (b); and 
(ii) any plans for an intelligence community business 

systems modernization; 
(C) manage cross-domain integration consistent with such 

enterprise architecture; 
(D) coordinate initiatives for intelligence community busi-

ness system transformation to maximize benefits and minimize 
costs for the intelligence community, and periodically report to 
the Director on the status of efforts to carry out an intelligence 
community business system transformation; 
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(E) ensure that funds are obligated for intelligence commu-
nity business system transformation in a manner consistent 
with subsection (a); and 

(F) carry out such other duties as the Director shall speci-
fy. 
(g) RELATION TO ANNUAL REGISTRATION REQUIREMENTS.— 

Nothing in this section shall be construed to alter the requirements 
of section 8083 of the Department of Defense Appropriations Act, 
2005 (Public Law 108–287; 118 Stat. 989), with regard to informa-
tion technology systems (as defined in subsection (d) of such sec-
tion). 

(h) RELATIONSHIP TO DEFENSE BUSINESS ENTERPRISE ARCHI-
TECTURE.—Nothing in this section shall be construed to exempt 
funds authorized to be appropriated to the Department of Defense 
from the requirements of section 2222 of title 10, United States 
Code, to the extent that such requirements are otherwise applica-
ble. 

(i) RELATION TO CLINGER-COHEN ACT.—(1) Executive agency 
responsibilities in chapter 113 of title 40, United States Code, for 
any intelligence community business system transformation shall 
be exercised jointly by— 

(A) the Director of National Intelligence and the Chief In-
formation Officer of the Intelligence Community; and 

(B) the head of the executive agency that contains the ele-
ment of the intelligence community involved and the chief in-
formation officer of that executive agency. 
(2) The Director of National Intelligence and the head of the 

executive agency referred to in paragraph (1)(B) shall enter into a 
Memorandum of Understanding to carry out the requirements of 
this section in a manner that best meets the needs of the intel-
ligence community and the executive agency. 

(j) REPORTS.—Not later than March 31 of each of the years 
2011 through 2015, the Director of National Intelligence shall sub-
mit to the congressional intelligence committees a report on the 
compliance of the intelligence community with the requirements of 
this section. Each such report shall— 

(1) describe actions taken and proposed for meeting the re-
quirements of subsection (a), including— 

(A) specific milestones and actual performance against 
specified performance measures, and any revision of such 
milestones and performance measures; and 

(B) specific actions on the intelligence community busi-
ness system transformations submitted for certification 
under such subsection; 
(2) identify the number of intelligence community business 

system transformations that received a certification described 
in subsection (a)(2); and 

(3) describe specific improvements in business operations 
and cost savings resulting from successful intelligence commu-
nity business systems transformation efforts. 
(k) DEFINITIONS.—In this section: 

(1) The term ‘‘enterprise architecture’’ has the meaning 
given that term in section 3601(4) of title 44, United States 
Code. 
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(2) The terms ‘‘information system’’ and ‘‘information tech-
nology’’ have the meanings given those terms in section 11101 
of title 40, United States Code. 

(3) The term ‘‘intelligence community business system’’ 
means an information system, including a national security 
system, that is operated by, for, or on behalf of an element of 
the intelligence community, including a financial system, 
mixed system, financial data feeder system, and the business 
infrastructure capabilities shared by the systems of the busi-
ness enterprise architecture, including people, process, and 
technology, that build upon the core infrastructure used to sup-
port business activities, such as acquisition, financial manage-
ment, logistics, strategic planning and budgeting, installations 
and environment, and human resource management. 

(4) The term ‘‘intelligence community business system 
transformation’’ means— 

(A) the acquisition or development of a new intel-
ligence community business system; or 

(B) any significant modification or enhancement of an 
existing intelligence community business system (other 
than necessary to maintain current services). 
(5) The term ‘‘national security system’’ has the meaning 

given that term in section 3542 of title 44, United States Code. 
(6) The term ‘‘Office of Business Transformation of the Of-

fice of the Director of National Intelligence’’ includes any suc-
cessor office that assumes the functions of the Office of Busi-
ness Transformation of the Office of the Director of National 
Intelligence as carried out by the Office of Business Trans-
formation on the date of the enactment of the Intelligence Au-
thorization Act for Fiscal Year 2010. 

REPORTS ON THE ACQUISITION OF MAJOR SYSTEMS 

SEC. 506E. ø50 U.S.C. 415a–7¿ (a) DEFINITIONS.—In this sec-
tion: 

(1) The term ‘‘cost estimate’’— 
(A) means an assessment and quantification of all 

costs and risks associated with the acquisition of a major 
system based upon reasonably available information at the 
time the Director establishes the 2010 adjusted total ac-
quisition cost for such system pursuant to subsection (h) or 
restructures such system pursuant to section 506F(c); and 

(B) does not mean an ‘‘independent cost estimate’’. 
(2) The term ‘‘critical cost growth threshold’’ means a per-

centage increase in the total acquisition cost for a major sys-
tem of at least 25 percent over the total acquisition cost for the 
major system as shown in the current Baseline Estimate for 
the major system. 

(3)(A) The term ‘‘current Baseline Estimate’’ means the 
projected total acquisition cost of a major system that is— 

(i) approved by the Director, or a designee of the Di-
rector, at Milestone B or an equivalent acquisition decision 
for the development, procurement, and construction of 
such system; 
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(ii) approved by the Director at the time such system 
is restructured pursuant to section 506F(c); or 

(iii) the 2010 adjusted total acquisition cost deter-
mined pursuant to subsection (h). 
(B) A current Baseline Estimate may be in the form of an 

independent cost estimate. 
(4) Except as otherwise specifically provided, the term ‘‘Di-

rector’’ means the Director of National Intelligence. 
(5) The term ‘‘independent cost estimate’’ has the meaning 

given that term in section 506A(e). 
(6) The term ‘‘major contract’’ means each of the 6 largest 

prime, associate, or Government-furnished equipment contracts 
under a major system that is in excess of $40,000,000 and that 
is not a firm, fixed price contract. 

(7) The term ‘‘major system’’ has the meaning given that 
term in section 506A(e). 

(8) The term ‘‘Milestone B’’ means a decision to enter into 
major system development and demonstration pursuant to 
guidance prescribed by the Director. 

(9) The term ‘‘program manager’’ means— 
(A) the head of the element of the intelligence commu-

nity that is responsible for the budget, cost, schedule, and 
performance of a major system; or 

(B) in the case of a major system within the Office of 
the Director of National Intelligence, the deputy who is re-
sponsible for the budget, cost, schedule, and performance 
of the major system. 
(10) The term ‘‘significant cost growth threshold’’ means 

the percentage increase in the total acquisition cost for a major 
system of at least 15 percent over the total acquisition cost for 
such system as shown in the current Baseline Estimate for 
such system. 

(11) The term ‘‘total acquisition cost’’ means the amount 
equal to the total cost for development and procurement of, 
and system-specific construction for, a major system. 
(b) MAJOR SYSTEM COST REPORTS.—(1) The program manager 

for a major system shall, on a quarterly basis, submit to the Direc-
tor a major system cost report as described in paragraph (2). 

(2) A major system cost report shall include the following infor-
mation (as of the last day of the quarter for which the report is 
made): 

(A) The total acquisition cost for the major system. 
(B) Any cost variance or schedule variance in a major con-

tract for the major system since the contract was entered into. 
(C) Any changes from a major system schedule milestones 

or performances that are known, expected, or anticipated by 
the program manager. 

(D) Any significant changes in the total acquisition cost for 
development and procurement of any software component of 
the major system, schedule milestones for such software com-
ponent of the major system, or expected performance of such 
software component of the major system that are known, ex-
pected, or anticipated by the program manager. 



89 Sec. 506E UNOFFICIAL VERSION 

(3) Each major system cost report required by paragraph (1) 
shall be submitted not more than 30 days after the end of the re-
porting quarter. 

(c) REPORTS FOR BREACH OF SIGNIFICANT OR CRITICAL COST 
GROWTH THRESHOLDS.—If the program manager of a major system 
for which a report has previously been submitted under subsection 
(b) determines at any time during a quarter that there is reason-
able cause to believe that the total acquisition cost for the major 
system has increased by a percentage equal to or greater than the 
significant cost growth threshold or critical cost growth threshold 
and if a report indicating an increase of such percentage or more 
has not previously been submitted to the Director, then the pro-
gram manager shall immediately submit to the Director a major 
system cost report containing the information, determined as of the 
date of the report, required under subsection (b). 

(d) NOTIFICATION TO CONGRESS OF COST GROWTH.—(1) When-
ever a major system cost report is submitted to the Director, the 
Director shall determine whether the current acquisition cost for 
the major system has increased by a percentage equal to or greater 
than the significant cost growth threshold or the critical cost 
growth threshold. 

(2) If the Director determines that the current total acquisition 
cost has increased by a percentage equal to or greater than the sig-
nificant cost growth threshold or critical cost growth threshold, the 
Director shall submit to Congress a Major System Congressional 
Report pursuant to subsection (e). 

(e) REQUIREMENT FOR MAJOR SYSTEM CONGRESSIONAL RE-
PORT.—(1) Whenever the Director determines under subsection (d) 
that the total acquisition cost of a major system has increased by 
a percentage equal to or greater than the significant cost growth 
threshold for the major system, a Major System Congressional Re-
port shall be submitted to Congress not later than 45 days after 
the date on which the Director receives the major system cost re-
port for such major system. 

(2) If the total acquisition cost of a major system (as deter-
mined by the Director under subsection (d)) increases by a percent-
age equal to or greater than the critical cost growth threshold for 
the program or subprogram, the Director shall take actions con-
sistent with the requirements of section 506F. 

(f) MAJOR SYSTEM CONGRESSIONAL REPORT ELEMENTS.—(1) Ex-
cept as provided in paragraph (2), each Major System Congres-
sional Report shall include the following: 

(A) The name of the major system. 
(B) The date of the preparation of the report. 
(C) The program phase of the major system as of the date 

of the preparation of the report. 
(D) The estimate of the total acquisition cost for the major 

system expressed in constant base-year dollars and in current 
dollars. 

(E) The current Baseline Estimate for the major system in 
constant base-year dollars and in current dollars. 

(F) A statement of the reasons for any increase in total ac-
quisition cost for the major system. 

(G) The completion status of the major system— 
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(i) expressed as the percentage that the number of 
years for which funds have been appropriated for the 
major system is of the number of years for which it is 
planned that funds will be appropriated for the major sys-
tem; and 

(ii) expressed as the percentage that the amount of 
funds that have been appropriated for the major system is 
of the total amount of funds which it is planned will be ap-
propriated for the major system. 
(H) The fiscal year in which the major system was first au-

thorized and in which funds for such system were first appro-
priated by Congress. 

(I) The current change and the total change, in dollars and 
expressed as a percentage, in the total acquisition cost for the 
major system, stated both in constant base-year dollars and in 
current dollars. 

(J) The quantity of end items to be acquired under the 
major system and the current change and total change, if any, 
in that quantity. 

(K) The identities of the officers responsible for manage-
ment and cost control of the major system. 

(L) The action taken and proposed to be taken to control 
future cost growth of the major system. 

(M) Any changes made in the performance or schedule 
milestones of the major system and the extent to which such 
changes have contributed to the increase in total acquisition 
cost for the major system. 

(N) The following contract performance assessment infor-
mation with respect to each major contract under the major 
system: 

(i) The name of the contractor. 
(ii) The phase that the contract is in at the time of the 

preparation of the report. 
(iii) The percentage of work under the contract that 

has been completed. 
(iv) Any current change and the total change, in dol-

lars and expressed as a percentage, in the contract cost. 
(v) The percentage by which the contract is currently 

ahead of or behind schedule. 
(vi) A narrative providing a summary explanation of 

the most significant occurrences, including cost and sched-
ule variances under major contracts of the major system, 
contributing to the changes identified and a discussion of 
the effect these occurrences will have on the future costs 
and schedule of the major system. 
(O) In any case in which one or more problems with a soft-

ware component of the major system significantly contributed 
to the increase in costs of the major system, the action taken 
and proposed to be taken to solve such problems. 
(2) A Major System Congressional Report prepared for a major 

system for which the increase in the total acquisition cost is due 
to termination or cancellation of the entire major system shall in-
clude only— 
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(A) the information described in subparagraphs (A) 
through (F) of paragraph (1); and 

(B) the total percentage change in total acquisition cost for 
such system. 
(g) PROHIBITION ON OBLIGATION OF FUNDS.—If a determination 

of an increase by a percentage equal to or greater than the signifi-
cant cost growth threshold is made by the Director under sub-
section (d) and a Major System Congressional Report containing 
the information described in subsection (f) is not submitted to Con-
gress under subsection (e)(1), or if a determination of an increase 
by a percentage equal to or greater than the critical cost growth 
threshold is made by the Director under subsection (d) and the 
Major System Congressional Report containing the information de-
scribed in subsection (f) and section 506F(b)(3) and the certification 
required by section 506F(b)(2) are not submitted to Congress under 
subsection (e)(2), funds appropriated for construction, research, de-
velopment, test, evaluation, and procurement may not be obligated 
for a major contract under the major system. The prohibition on 
the obligation of funds for a major system shall cease to apply at 
the end of the 45-day period that begins on the date— 

(1) on which Congress receives the Major System Congres-
sional Report under subsection (e)(1) with respect to that major 
system, in the case of a determination of an increase by a per-
centage equal to or greater than the significant cost growth 
threshold (as determined in subsection (d)); or 

(2) on which Congress receives both the Major System 
Congressional Report under subsection (e)(2) and the certifi-
cation of the Director under section 506F(b)(2) with respect to 
that major system, in the case of an increase by a percentage 
equal to or greater than the critical cost growth threshold (as 
determined under subsection (d)). 
(h) TREATMENT OF COST INCREASES PRIOR TO ENACTMENT OF 

INTELLIGENCE AUTHORIZATION ACT FOR FISCAL YEAR 2010.—(1) 
Not later than 180 days after the date of the enactment of the In-
telligence Authorization Act for Fiscal Year 2010, the Director— 

(A) shall, for each major system, determine if the total ac-
quisition cost of such major system increased by a percentage 
equal to or greater than the significant cost growth threshold 
or the critical cost growth threshold prior to such date of enact-
ment; 

(B) shall establish for each major system for which the 
total acquisition cost has increased by a percentage equal to or 
greater than the significant cost growth threshold or the crit-
ical cost growth threshold prior to such date of enactment a re-
vised current Baseline Estimate based upon an updated cost 
estimate; 

(C) may, for a major system not described in subparagraph 
(B), establish a revised current Baseline Estimate based upon 
an updated cost estimate; and 

(D) shall submit to Congress a report describing— 
(i) each determination made under subparagraph (A); 
(ii) each revised current Baseline Estimate established 

for a major system under subparagraph (B); and 
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(iii) each revised current Baseline Estimate estab-
lished for a major system under subparagraph (C), includ-
ing the percentage increase of the total acquisition cost of 
such major system that occurred prior to the date of the 
enactment of such Act. 

(2) The revised current Baseline Estimate established for a 
major system under subparagraph (B) or (C) of paragraph (1) shall 
be the 2010 adjusted total acquisition cost for the major system 
and may include the estimated cost of conducting any vulnerability 
assessments for such major system required under section 506C. 

(i) REQUIREMENTS TO USE BASE YEAR DOLLARS.—Any deter-
mination of a percentage increase under this section shall be stated 
in terms of constant base year dollars. 

(j) FORM OF REPORT.—Any report required to be submitted 
under this section may be submitted in a classified form. 

CRITICAL COST GROWTH IN MAJOR SYSTEMS 

SEC. 506F. ø50 U.S.C. 415a–8¿ (a) REASSESSMENT OF MAJOR 
SYSTEM.—If the Director of National Intelligence determines under 
section 506E(d) that the total acquisition cost of a major system 
has increased by a percentage equal to or greater than the critical 
cost growth threshold for the major system, the Director shall— 

(1) determine the root cause or causes of the critical cost 
growth, in accordance with applicable statutory requirements, 
policies, procedures, and guidance; and 

(2) carry out an assessment of— 
(A) the projected cost of completing the major system 

if current requirements are not modified; 
(B) the projected cost of completing the major system 

based on reasonable modification of such requirements; 
(C) the rough order of magnitude of the costs of any 

reasonable alternative system or capability; and 
(D) the need to reduce funding for other systems due 

to the growth in cost of the major system. 
(b) PRESUMPTION OF TERMINATION.—(1) After conducting the 

reassessment required by subsection (a) with respect to a major 
system, the Director shall terminate the major system unless the 
Director submits to Congress a Major System Congressional Report 
containing a certification in accordance with paragraph (2) and the 
information described in paragraph (3). The Director shall submit 
such Major System Congressional Report and certification not later 
than 90 days after the date the Director receives the relevant 
major system cost report under subsection (b) or (c) of section 506E. 

(2) A certification described by this paragraph with respect to 
a major system is a written certification that— 

(A) the continuation of the major system is essential to the 
national security; 

(B) there are no alternatives to the major system that will 
provide acceptable capability to meet the intelligence require-
ment at less cost; 

(C) the new estimates of the total acquisition cost have 
been determined by the Director to be reasonable; 
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(D) the major system is a higher priority than other sys-
tems whose funding must be reduced to accommodate the 
growth in cost of the major system; and 

(E) the management structure for the major system is ade-
quate to manage and control the total acquisition cost. 
(3) A Major System Congressional Report accompanying a writ-

ten certification under paragraph (2) shall include, in addition to 
the requirements of section 506E(e), the root cause analysis and as-
sessment carried out pursuant to subsection (a), the basis for each 
determination made in accordance with subparagraphs (A) through 
(E) of paragraph (2), and a description of all funding changes made 
as a result of the growth in the cost of the major system, including 
reductions made in funding for other systems to accommodate such 
cost growth, together with supporting documentation. 

(c) ACTIONS IF MAJOR SYSTEM NOT TERMINATED.—If the Direc-
tor elects not to terminate a major system pursuant to subsection 
(b), the Director shall— 

(1) restructure the major system in a manner that address-
es the root cause or causes of the critical cost growth, as identi-
fied pursuant to subsection (a), and ensures that the system 
has an appropriate management structure as set forth in the 
certification submitted pursuant to subsection (b)(2)(E); 

(2) rescind the most recent Milestone approval for the 
major system; 

(3) require a new Milestone approval for the major system 
before taking any action to enter a new contract, exercise an 
option under an existing contract, or otherwise extend the 
scope of an existing contract under the system, except to the 
extent determined necessary by the Milestone Decision Author-
ity, on a nondelegable basis, to ensure that the system may be 
restructured as intended by the Director without unnecessarily 
wasting resources; 

(4) establish a revised current Baseline Estimate for the 
major system based upon an updated cost estimate; and 

(5) conduct regular reviews of the major system. 
(d) ACTIONS IF MAJOR SYSTEM TERMINATED.—If a major system 

is terminated pursuant to subsection (b), the Director shall submit 
to Congress a written report setting forth— 

(1) an explanation of the reasons for terminating the major 
system; 

(2) the alternatives considered to address any problems in 
the major system; and 

(3) the course the Director plans to pursue to meet any in-
telligence requirements otherwise intended to be met by the 
major system. 
(e) FORM OF REPORT.—Any report or certification required to 

be submitted under this section may be submitted in a classified 
form. 

(f) WAIVER.—(1) The Director may waive the requirements of 
subsections (d)(2), (e), and (g) of section 506E and subsections 
(a)(2), (b), (c), and (d) of this section with respect to a major system 
if the Director determines that at least 90 percent of the amount 
of the current Baseline Estimate for the major system has been ex-
pended. 
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(2)(A) If the Director grants a waiver under paragraph (1) with 
respect to a major system, the Director shall submit to the congres-
sional intelligence committees written notice of the waiver that in-
cludes— 

(i) the information described in section 506E(f); and 
(ii) if the current total acquisition cost of the major system 

has increased by a percentage equal to or greater than the crit-
ical cost growth threshold— 

(I) a determination of the root cause or causes of the 
critical cost growth, as described in subsection (a)(1); and 

(II) a certification that includes the elements described 
in subparagraphs (A), (B), and (E) of subsection (b)(2). 

(B) The Director shall submit the written notice required by 
subparagraph (A) not later than 90 days after the date that the Di-
rector receives a major system cost report under subsection (b) or 
(c) of section 506E that indicates that the total acquisition cost for 
the major system has increased by a percentage equal to or greater 
than the significant cost growth threshold or critical cost growth 
threshold. 

(g) DEFINITIONS.—In this section, the terms ‘‘cost estimate’’, 
‘‘critical cost growth threshold’’, ‘‘current Baseline Estimate’’, 
‘‘major system’’, and ‘‘total acquisition cost’’ have the meaning given 
those terms in section 506E(a). 

FUTURE BUDGET PROJECTIONS 

SEC. 506G. ø50 U.S.C. 415a–9¿ (a) FUTURE YEAR INTEL-
LIGENCE PLANS.—(1) The Director of National Intelligence, with the 
concurrence of the Director of the Office of Management and Budg-
et, shall provide to the congressional intelligence committees a Fu-
ture Year Intelligence Plan, as described in paragraph (2), for— 

(A) each expenditure center in the National Intelligence 
Program; and 

(B) each major system in the National Intelligence Pro-
gram. 
(2)(A) A Future Year Intelligence Plan submitted under this 

subsection shall include the year-by-year proposed funding for each 
center or system referred to in subparagraph (A) or (B) of para-
graph (1), for the budget year for which the Plan is submitted and 
not less than the 4 subsequent fiscal years. 

(B) A Future Year Intelligence Plan submitted under subpara-
graph (B) of paragraph (1) for a major system shall include— 

(i) the estimated total life-cycle cost of such major system; 
and 

(ii) major milestones that have significant resource impli-
cations for such major system. 
(b) LONG-TERM BUDGET PROJECTIONS.—(1) The Director of Na-

tional Intelligence, with the concurrence of the Director of the Of-
fice of Management and Budget, shall provide to the congressional 
intelligence committees a Long-term Budget Projection for each ele-
ment of the intelligence community funded under the National In-
telligence Program acquiring a major system that includes the 
budget for such element for the 5-year period that begins on the 
day after the end of the last fiscal year for which year-by-year pro-
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posed funding is included in a Future Year Intelligence Plan for 
such major system in accordance with subsection (a)(2)(A). 

(2) A Long-term Budget Projection submitted under paragraph 
(1) shall include— 

(A) projections for the appropriate element of the intel-
ligence community for— 

(i) pay and benefits of officers and employees of such 
element; 

(ii) other operating and support costs and minor acqui-
sitions of such element; 

(iii) research and technology required by such element; 
(iv) current and planned major system acquisitions for 

such element; 
(v) any future major system acquisitions for such ele-

ment; and 
(vi) any additional funding projections that the Direc-

tor of National Intelligence considers appropriate; 
(B) a budget projection based on effective cost and sched-

ule execution of current or planned major system acquisitions 
and application of Office of Management and Budget inflation 
estimates to future major system acquisitions; 

(C) any additional assumptions and projections that the 
Director of National Intelligence considers appropriate; and 

(D) a description of whether, and to what extent, the total 
projection for each year exceeds the level that would result 
from applying the most recent Office of Management and 
Budget inflation estimate to the budget of that element of the 
intelligence community. 
(c) SUBMISSION TO CONGRESS.—The Director of National Intel-

ligence, with the concurrence of the Director of the Office of Man-
agement and Budget, shall submit to the congressional intelligence 
committees each Future Year Intelligence Plan or Long-term Budg-
et Projection required under subsection (a) or (b) for a fiscal year 
at the time that the President submits to Congress the budget for 
such fiscal year pursuant section 1105 of title 31, United States 
Code. 

(d) MAJOR SYSTEM AFFORDABILITY REPORT.—(1) The Director 
of National Intelligence, with the concurrence of the Director of the 
Office of Management and Budget, shall prepare a report on the 
acquisition of a major system funded under the National Intel-
ligence Program before the time that the President submits to Con-
gress the budget for the first fiscal year in which appropriated 
funds are anticipated to be obligated for the development or pro-
curement of such major system. 

(2) The report on such major system shall include an assess-
ment of whether, and to what extent, such acquisition, if developed, 
procured, and operated, is projected to cause an increase in the 
most recent Future Year Intelligence Plan and Long-term Budget 
Projection submitted under section 506G for an element of the in-
telligence community. 

(3) The Director of National Intelligence shall update the re-
port whenever an independent cost estimate must be updated pur-
suant to section 506A(a)(4). 
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(4) The Director of National Intelligence shall submit each re-
port required by this subsection at the time that the President sub-
mits to Congress the budget for a fiscal year pursuant to section 
1105 of title 31, United States Code. 

(e) DEFINITIONS.—In this section: 
(1) BUDGET YEAR.—The term ‘‘budget year’’ means the next 

fiscal year for which the President is required to submit to 
Congress a budget pursuant to section 1105 of title 31, United 
States Code. 

(2) INDEPENDENT COST ESTIMATE; MAJOR SYSTEM.—The 
terms ‘‘independent cost estimate’’ and ‘‘major system’’ have 
the meaning given those terms in section 506A(e). 

REPORTS ON SECURITY CLEARANCES 

SEC. 506H. ø50 U.S.C. 415a–10¿ (a) QUADRENNIAL AUDIT OF 
POSITION REQUIREMENTS.—(1) The President shall every four years 
conduct an audit of the manner in which the executive branch de-
termines whether a security clearance is required for a particular 
position in the United States Government. 

(2) Not later than 30 days after the completion of an audit con-
ducted under paragraph (1), the President shall submit to Congress 
the results of such audit. 

(b) REPORT ON SECURITY CLEARANCE DETERMINATIONS.—(1) 
Not later than February 1 of each year, the President shall submit 
to Congress a report on the security clearance process. Such report 
shall include, for each security clearance level— 

(A) the number of employees of the United States Govern-
ment who— 

(i) held a security clearance at such level as of October 
1 of the preceding year; and 

(ii) were approved for a security clearance at such 
level during the preceding fiscal year; 
(B) the number of contractors to the United States Govern-

ment who— 
(i) held a security clearance at such level as of October 

1 of the preceding year; and 
(ii) were approved for a security clearance at such 

level during the preceding fiscal year; and 
(C) for each element of the intelligence community— 

(i) the total amount of time it took to process the secu-
rity clearance determination for such level that— 

(I) was among the 80 percent of security clearance 
determinations made during the preceding fiscal year 
that took the shortest amount of time to complete; and 

(II) took the longest amount of time to complete; 
(ii) the total amount of time it took to process the se-

curity clearance determination for such level that— 
(I) was among the 90 percent of security clearance 

determinations made during the preceding fiscal year 
that took the shortest amount of time to complete; and 

(II) took the longest amount of time to complete; 
(iii) the number of pending security clearance inves-

tigations for such level as of October 1 of the preceding 
year that have remained pending for— 
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(I) 4 months or less; 
(II) between 4 months and 8 months; 
(III) between 8 months and one year; and 
(IV) more than one year; 

(iv) the percentage of reviews during the preceding fis-
cal year that resulted in a denial or revocation of a secu-
rity clearance; 

(v) the percentage of investigations during the pre-
ceding fiscal year that resulted in incomplete information; 

(vi) the percentage of investigations during the pre-
ceding fiscal year that did not result in enough information 
to make a decision on potentially adverse information; and 

(vii) for security clearance determinations completed 
or pending during the preceding fiscal year that have 
taken longer than one year to complete— 

(I) the number of security clearance determina-
tions for positions as employees of the United States 
Government that required more than one year to com-
plete; 

(II) the number of security clearance determina-
tions for contractors that required more than one year 
to complete; 

(III) the agencies that investigated and adju-
dicated such determinations; and 

(IV) the cause of significant delays in such deter-
minations. 

(2) For purposes of paragraph (1), the President may con-
sider— 

(A) security clearances at the level of confidential and se-
cret as one security clearance level; and 

(B) security clearances at the level of top secret or higher 
as one security clearance level. 
(c) FORM.—The results required under subsection (a)(2) and 

the reports required under subsection (b)(1) shall be submitted in 
unclassified form, but may include a classified annex. 

DATES FOR SUBMITTAL OF VARIOUS ANNUAL AND SEMIANNUAL 
REPORTS TO THE CONGRESSIONAL INTELLIGENCE COMMITTEES 

SEC. 507. ø50 U.S.C. 415b¿ (a) ANNUAL REPORTS.—(1) The date 
for the submittal to the congressional intelligence committees of 
the following annual reports shall be the date each year provided 
in subsection (c)(1)(A): 

(A) The annual report on the protection of the identities of 
covert agents required by section 603. 

(B) The annual report of the Inspectors Generals of the in-
telligence community on proposed resources and activities of 
their offices required by section 8H(g) of the Inspector General 
Act of 1978. 

(C) The annual report on the acquisition of technology re-
lating to weapons of mass destruction and advanced conven-
tional munitions required by section 721 of the Intelligence Au-
thorization Act for Fiscal Year 1997 (Public Law 104–293; 50 
U.S.C. 2366). 
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(D) The annual report on commercial activities as security 
for intelligence collection required by section 437(c) of title 10, 
United States Code. 

(E) The annual report on certifications for immunity in 
interdiction of aircraft engaged in illicit drug trafficking re-
quired by section 1012(c)(2) of the National Defense Authoriza-
tion Act for Fiscal Year 1995 (22 U.S.C. 2291–4(c)(2)). 

(F) The annual report on activities under the David L. 
Boren National Security Education Act of 1991 (title VIII of 
Public Law 102–183; 50 U.S.C. 1901 et seq.) required by sec-
tion 806(a) of that Act (50 U.S.C. 1906(a)). 

(G) The annual report on hiring and retention of minority 
employees in the intelligence community required by section 
114(c). 

(H) The annual report on outside employment of employ-
ees of elements of the intelligence community required by sec-
tion 102A(u)(2). 

(I) The annual report on financial intelligence on terrorist 
assets required by section 118. 
(2) The date for the submittal to the congressional intelligence 

committees of the following annual reports shall be the date each 
year provided in subsection (c)(1)(B): 

(A) The annual report on the safety and security of Rus-
sian nuclear facilities and nuclear military forces required by 
section 114(a). 

(B) The annual report on the threat of attack on the 
United States from weapons of mass destruction required by 
section 114(c). 
(b) SEMIANNUAL REPORTS.—The dates for the submittal to the 

congressional intelligence committees of the following semiannual 
reports shall be the dates each year provided in subsection (c)(2): 

(1) The semiannual reports on the Office of the Inspector 
General of the Central Intelligence Agency required by section 
17(d)(1) of the Central Intelligence Agency Act of 1949 (50 
U.S.C. 403q(d)(1)). 

(2) The semiannual reports on decisions not to prosecute 
certain violations of law under the Classified Information Pro-
cedures Act (18 U.S.C. App.) as required by section 13 of that 
Act. 

(3) The semiannual reports on the disclosure of informa-
tion and consumer reports to the Federal Bureau of Investiga-
tion for counterintelligence purposes required by section 
624(h)(2) of the Fair Credit Reporting Act (15 U.S.C. 
1681u(h)(2)). 

(4) The semiannual provision of information on requests 
for financial information for foreign counterintelligence pur-
poses required by section 1114(a)(5)(C) of the Right to Finan-
cial Privacy Act of 1978 (12 U.S.C. 3414(a)(5)(C)). 
(c) SUBMITTAL DATES FOR REPORTS.—(1)(A) Except as provided 

in subsection (d), each annual report listed in subsection (a)(1) 
shall be submitted not later than February 1. 

(B) Except as provided in subsection (d), each annual report 
listed in subsection (a)(2) shall be submitted not later than Decem-
ber 1. 
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(2) Except as provided in subsection (d), each semiannual re-
port listed in subsection (b) shall be submitted not later than Feb-
ruary 1 and August 1. 

(d) POSTPONEMENT OF SUBMITTAL.—(1) Subject to paragraph 
(3), the date for the submittal of— 

(A) an annual report listed in subsection (a)(1) may be 
postponed until March 1; 

(B) an annual report listed in subsection (a)(2) may be 
postponed until January 1; and 

(C) a semiannual report listed in subsection (b) may be 
postponed until March 1 or September 1, as the case may be, 

if the official required to submit such report submits to the con-
gressional intelligence committees a written notification of such 
postponement. 

(2)(A) Notwithstanding any other provision of law and subject 
to paragraph (3), the date for the submittal to the congressional in-
telligence committees of any report described in subparagraph (B) 
may be postponed by not more than 30 days from the date other-
wise specified in the provision of law for the submittal of such re-
port if the official required to submit such report submits to the 
congressional intelligence committees a written notification of such 
postponement. 

(B) A report described in this subparagraph is any report on 
intelligence or intelligence-related activities of the United States 
Government that is submitted under a provision of law requiring 
the submittal of only a single report. 

(3)(A) The date for the submittal of a report whose submittal 
is postponed under paragraph (1) or (2) may be postponed beyond 
the time provided for the submittal of such report under such para-
graph if the official required to submit such report submits to the 
congressional intelligence committees a written certification that 
preparation and submittal of such report at such time will impede 
the work of officers or employees of the intelligence community in 
a manner that will be detrimental to the national security of the 
United States. 

(B) A certification with respect to a report under subparagraph 
(A) shall include a proposed submittal date for such report, and 
such report shall be submitted not later than that date. 

CERTIFICATION OF COMPLIANCE WITH OVERSIGHT REQUIREMENTS 

SEC. 508. ø50 U.S.C. 415d¿ The head of each element of the 
intelligence community shall annually submit to the congressional 
intelligence committees— 

(1) a certification that, to the best of the knowledge of the 
head of such element— 

(A) the head of such element is in full compliance with 
the requirements of this title; and 

(B) any information required to be submitted by the 
head of such element under this Act before the date of the 
submission of such certification has been properly sub-
mitted; or 
(2) if the head of such element is unable to submit a cer-

tification under paragraph (1), a statement— 
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(A) of the reasons the head of such element is unable 
to submit such a certification; 

(B) describing any information required to be sub-
mitted by the head of such element under this Act before 
the date of the submission of such statement that has not 
been properly submitted; and 

(C) that the head of such element will submit such in-
formation as soon as possible after the submission of such 
statement. 

TITLE VI—PROTECTION OF CERTAIN NATIONAL SECURITY 
INFORMATION 

PROTECTION OF IDENTITIES OF CERTAIN UNITED STATES UNDERCOVER 
INTELLIGENCE OFFICERS, AGENTS, INFORMANTS, AND SOURCES 

SEC. 601. ø50 U.S.C. 421¿ (a) Whoever, having or having had 
authorized access to classified information that identifies a covert 
agent, intentionally discloses any information identifying such cov-
ert agent to any individual not authorized to receive classified in-
formation, knowing that the information disclosed so identifies 
such covert agent and that the United States is taking affirmative 
measures to conceal such covert agent’s intelligence relationship to 
the United States, shall be fined under title 18, United States 
Code, or imprisoned not more than 15 years, or both. 

(b) Whoever, as a result of having authorized access to classi-
fied information, learns the identity of a covert agent and inten-
tionally discloses any information identifying such covert agent to 
any individual not authorized to receive classified information, 
knowing that the information disclosed so identifies such covert 
agent and that the United States is taking affirmative measures to 
conceal such covert agent’s intelligence relationship to the United 
States, shall be fined under title 18, United States Code, or impris-
oned not more than 10 years, or both. 

(c) Whoever, in the course of a pattern of activities intended to 
identify and expose covert agents and with reason to believe that 
such activities would impair or impede the foreign intelligence ac-
tivities of the United States, discloses any information that identi-
fies an individual as a covert agent to any individual not author-
ized to receive classified information, knowing that the information 
disclosed so identifies such individual and that the United States 
is taking affirmative measures to conceal such individual’s classi-
fied intelligence relationship to the United States, shall be fined 
under title 18, United States Code, or imprisoned not more than 
three years, or both. 

(d) A term of imprisonment imposed under this section shall be 
consecutive to any other sentence of imprisonment. 

DEFENSES AND EXCEPTIONS 

SEC. 602. ø50 U.S.C. 422¿ (a) It is a defense to a prosecution 
under section 601 that before the commission of the offense with 
which the defendant is charged, the United States had publicly ac-
knowledged or revealed the intelligence relationship to the United 
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States of the individual the disclosure of whose intelligence rela-
tionship to the United States is the basis for the prosecution. 

(b)(1) Subject to paragraph (2), no person other than a person 
committing an offense under section 601 shall be subject to pros-
ecution under such section by virtue of section 2 or 4 of title 18, 
United States Code, or shall be subject to prosecution for con-
spiracy to commit an offense under such section. 

(2) Paragraph (1) shall not apply (A) in the case of a person 
who acted in the course of a pattern of activities intended to iden-
tify and expose covert agents and with reason to believe that such 
activities would impair or impede the foreign intelligence activities 
of the United States, or (B) in the case of a person who has author-
ized access to classified information. 

(c) It shall not be an offense under section 601 to transmit in-
formation described in such section directly to either congressional 
intelligence committee. 

(d) It shall not be an offense under section 601 for an indi-
vidual to disclose information that solely identifies himself as a 
covert agent. 

REPORT 

SEC. 603. ø50 U.S.C. 423¿ (a) The President, after receiving in-
formation from the Director of National Intelligence, shall submit 
to the congressional intelligence committees an annual report on 
measures to protect the identities of covert agents, including an as-
sessment of the need, if any, for modification of this title for the 
purpose of improving legal protections for covert agents, and on 
any other matter relevant to the protection of the identities of cov-
ert agents. The date for the submittal of the report shall be the 
date provided in section 507. 

(b) The report described in subsection (a) shall be exempt from 
any requirement for publication or disclosure. 

EXTRATERRITORIAL JURISDICTION 

SEC. 604. ø50 U.S.C. 424¿ There is jurisdiction over an offense 
under section 601 committed outside the United States if the indi-
vidual committing the offense is a citizen of the United States or 
an alien lawfully admitted to the United States for permanent resi-
dence (as defined in section 101(a)(20) of the Immigration and Na-
tionality Act). 

PROVIDING INFORMATION TO CONGRESS 

SEC. 605. ø50 U.S.C. 425¿ Nothing in this title may be con-
strued as authority to withhold information from the Congress or 
from a committee of either House of Congress. 

DEFINITIONS 

SEC. 606. ø50 U.S.C. 426¿ For the purposes of this title: 
(1) The term ‘‘classified information’’ means information or 

material designated and clearly marked or clearly represented, 
pursuant to the provisions of a statute or Executive order (or 
a regulation or order issued pursuant to a statute or Executive 
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order), as requiring a specific degree of protection against un-
authorized disclosure for reasons of national security. 

(2) The term ‘‘authorized’’, when used with respect to ac-
cess to classified information, means having authority, right, or 
permission pursuant to the provisions of a statute, Executive 
order, directive of the head of any department or agency en-
gaged in foreign intelligence or counterintelligence activities, 
order of any United States court, or provisions of any Rule of 
the House of Representatives or resolution of the Senate which 
assigns responsibility within the respective House of Congress 
for the oversight of intelligence activities. 

(3) The term ‘‘disclose’’ means to communicate, provide, 
impart, transmit, transfer, convey, publish, or otherwise make 
available. 

(4) The term ‘‘covert agent’’ means— 
(A) a present or retired officer or employee of an intel-

ligence agency or a present or retired member of the 
Armed Forces assigned to duty with an intelligence agen-
cy— 

(i) whose identity as such an officer, employee, or 
member is classified information, and 

(ii) who is serving outside the United States or 
has within the last five years served outside the 
United States; or 
(B) a United States citizen whose intelligence relation-

ship to the United States is classified information, and— 
(i) who resides and acts outside the United States 

as an agent of, or informant or source of operational 
assistance to, an intelligence agency, or 

(ii) who is at the time of the disclosure acting as 
an agent of, or informant to, the foreign counterintel-
ligence or foreign counterterrorism components of the 
Federal Bureau of Investigation; or 
(C) an individual, other than a United States citizen, 

whose past or present intelligence relationship to the 
United States is classified information and who is a 
present or former agent of, or a present or former inform-
ant or source of operational assistance to, an intelligence 
agency. 
(5) The term ‘‘intelligence agency’’ means the Central In-

telligence Agency, a foreign intelligence component of the De-
partment of Defense, or the foreign counterintelligence or for-
eign counterterrorism components of the Federal Bureau of In-
vestigation. 

(6) The term ‘‘informant’’ means any individual who fur-
nishes information to an intelligence agency in the course of a 
confidential relationship protecting the identity of such indi-
vidual from public disclosure. 

(7) The terms ‘‘officer’’ and ‘‘employee’’ have the meanings 
given such terms by section 2104 and 2105, respectively, of 
title 5, United States Code. 

(8) The term ‘‘Armed Forces’’ means the Army, Navy, Air 
Force, Marine Corps, and Coast Guard. 
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(9) The term ‘‘United States’’, when used in a geographic 
sense, means all areas under the territorial sovereignty of the 
United States and the Trust Territory of the Pacific Islands. 

(10) The term ‘‘pattern of activities’’ requires a series of 
acts with a common purpose or objective. 

TITLE VII—PROTECTION OF OPERATIONAL FILES 

OPERATIONAL FILES OF THE CENTRAL INTELLIGENCE AGENCY 

SEC. 701. ø50 U.S.C. 431¿ (a) The Director of the Central Intel-
ligence Agency, with the coordination of the Director of National 
Intelligence, may exempt operational files of the Central Intel-
ligence Agency from the provisions of section 552 of title 5, United 
States Code (Freedom of Information Act), which require publica-
tion or disclosure, or search or review in connection therewith. 

(b) In this section, the term ‘‘operational files’’ means— 
(1) files of the National Clandestine Service which document 

the conduct of foreign intelligence or counterintelligence oper-
ations or intelligence or security liaison arrangements or infor-
mation exchanges with foreign governments or their intel-
ligence or security services; 

(2) files of the Directorate for Science and Technology 
which document the means by which foreign intelligence or 
counterintelligence is collected through scientific and technical 
systems; and 

(3) files of the Office of Personnel Security which document 
investigations conducted to determine the suitability of poten-
tial foreign intelligence or counterintelligence sources; 

except that files which are the sole repository of disseminated intel-
ligence are not operational files. 

(c) Notwithstanding subsection (a) of this section, exempted 
operational files shall continue to be subject to search and review 
for information concerning— 

(1) United States citizens or aliens lawfully admitted for 
permanent residence who have requested information on them-
selves pursuant to the provisions of section 552 of title 5, 
United States Code (Freedom of Information Act), or section 
552a of title 5, United States Code (Privacy Act of 1974); 

(2) any special activity the existence of which is not ex-
empt from disclosure under the provisions of section 552 of 
title 5, United States Code (Freedom of Information Act); or 

(3) the specific subject matter of an investigation by the 
congressional intelligence committees, the Intelligence Over-
sight Board, the Department of Justice, the Office of General 
Counsel of the Central Intelligence Agency, the Office of In-
spector General of the Central Intelligence Agency, or the Of-
fice of the Director of National Intelligence for any impropriety, 
or violation of law, Executive order, or Presidential directive, 
in the conduct of an intelligence activity. 
(d)(1) Files that are not exempted under subsection (a) of this 

section which contain information derived or disseminated from ex-
empted operational files shall be subject to search and review. 

(2) The inclusion of information from exempted operational 
files in files that are not exempted under subsection (a) of this sec-
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tion shall not affect the exemption under subsection (a) of this sec-
tion of the originating operational files from search, review, publi-
cation, or disclosure. 

(3) Records from exempted operational files which have been 
disseminated to and referenced in files that are not exempted 
under subsection (a) of this section and which have been returned 
to exempted operational files for sole retention shall be subject to 
search and review. 

(e) The provisions of subsection (a) of this section shall not be 
superseded except by a provision of law which is enacted after the 
date of enactment of subsection (a), and which specifically cites and 
repeals or modifies its provisions. 

(f) Whenever any person who has requested agency records 
under section 552 of title 5, United States Code (Freedom of Infor-
mation Act), alleges that the Central Intelligence Agency has im-
properly withheld records because of failure to comply with any 
provision of this section, judicial review shall be available under 
the terms set forth in section 552(a)(4)(B) of title 5, United States 
Code, except that— 

(1) in any case in which information specifically authorized 
under criteria established by an Executive order to be kept se-
cret in the interest of national defense or foreign relations 
which is filed with, or produced for, the court by the Central 
Intelligence Agency, such information shall be examined ex 
parte, in camera by the court; 

(2) the court shall, to the fullest extent practicable, deter-
mine issues of fact based on sworn written submissions of the 
parties; 

(3) when a complainant alleges that requested records are 
improperly withheld because of improper placement solely in 
exempted operational files, the complainant shall support such 
allegation with a sworn written submission, based upon per-
sonal knowledge or otherwise admissible evidence; 

(4)(A) when a complainant alleges that requested records 
were improperly withheld because of improper exemption of 
operational files, the Central Intelligence Agency shall meet its 
burden under section 552(a)(4)(B) of title 5, United States 
Code, by demonstrating to the court by sworn written submis-
sion that exempted operational files likely to contain respon-
sive records currently perform the functions set forth in sub-
section (b) of this section; and 

(B) the court may not order the Central Intelligence Agen-
cy to review the content of any exempted operational file or 
files in order to make the demonstration required under sub-
paragraph (A) of this paragraph, unless the complainant dis-
putes the Central Intelligence Agency’s showing with a sworn 
written submission based on personal knowledge or otherwise 
admissible evidence; 

(5) in proceedings under paragraphs (3) and (4) of this sub-
section, the parties shall not obtain discovery pursuant to rules 
26 through 36 of the Federal Rules of Civil Procedure, except 
that requests for admission may be made pursuant to rules 26 
and 36; 
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1 In section 701(g)(2), the amendment to strike ‘‘of subsection (a) of this section’’ and insert 
‘‘paragraph (1)’’ made by section 922(b)(2)(E) of the National Defense Authorization Act for Fis-
cal Year 2004 (Public Law 108–136; 117 Stat. 1537) was executed by striking ‘‘subsection (a) 
of this section’’ and inserting ‘‘paragraph (1)’’ in order to reflect the probable intent of Congress. 

(6) if the court finds under this subsection that the Central 
Intelligence Agency has improperly withheld requested records 
because of failure to comply with any provision of this section, 
the court shall order the Central Intelligence Agency to search 
and review the appropriate exempted operational file or files 
for the requested records and make such records, or portions 
thereof, available in accordance with the provisions of section 
552 of title 5, United States Code (Freedom of Information 
Act), and such order shall be the exclusive remedy for failure 
to comply with this section; and 

(7) if at any time following the filing of a complaint pursu-
ant to this subsection the Central Intelligence Agency agrees 
to search the appropriate exempted operational file or files for 
the requested records, the court shall dismiss the claim based 
upon such complaint. 
(g) DECENNIAL REVIEW OF EXEMPTED OPERATIONAL FILES.—(1) 

Not less than once every ten years, the Director of the Central In-
telligence Agency and the Director of National Intelligence shall re-
view the exemptions in force under subsection (a) to determine 
whether such exemptions may be removed from any category of ex-
empted files or any portion thereof. 

(2) The review required by paragraph (1) 1 shall include consid-
eration of the historical value or other public interest in the subject 
matter of the particular category of files or portions thereof and the 
potential for declassifying a significant part of the information con-
tained therein. 

(3) A complainant who alleges that the Central Intelligence 
Agency has improperly withheld records because of failure to com-
ply with this subsection may seek judicial review in the district 
court of the United States of the district in which any of the parties 
reside, or in the District of Columbia. In such a proceeding, the 
court’s review shall be limited to determining the following: 

(A) Whether the Central Intelligence Agency has con-
ducted the review required by paragraph (1) before October 15, 
1994, or before the expiration of the 10-year period beginning 
on the date of the most recent review. 

(B) Whether the Central Intelligence Agency, in fact, con-
sidered the criteria set forth in paragraph (2) in conducting the 
required review. 

OPERATIONAL FILES OF THE NATIONAL GEOSPATIAL-INTELLIGENCE 
AGENCY 

SEC. 702. ø50 U.S.C. 432¿ (a) EXEMPTION OF CERTAIN OPER-
ATIONAL FILES FROM SEARCH, REVIEW, PUBLICATION, OR DISCLO-
SURE.—(1) The Director of the National Geospatial-Intelligence 
Agency, with the coordination of the Director of National Intel-
ligence, may exempt operational files of the National Geospatial-In-
telligence Agency from the provisions of section 552 of title 5, 
United States Code, which require publication, disclosure, search, 
or review in connection therewith. 
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(2)(A) Subject to subparagraph (B), for the purposes of this sec-
tion, the term ‘‘operational files’’ means files of the National 
Geospatial-Intelligence Agency (hereafter in this section referred to 
as ‘‘NGA’’) concerning the activities of NGA that before the estab-
lishment of NGA were performed by the National Photographic In-
terpretation Center of the Central Intelligence Agency (NPIC), that 
document the means by which foreign intelligence or counterintel-
ligence is collected through scientific and technical systems. 

(B) Files which are the sole repository of disseminated intel-
ligence are not operational files. 

(3) Notwithstanding paragraph (1), exempted operational files 
shall continue to be subject to search and review for information 
concerning— 

(A) United States citizens or aliens lawfully admitted for 
permanent residence who have requested information on them-
selves pursuant to the provisions of section 552 or 552a of title 
5, United States Code; 

(B) any special activity the existence of which is not ex-
empt from disclosure under the provisions of section 552 of 
title 5, United States Code; or 

(C) the specific subject matter of an investigation by any 
of the following for any impropriety, or violation of law, Execu-
tive order, or Presidential directive, in the conduct of an intel-
ligence activity: 

(i) The congressional intelligence committees. 
(ii) The Intelligence Oversight Board. 
(iii) The Department of Justice. 
(iv) The Office of General Counsel of NGA. 
(v) The Office of the Director of NGA. 
(vi) The Office of the Inspector General of the National 

Geospatial-Intelligence Agency. 
(4)(A) Files that are not exempted under paragraph (1) which 

contain information derived or disseminated from exempted oper-
ational files shall be subject to search and review. 

(B) The inclusion of information from exempted operational 
files in files that are not exempted under paragraph (1) shall not 
affect the exemption under paragraph (1) of the originating oper-
ational files from search, review, publication, or disclosure. 

(C) Records from exempted operational files which have been 
disseminated to and referenced in files that are not exempted 
under paragraph (1) and which have been returned to exempted 
operational files for sole retention shall be subject to search and re-
view. 

(5) The provisions of paragraph (1) may not be superseded ex-
cept by a provision of law which is enacted after the date of the 
enactment of this section, and which specifically cites and repeals 
or modifies its provisions. 

(6)(A) Except as provided in subparagraph (B), whenever any 
person who has requested agency records under section 552 of title 
5, United States Code, alleges that NGA has withheld records im-
properly because of failure to comply with any provision of this sec-
tion, judicial review shall be available under the terms set forth in 
section 552(a)(4)(B) of title 5, United States Code. 
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(B) Judicial review shall not be available in the manner pro-
vided for under subparagraph (A) as follows: 

(i) In any case in which information specifically authorized 
under criteria established by an Executive order to be kept se-
cret in the interests of national defense or foreign relations is 
filed with, or produced for, the court by NGA, such information 
shall be examined ex parte, in camera by the court. 

(ii) The court shall, to the fullest extent practicable, deter-
mine the issues of fact based on sworn written submissions of 
the parties. 

(iii) When a complainant alleges that requested records 
are improperly withheld because of improper placement solely 
in exempted operational files, the complainant shall support 
such allegation with a sworn written submission based upon 
personal knowledge or otherwise admissible evidence. 

(iv)(I) When a complainant alleges that requested records 
were improperly withheld because of improper exemption of 
operational files, NGA shall meet its burden under section 
552(a)(4)(B) of title 5, United States Code, by demonstrating to 
the court by sworn written submission that exempted oper-
ational files likely to contain responsive records currently per-
form the functions set forth in paragraph (2). 

(II) The court may not order NGA to review the content of 
any exempted operational file or files in order to make the 
demonstration required under subclause (I), unless the com-
plainant disputes NGA’s showing with a sworn written submis-
sion based on personal knowledge or otherwise admissible evi-
dence. 

(v) In proceedings under clauses (iii) and (iv), the parties 
may not obtain discovery pursuant to rules 26 through 36 of 
the Federal Rules of Civil Procedure, except that requests for 
admissions may be made pursuant to rules 26 and 36. 

(vi) If the court finds under this paragraph that NGA has 
improperly withheld requested records because of failure to 
comply with any provision of this subsection, the court shall 
order NGA to search and review the appropriate exempted 
operational file or files for the requested records and make 
such records, or portions thereof, available in accordance with 
the provisions of section 552 of title 5, United States Code, and 
such order shall be the exclusive remedy for failure to comply 
with this subsection. 

(vii) If at any time following the filing of a complaint pur-
suant to this paragraph NGA agrees to search the appropriate 
exempted operational file or files for the requested records, the 
court shall dismiss the claim based upon such complaint. 

(viii) Any information filed with, or produced for the court 
pursuant to clauses (i) and (iv) shall be coordinated with the 
Director of National Intelligence prior to submission to the 
court. 
(b) DECENNIAL REVIEW OF EXEMPTED OPERATIONAL FILES.—(1) 

Not less than once every 10 years, the Director of the National 
Geospatial-Intelligence Agency and the Director of National Intel-
ligence shall review the exemptions in force under subsection (a)(1) 
to determine whether such exemptions may be removed from the 
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category of exempted files or any portion thereof. The Director of 
National Intelligence must approve any determination to remove 
such exemptions. 

(2) The review required by paragraph (1) shall include consid-
eration of the historical value or other public interest in the subject 
matter of the particular category of files or portions thereof and the 
potential for declassifying a significant part of the information con-
tained therein. 

(3) A complainant that alleges that NGA has improperly with-
held records because of failure to comply with this subsection may 
seek judicial review in the district court of the United States of the 
district in which any of the parties reside, or in the District of Co-
lumbia. In such a proceeding, the court’s review shall be limited to 
determining the following: 

(A) Whether NGA has conducted the review required by 
paragraph (1) before the expiration of the 10-year period begin-
ning on the date of the enactment of this section or before the 
expiration of the 10-year period beginning on the date of the 
most recent review. 

(B) Whether NGA, in fact, considered the criteria set forth 
in paragraph (2) in conducting the required review. 

OPERATIONAL FILES OF THE NATIONAL RECONNAISSANCE OFFICE 

SEC. 703. ø50 U.S.C. 432a¿ (a) EXEMPTION OF CERTAIN OPER-
ATIONAL FILES FROM SEARCH, REVIEW, PUBLICATION, OR DISCLO-
SURE.—(1) The Director of the National Reconnaissance Office, with 
the coordination of the Director of National Intelligence, may ex-
empt operational files of the National Reconnaissance Office from 
the provisions of section 552 of title 5, United States Code, which 
require publication, disclosure, search, or review in connection 
therewith. 

(2)(A) Subject to subparagraph (B), for the purposes of this sec-
tion, the term ‘‘operational files’’ means files of the National Recon-
naissance Office (hereafter in this section referred to as ‘‘NRO’’) 
that document the means by which foreign intelligence or counter-
intelligence is collected through scientific and technical systems. 

(B) Files which are the sole repository of disseminated intel-
ligence are not operational files. 

(3) Notwithstanding paragraph (1), exempted operational files 
shall continue to be subject to search and review for information 
concerning— 

(A) United States citizens or aliens lawfully admitted for 
permanent residence who have requested information on them-
selves pursuant to the provisions of section 552 or 552a of title 
5, United States Code; 

(B) any special activity the existence of which is not ex-
empt from disclosure under the provisions of section 552 of 
title 5, United States Code; or 

(C) the specific subject matter of an investigation by any 
of the following for any impropriety, or violation of law, Execu-
tive order, or Presidential directive, in the conduct of an intel-
ligence activity: 

(i) The Permanent Select Committee on Intelligence of 
the House of Representatives. 
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(ii) The Select Committee on Intelligence of the Sen-
ate. 

(iii) The Intelligence Oversight Board. 
(iv) The Department of Justice. 
(v) The Office of General Counsel of NRO. 
(vi) The Office of the Director of NRO. 
(vii) The Office of the Inspector General of the NRO. 

(4)(A) Files that are not exempted under paragraph (1) which 
contain information derived or disseminated from exempted oper-
ational files shall be subject to search and review. 

(B) The inclusion of information from exempted operational 
files in files that are not exempted under paragraph (1) shall not 
affect the exemption under paragraph (1) of the originating oper-
ational files from search, review, publication, or disclosure. 

(C) The declassification of some of the information contained in 
exempted operational files shall not affect the status of the oper-
ational file as being exempt from search, review, publication, or 
disclosure. 

(D) Records from exempted operational files which have been 
disseminated to and referenced in files that are not exempted 
under paragraph (1) and which have been returned to exempted 
operational files for sole retention shall be subject to search and re-
view. 

(5) The provisions of paragraph (1) may not be superseded ex-
cept by a provision of law which is enacted after the date of the 
enactment of this section, and which specifically cites and repeals 
or modifies its provisions. 

(6)(A) Except as provided in subparagraph (B), whenever any 
person who has requested agency records under section 552 of title 
5, United States Code, alleges that NRO has withheld records im-
properly because of failure to comply with any provision of this sec-
tion, judicial review shall be available under the terms set forth in 
section 552(a)(4)(B) of title 5, United States Code. 

(B) Judicial review shall not be available in the manner pro-
vided for under subparagraph (A) as follows: 

(i) In any case in which information specifically authorized 
under criteria established by an Executive order to be kept se-
cret in the interests of national defense or foreign relations is 
filed with, or produced for, the court by NRO, such information 
shall be examined ex parte, in camera by the court. 

(ii) The court shall, to the fullest extent practicable, deter-
mine the issues of fact based on sworn written submissions of 
the parties. 

(iii) When a complainant alleges that requested records 
are improperly withheld because of improper placement solely 
in exempted operational files, the complainant shall support 
such allegation with a sworn written submission based upon 
personal knowledge or otherwise admissible evidence. 

(iv)(I) When a complainant alleges that requested records 
were improperly withheld because of improper exemption of 
operational files, NRO shall meet its burden under section 
552(a)(4)(B) of title 5, United States Code, by demonstrating to 
the court by sworn written submission that exempted oper-
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ational files likely to contain responsive records currently per-
form the functions set forth in paragraph (2). 

(II) The court may not order NRO to review the content of 
any exempted operational file or files in order to make the 
demonstration required under subclause (I), unless the com-
plainant disputes NRO’s showing with a sworn written submis-
sion based on personal knowledge or otherwise admissible evi-
dence. 

(v) In proceedings under clauses (iii) and (iv), the parties 
may not obtain discovery pursuant to rules 26 through 36 of 
the Federal Rules of Civil Procedure, except that requests for 
admissions may be made pursuant to rules 26 and 36. 

(vi) If the court finds under this paragraph that NRO has 
improperly withheld requested records because of failure to 
comply with any provision of this subsection, the court shall 
order NRO to search and review the appropriate exempted 
operational file or files for the requested records and make 
such records, or portions thereof, available in accordance with 
the provisions of section 552 of title 5, United States Code, and 
such order shall be the exclusive remedy for failure to comply 
with this subsection. 

(vii) If at any time following the filing of a complaint pur-
suant to this paragraph NRO agrees to search the appropriate 
exempted operational file or files for the requested records, the 
court shall dismiss the claim based upon such complaint. 

(viii) Any information filed with, or produced for the court 
pursuant to clauses (i) and (iv) shall be coordinated with the 
Director of National Intelligence prior to submission to the 
court. 
(b) DECENNIAL REVIEW OF EXEMPTED OPERATIONAL FILES.—(1) 

Not less than once every 10 years, the Director of the National Re-
connaissance Office and the Director of National Intelligence shall 
review the exemptions in force under subsection (a)(1) to determine 
whether such exemptions may be removed from the category of ex-
empted files or any portion thereof. The Director of National Intel-
ligence must approve any determination to remove such exemp-
tions. 

(2) The review required by paragraph (1) shall include consid-
eration of the historical value or other public interest in the subject 
matter of the particular category of files or portions thereof and the 
potential for declassifying a significant part of the information con-
tained therein. 

(3) A complainant that alleges that NRO has improperly with-
held records because of failure to comply with this subsection may 
seek judicial review in the district court of the United States of the 
district in which any of the parties reside, or in the District of Co-
lumbia. In such a proceeding, the court’s review shall be limited to 
determining the following: 

(A) Whether NRO has conducted the review required by 
paragraph (1) before the expiration of the 10-year period begin-
ning on the date of the enactment of this section or before the 
expiration of the 10-year period beginning on the date of the 
most recent review. 
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(B) Whether NRO, in fact, considered the criteria set forth 
in paragraph (2) in conducting the required review. 

OPERATIONAL FILES OF THE NATIONAL SECURITY AGENCY 

SEC. 704. ø50 U.S.C. 432b¿ (a) EXEMPTION OF CERTAIN OPER-
ATIONAL FILES FROM SEARCH, REVIEW, PUBLICATION, OR DISCLO-
SURE.—The Director of the National Security Agency, in coordina-
tion with the Director of National Intelligence, may exempt oper-
ational files of the National Security Agency from the provisions of 
section 552 of title 5, United States Code, which require publica-
tion, disclosure, search, or review in connection therewith. 

(b) OPERATIONAL FILES DEFINED.—(1) In this section, the term 
‘‘operational files’’ means— 

(A) files of the Signals Intelligence Directorate of the Na-
tional Security Agency (and any successor organization of that 
directorate) that document the means by which foreign intel-
ligence or counterintelligence is collected through technical sys-
tems; and 

(B) files of the Research Associate Directorate of the Na-
tional Security Agency (and any successor organization of that 
directorate) that document the means by which foreign intel-
ligence or counterintelligence is collected through scientific and 
technical systems. 
(2) Files that are the sole repository of disseminated intel-

ligence, and files that have been accessioned into the National Se-
curity Agency Archives (or any successor organization) are not 
operational files. 

(c) SEARCH AND REVIEW FOR INFORMATION.—Notwithstanding 
subsection (a), exempted operational files shall continue to be sub-
ject to search and review for information concerning any of the fol-
lowing: 

(1) United States citizens or aliens lawfully admitted for 
permanent residence who have requested information on them-
selves pursuant to the provisions of section 552 or 552a of title 
5, United States Code. 

(2) Any special activity the existence of which is not ex-
empt from disclosure under the provisions of section 552 of 
title 5, United States Code. 

(3) The specific subject matter of an investigation by any 
of the following for any impropriety, or violation of law, Execu-
tive order, or Presidential directive, in the conduct of an intel-
ligence activity: 

(A) The Committee on Armed Services and the Perma-
nent Select Committee on Intelligence of the House of Rep-
resentatives. 

(B) The Committee on Armed Services and the Select 
Committee on Intelligence of the Senate. 

(C) The Intelligence Oversight Board. 
(D) The Department of Justice. 
(E) The Office of General Counsel of the National Se-

curity Agency. 
(F) The Office of the Inspector General of the Depart-

ment of Defense. 
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(G) The Office of the Director of the National Security 
Agency. 

(H) The Office of the Inspector General of the National 
Security Agency. 

(d) INFORMATION DERIVED OR DISSEMINATED FROM EXEMPTED 
OPERATIONAL FILES.—(1) Files that are not exempted under sub-
section (a) that contain information derived or disseminated from 
exempted operational files shall be subject to search and review. 

(2) The inclusion of information from exempted operational 
files in files that are not exempted under subsection (a) shall not 
affect the exemption under subsection (a) of the originating oper-
ational files from search, review, publication, or disclosure. 

(3) The declassification of some of the information contained in 
exempted operational files shall not affect the status of the oper-
ational file as being exempt from search, review, publication, or 
disclosure. 

(4) Records from exempted operational files that have been dis-
seminated to and referenced in files that are not exempted under 
subsection (a) and that have been returned to exempted operational 
files for sole retention shall be subject to search and review. 

(e) SUPERCEDURE OF OTHER LAWS.—The provisions of sub-
section (a) may not be superseded except by a provision of law that 
is enacted after the date of the enactment of this section and that 
specifically cites and repeals or modifies such provisions. 

(f) ALLEGATION; IMPROPER WITHHOLDING OF RECORDS; JUDI-
CIAL REVIEW.—(1) Except as provided in paragraph (2), whenever 
any person who has requested agency records under section 552 of 
title 5, United States Code, alleges that the National Security 
Agency has withheld records improperly because of failure to com-
ply with any provision of this section, judicial review shall be avail-
able under the terms set forth in section 552(a)(4)(B) of title 5, 
United States Code. 

(2) Judicial review shall not be available in the manner pro-
vided for under paragraph (1) as follows: 

(A) In any case in which information specifically author-
ized under criteria established by an Executive order to be 
kept secret in the interests of national defense or foreign rela-
tions is filed with, or produced for, the court by the National 
Security Agency, such information shall be examined ex parte, 
in camera by the court. 

(B) The court shall determine, to the fullest extent prac-
ticable, the issues of fact based on sworn written submissions 
of the parties. 

(C) When a complainant alleges that requested records are 
improperly withheld because of improper placement solely in 
exempted operational files, the complainant shall support such 
allegation with a sworn written submission based upon per-
sonal knowledge or otherwise admissible evidence. 

(D)(i) When a complainant alleges that requested records 
were improperly withheld because of improper exemption of 
operational files, the National Security Agency shall meet its 
burden under section 552(a)(4)(B) of title 5, United States 
Code, by demonstrating to the court by sworn written submis-
sion that exempted operational files likely to contain respon-
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sive records currently perform the functions set forth in sub-
section (b). 

(ii) The court may not order the National Security Agency 
to review the content of any exempted operational file or files 
in order to make the demonstration required under clause (i), 
unless the complainant disputes the National Security Agen-
cy’s showing with a sworn written submission based on per-
sonal knowledge or otherwise admissible evidence. 

(E) In proceedings under subparagraphs (C) and (D), the 
parties may not obtain discovery pursuant to rules 26 through 
36 of the Federal Rules of Civil Procedure, except that requests 
for admissions may be made pursuant to rules 26 and 36. 

(F) If the court finds under this subsection that the Na-
tional Security Agency has improperly withheld requested 
records because of failure to comply with any provision of this 
subsection, the court shall order the Agency to search and re-
view the appropriate exempted operational file or files for the 
requested records and make such records, or portions thereof, 
available in accordance with the provisions of section 552 of 
title 5, United States Code, and such order shall be the exclu-
sive remedy for failure to comply with this section (other than 
subsection (g)). 

(G) If at any time following the filing of a complaint pursu-
ant to this paragraph the National Security Agency agrees to 
search the appropriate exempted operational file or files for the 
requested records, the court shall dismiss the claim based upon 
such complaint. 

(H) Any information filed with, or produced for the court 
pursuant to subparagraphs (A) and (D) shall be coordinated 
with the Director of National Intelligence before submission to 
the court. 
(g) DECENNIAL REVIEW OF EXEMPTED OPERATIONAL FILES.—(1) 

Not less than once every 10 years, the Director of the National Se-
curity Agency and the Director of National Intelligence shall review 
the exemptions in force under subsection (a) to determine whether 
such exemptions may be removed from a category of exempted files 
or any portion thereof. The Director of National Intelligence must 
approve any determination to remove such exemptions. 

(2) The review required by paragraph (1) shall include consid-
eration of the historical value or other public interest in the subject 
matter of a particular category of files or portions thereof and the 
potential for declassifying a significant part of the information con-
tained therein. 

(3) A complainant that alleges that the National Security 
Agency has improperly withheld records because of failure to com-
ply with this subsection may seek judicial review in the district 
court of the United States of the district in which any of the parties 
reside, or in the District of Columbia. In such a proceeding, the 
court’s review shall be limited to determining the following: 

(A) Whether the National Security Agency has conducted 
the review required by paragraph (1) before the expiration of 
the 10-year period beginning on the date of the enactment of 
this section or before the expiration of the 10-year period be-
ginning on the date of the most recent review. 
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(B) Whether the National Security Agency, in fact, consid-
ered the criteria set forth in paragraph (2) in conducting the 
required review. 

OPERATIONAL FILES OF THE DEFENSE INTELLIGENCE AGENCY 

SEC. 705. ø50 U.S.C. 432c¿ (a) EXEMPTION OF OPERATIONAL 
FILES.—The Director of the Defense Intelligence Agency, in coordi-
nation with the Director of National Intelligence, may exempt oper-
ational files of the Defense Intelligence Agency from the provisions 
of section 552 of title 5, United States Code, which require publica-
tion, disclosure, search, or review in connection therewith. 

(b) OPERATIONAL FILES DEFINED.—(1) In this section, the term 
‘‘operational files’’ means— 

(A) files of the Directorate of Human Intelligence of the 
Defense Intelligence Agency (and any successor organization of 
that directorate) that document the conduct of foreign intel-
ligence or counterintelligence operations or intelligence or secu-
rity liaison arrangements or information exchanges with for-
eign governments or their intelligence or security services; and 

(B) files of the Directorate of Technology of the Defense In-
telligence Agency (and any successor organization of that direc-
torate) that document the means by which foreign intelligence 
or counterintelligence is collected through technical systems. 
(2) Files that are the sole repository of disseminated intel-

ligence are not operational files. 
(c) SEARCH AND REVIEW FOR INFORMATION.—Notwithstanding 

subsection (a), exempted operational files shall continue to be sub-
ject to search and review for information concerning: 

(1) United States citizens or aliens lawfully admitted for 
permanent residence who have requested information on them-
selves pursuant to the provisions of section 552 or 552a of title 
5, United States Code. 

(2) Any special activity the existence of which is not ex-
empt from disclosure under the provisions of section 552 of 
title 5, United States Code. 

(3) The specific subject matter of an investigation by any 
of the following for any impropriety, or violation of law, Execu-
tive order, or Presidential directive, in the conduct of an intel-
ligence activity: 

(A) The Committee on Armed Services and the Perma-
nent Select Committee on Intelligence of the House of Rep-
resentatives. 

(B) The Committee on Armed Services and the Select 
Committee on Intelligence of the Senate. 

(C) The Intelligence Oversight Board. 
(D) The Department of Justice. 
(E) The Office of General Counsel of the Department 

of Defense or of the Defense Intelligence Agency. 
(F) The Office of Inspector General of the Department 

of Defense or of the Defense Intelligence Agency. 
(G) The Office of the Director of the Defense Intel-

ligence Agency. 
(d) INFORMATION DERIVED OR DISSEMINATED FROM EXEMPTED 

OPERATIONAL FILES.—(1) Files that are not exempted under sub-
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section (a) that contain information derived or disseminated from 
exempted operational files shall be subject to search and review. 

(2) The inclusion of information from exempted operational 
files in files that are not exempted under subsection (a) shall not 
affect the exemption under subsection (a) of the originating oper-
ational files from search, review, publication, or disclosure. 

(3) The declassification of some of the information contained in 
an exempted operational file shall not affect the status of the oper-
ational file as being exempt from search, review, publication, or 
disclosure. 

(4) Records from exempted operational files that have been dis-
seminated to and referenced in files that are not exempted under 
subsection (a) and that have been returned to exempted operational 
files for sole retention shall be subject to search and review. 

(e) ALLEGATION; IMPROPER WITHHOLDING OF RECORDS; JUDI-
CIAL REVIEW.—(1) Except as provided in paragraph (2), whenever 
any person who has requested agency records under section 552 of 
title 5, United States Code, alleges that the Defense Intelligence 
Agency has withheld records improperly because of failure to com-
ply with any provision of this section, judicial review shall be avail-
able under the terms set forth in section 552(a)(4)(B) of title 5, 
United States Code. 

(2) Judicial review shall not be available in the manner pro-
vided under paragraph (1) as follows: 

(A) In any case in which information specifically author-
ized under criteria established by an Executive order to be 
kept secret in the interest of national defense or foreign rela-
tions which is filed with, or produced for, the court by the De-
fense Intelligence Agency, such information shall be examined 
ex parte, in camera by the court. 

(B) The court shall determine, to the fullest extent prac-
ticable, issues of fact based on sworn written submissions of 
the parties. 

(C) When a complainant alleges that requested records 
were improperly withheld because of improper placement sole-
ly in exempted operational files, the complainant shall support 
such allegation with a sworn written submission based upon 
personal knowledge or otherwise admissible evidence. 

(D)(i) When a complainant alleges that requested records 
were improperly withheld because of improper exemption of 
operational files, the Defense Intelligence Agency shall meet its 
burden under section 552(a)(4)(B) of title 5, United States 
Code, by demonstrating to the court by sworn written submis-
sion that exempted operational files likely to contain respon-
sive records currently perform the functions set forth in sub-
section (b). 

(ii) The court may not order the Defense Intelligence Agen-
cy to review the content of any exempted operational file or 
files in order to make the demonstration required under clause 
(i), unless the complainant disputes the Defense Intelligence 
Agency’s showing with a sworn written submission based on 
personal knowledge or otherwise admissible evidence. 

(E) In proceedings under subparagraphs (C) and (D), the 
parties shall not obtain discovery pursuant to rules 26 through 
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36 of the Federal Rules of Civil Procedure, except that requests 
for admission may be made pursuant to rules 26 and 36. 

(F) If the court finds under this subsection that the De-
fense Intelligence Agency has improperly withheld requested 
records because of failure to comply with any provision of this 
subsection, the court shall order the Defense Intelligence Agen-
cy to search and review the appropriate exempted operational 
file or files for the requested records and make such records, 
or portions thereof, available in accordance with the provisions 
of section 552 of title 5, United States Code, and such order 
shall be the exclusive remedy for failure to comply with this 
section (other than subsection (f)). 

(G) If at any time following the filing of a complaint pursu-
ant to this paragraph the Defense Intelligence Agency agrees 
to search the appropriate exempted operational file or files for 
the requested records, the court shall dismiss the claim based 
upon such complaint. 

(H) Any information filed with, or produced for the court 
pursuant to subparagraphs (A) and (D) shall be coordinated 
with the Director of National Intelligence before submission to 
the court. 
(f) DECENNIAL REVIEW OF EXEMPTED OPERATIONAL FILES.—(1) 

Not less than once every 10 years, the Director of the Defense In-
telligence Agency and the Director of National Intelligence shall re-
view the exemptions in force under subsection (a) to determine 
whether such exemptions may be removed from a category of ex-
empted files or any portion thereof. The Director of National Intel-
ligence must approve any determinations to remove such exemp-
tions. 

(2) The review required by paragraph (1) shall include consid-
eration of the historical value or other public interest in the subject 
matter of the particular category of files or portions thereof and the 
potential for declassifying a significant part of the information con-
tained therein. 

(3) A complainant that alleges that the Defense Intelligence 
Agency has improperly withheld records because of failure to com-
ply with this subsection may seek judicial review in the district 
court of the United States of the district in which any of the parties 
reside, or in the District of Columbia. In such a proceeding, the 
court’s review shall be limited to determining the following: 

(A) Whether the Defense Intelligence Agency has con-
ducted the review required by paragraph (1) before the expira-
tion of the 10-year period beginning on the date of the enact-
ment of this section or before the expiration of the 10-year pe-
riod beginning on the date of the most recent review. 

(B) Whether the Defense Intelligence Agency, in fact, con-
sidered the criteria set forth in paragraph (2) in conducting the 
required review. 
(g) TERMINATION.—This section shall cease to be effective on 

December 31, 2007. 
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PROTECTION OF CERTAIN FILES OF THE OFFICE OF THE DIRECTOR OF 
NATIONAL INTELLIGENCE 

SEC. 706. ø50 U.S.C. 432d¿ (a) INAPPLICABILITY OF FOIA TO 
EXEMPTED OPERATIONAL FILES PROVIDED TO ODNI.—(1) Subject to 
paragraph (2), the provisions of section 552 of title 5, United States 
Code, that require search, review, publication, or disclosure of a 
record shall not apply to a record provided to the Office of the Di-
rector of National Intelligence by an element of the intelligence 
community from the exempted operational files of such element. 

(2) Paragraph (1) shall not apply with respect to a record of the 
Office that— 

(A) contains information derived or disseminated from an 
exempted operational file, unless such record is created by the 
Office for the sole purpose of organizing such exempted oper-
ational file for use by the Office; 

(B) is disseminated by the Office to a person other than an 
officer, employee, or contractor of the Office; or 

(C) is no longer designated as an exempted operational file 
in accordance with this title. 
(b) EFFECT OF PROVIDING FILES TO ODNI.—Notwithstanding 

any other provision of this title, an exempted operational file that 
is provided to the Office by an element of the intelligence commu-
nity shall not be subject to the provisions of section 552 of title 5, 
United States Code, that require search, review, publication, or dis-
closure of a record solely because such element provides such ex-
empted operational file to the Office. 

(c) SEARCH AND REVIEW FOR CERTAIN PURPOSES.—Notwith-
standing subsection (a) or (b), an exempted operational file shall 
continue to be subject to search and review for information con-
cerning any of the following: 

(1) United States citizens or aliens lawfully admitted for 
permanent residence who have requested information on them-
selves pursuant to the provisions of section 552 or 552a of title 
5, United States Code. 

(2) Any special activity the existence of which is not ex-
empt from disclosure under the provisions of section 552 of 
title 5, United States Code. 

(3) The specific subject matter of an investigation for any 
impropriety or violation of law, Executive order, or Presidential 
directive, in the conduct of an intelligence activity by any of 
the following: 

(A) The Select Committee on Intelligence of the Sen-
ate. 

(B) The Permanent Select Committee on Intelligence 
of the House of Representatives. 

(C) The Intelligence Oversight Board. 
(D) The Department of Justice. 
(E) The Office of the Director of National Intelligence. 
(F) The Office of the Inspector General of the Intel-

ligence Community. 
(d) DECENNIAL REVIEW OF EXEMPTED OPERATIONAL FILES.—(1) 

Not less than once every 10 years, the Director of National Intel-
ligence shall review the exemptions in force under subsection (a) to 
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determine whether such exemptions may be removed from any cat-
egory of exempted files or any portion thereof. 

(2) The review required by paragraph (1) shall include consid-
eration of the historical value or other public interest in the subject 
matter of the particular category of files or portions thereof and the 
potential for declassifying a significant part of the information con-
tained therein. 

(3) A complainant that alleges that the Director of National In-
telligence has improperly withheld records because of failure to 
comply with this subsection may seek judicial review in the district 
court of the United States of the district in which any of the parties 
reside, or in the District of Columbia. In such a proceeding, the 
court’s review shall be limited to determining the following: 

(A) Whether the Director has conducted the review re-
quired by paragraph (1) before the expiration of the 10-year pe-
riod beginning on the date of the enactment of the Intelligence 
Authorization Act for Fiscal Year 2010 or before the expiration 
of the 10-year period beginning on the date of the most recent 
review. 

(B) Whether the Director of National Intelligence, in fact, 
considered the criteria set forth in paragraph (2) in conducting 
the required review. 
(e) SUPERSEDURE OF OTHER LAWS.—The provisions of this sec-

tion may not be superseded except by a provision of law that is en-
acted after the date of the enactment of this section and that spe-
cifically cites and repeals or modifies such provisions. 

(f) ALLEGATION; IMPROPER WITHHOLDING OF RECORDS; JUDI-
CIAL REVIEW.—(1) Except as provided in paragraph (2), whenever 
any person who has requested agency records under section 552 of 
title 5, United States Code, alleges that the Office has withheld 
records improperly because of failure to comply with any provision 
of this section, judicial review shall be available under the terms 
set forth in section 552(a)(4)(B) of title 5, United States Code. 

(2) Judicial review shall not be available in the manner pro-
vided for under paragraph (1) as follows: 

(A) In any case in which information specifically author-
ized under criteria established by an Executive order to be 
kept secret in the interests of national defense or foreign rela-
tions is filed with, or produced for, the court by the Office, such 
information shall be examined ex parte, in camera by the 
court. 

(B) The court shall determine, to the fullest extent prac-
ticable, the issues of fact based on sworn written submissions 
of the parties. 

(C)(i) When a complainant alleges that requested records 
were improperly withheld because of improper exemption of 
operational files, the Office may meet the burden of the Office 
under section 552(a)(4)(B) of title 5, United States Code, by 
demonstrating to the court by sworn written submission that 
exempted files likely to contain responsive records are records 
provided to the Office by an element of the intelligence commu-
nity from the exempted operational files of such element. 

(ii) The court may not order the Office to review the con-
tent of any exempted file in order to make the demonstration 
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required under clause (i), unless the complainant disputes the 
Office’s showing with a sworn written submission based on 
personal knowledge or otherwise admissible evidence. 

(D) In proceedings under subparagraph (C), a party may 
not obtain discovery pursuant to rules 26 through 36 of the 
Federal Rules of Civil Procedure, except that requests for ad-
missions may be made pursuant to rules 26 and 36 of the Fed-
eral Rules of Civil Procedure. 

(E) If the court finds under this subsection that the Office 
has improperly withheld requested records because of failure to 
comply with any provision of this section, the court shall order 
the Office to search and review each appropriate exempted file 
for the requested records and make such records, or portions 
thereof, available in accordance with the provisions of section 
552 of title 5, United States Code (commonly referred to as the 
Freedom of Information Act), and such order shall be the ex-
clusive remedy for failure to comply with this section. 

(F) If at any time following the filing of a complaint pursu-
ant to this paragraph the Office agrees to search each appro-
priate exempted file for the requested records, the court shall 
dismiss the claim based upon such complaint. 
(g) DEFINITIONS.—In this section: 

(1) The term ‘‘exempted operational file’’ means a file of an 
element of the intelligence community that, in accordance with 
this title, is exempted from the provisions of section 552 of title 
5, United States Code, that require search, review, publication, 
or disclosure of such file. 

(2) Except as otherwise specifically provided, the term ‘‘Of-
fice’’ means the Office of the Director of National Intelligence. 

TITLE VIII—ACCESS TO CLASSIFIED INFORMATION 

PROCEDURES 

SEC. 801. ø50 U.S.C 435¿ (a) Not later than 180 days after the 
date of enactment of this title, the President shall, by Executive 
order or regulation, establish procedures to govern access to classi-
fied information which shall be binding upon all departments, 
agencies, and offices of the executive branch of Government. Such 
procedures shall, at a minimum— 

(1) provide that, except as may be permitted by the Presi-
dent, no employee in the executive branch of Government may 
be given access to classified information by any department, 
agency, or office of the executive branch of Government unless, 
based upon an appropriate background investigation, such ac-
cess is determined to be clearly consistent with the national se-
curity interests of the United States; 

(2) establish uniform minimum requirements governing 
the scope and frequency of background investigations and re-
investigations for all employees in the executive branch of Gov-
ernment who require access to classified information as part of 
their official responsibilities; 

(3) provide that all employees in the executive branch of 
Government who require access to classified information shall 
be required as a condition of such access to provide to the em-
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ploying department or agency written consent which permits 
access by an authorized investigative agency to relevant finan-
cial records, other financial information, consumer reports, 
travel records, and computers used in the performance of Gov-
ernment duties, as determined by the President, in accordance 
with section 802 of this title, during the period of access to 
classified information and for a period of three years there-
after; 

(4) provide that all employees in the executive branch of 
Government who require access to particularly sensitive classi-
fied information, as determined by the President, shall be re-
quired, as a condition of maintaining access to such informa-
tion, to submit to the employing department or agency, during 
the period of such access, relevant information concerning their 
financial condition and foreign travel, as determined by the 
President, as may be necessary to ensure appropriate security; 
and 

(5) establish uniform minimum standards to ensure that 
employees in the executive branch of Government whose access 
to classified information is being denied or terminated under 
this title are appropriately advised of the reasons for such de-
nial or termination and are provided an adequate opportunity 
to respond to all adverse information which forms the basis for 
such denial or termination before final action by the depart-
ment or agency concerned. 
(b)(1) Subsection (a) shall not be deemed to limit or affect the 

responsibility and power of an agency head pursuant to other law 
or Executive order to deny or terminate access to classified infor-
mation if the national security so requires. Such responsibility and 
power may be exercised only when the agency head determines 
that the procedures prescribed by subsection (a) cannot be invoked 
in a manner that is consistent with the national security. 

(2) Upon the exercise of such responsibility, the agency head 
shall submit a report to the congressional intelligence committees. 

REQUESTS BY AUTHORIZED INVESTIGATIVE AGENCIES 

SEC. 802. ø50 U.S.C. 436¿ (a)(1) Any authorized investigative 
agency may request from any financial agency, financial institu-
tion, or holding company, or from any consumer reporting agency, 
such financial records, other financial information, and consumer 
reports as may be necessary in order to conduct any authorized law 
enforcement investigation, counterintelligence inquiry, or security 
determination. Any authorized investigative agency may also re-
quest records maintained by any commercial entity within the 
United States pertaining to travel by an employee in the executive 
branch of Government outside the United States. 

(2) Requests may be made under this section where— 
(A) the records sought pertain to a person who is or was 

an employee in the executive branch of Government required 
by the President in an Executive order or regulation, as a con-
dition of access to classified information, to provide consent, 
during a background investigation and for such time as access 
to the information is maintained, and for a period of not more 
than three years thereafter, permitting access to financial 
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records, other financial information, consumer reports, and 
travel records; and 

(B)(i) there are reasonable grounds to believe, based on 
credible information, that the person is, or may be, disclosing 
classified information in an unauthorized manner to a foreign 
power or agent of a foreign power; 

(ii) information the employing agency deems credible indi-
cates the person has incurred excessive indebtedness or has ac-
quired a level of affluence which cannot be explained by other 
information known to the agency; or 

(iii) circumstances indicate the person had the capability 
and opportunity to disclose classified information which is 
known to have been lost or compromised to a foreign power or 
an agent of a foreign power. 
(3) Each such request— 

(A) shall be accompanied by a written certification signed 
by the department or agency head or deputy department or 
agency head concerned, or by a senior official designated for 
this purpose by the department or agency head concerned 
(whose rank shall be no lower than Assistant Secretary or As-
sistant Director), and shall certify that— 

(i) the person concerned is or was an employee within 
the meaning of paragraph (2)(A); 

(ii) the request is being made pursuant to an author-
ized inquiry or investigation and is authorized under this 
section; and 

(iii) the records or information to be reviewed are 
records or information which the employee has previously 
agreed to make available to the authorized investigative 
agency for review; 
(B) shall contain a copy of the agreement referred to in 

subparagraph (A)(iii); 
(C) shall identify specifically or by category the records or 

information to be reviewed; and 
(D) shall inform the recipient of the request of the prohibi-

tion described in subsection (b). 
(b) PROHIBITION OF CERTAIN DISCLOSURE.— 

(1) If an authorized investigative agency described in sub-
section (a) certifies that otherwise there may result a danger 
to the national security of the United States, interference with 
a criminal, counterterrorism, or counterintelligence investiga-
tion, interference with diplomatic relations, or danger to the 
life or physical safety of any person, no governmental or pri-
vate entity, or officer, employee, or agent of such entity, may 
disclose to any person (other than those to whom such disclo-
sure is necessary to comply with the request or an attorney to 
obtain legal advice or legal assistance with respect to the re-
quest) that such entity has received or satisfied a request made 
by an authorized investigative agency under this section. 

(2) The request shall notify the person or entity to whom 
the request is directed of the nondisclosure requirement under 
paragraph (1). 

(3) Any recipient disclosing to those persons necessary to 
comply with the request or to an attorney to obtain legal ad-
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vice or legal assistance with respect to the request shall inform 
such persons of any applicable nondisclosure requirement. Any 
person who receives a disclosure under this subsection shall be 
subject to the same prohibitions on disclosure under paragraph 
(1). 

(4) At the request of the authorized investigative agency, 
any person making or intending to make a disclosure under 
this section shall identify to the requesting official of the au-
thorized investigative agency the person to whom such disclo-
sure will be made or to whom such disclosure was made prior 
to the request, except that nothing in this section shall require 
a person to inform the requesting official of the identity of an 
attorney to whom disclosure was made or will be made to ob-
tain legal advice or legal assistance with respect to the request 
under subsection (a). 
(c)(1) Notwithstanding any other provision of law (other than 

section 6103 of the Internal Revenue Code of 1986), an entity re-
ceiving a request for records or information under subsection (a) 
shall, if the request satisfies the requirements of this section, make 
available such records or information within 30 days for inspection 
or copying, as may be appropriate, by the agency requesting such 
records or information. 

(2) Any entity (including any officer, employee, or agent there-
of) that discloses records or information for inspection or copying 
pursuant to this section in good faith reliance upon the certifi-
cations made by an agency pursuant to this section shall not be lia-
ble for any such disclosure to any person under this title, the con-
stitution of any State, or any law or regulation of any State or any 
political subdivision of any State. 

(d) Any agency requesting records or information under this 
section may, subject to the availability of appropriations, reimburse 
a private entity for any cost reasonably incurred by such entity in 
responding to such request, including the cost of identifying, repro-
ducing, or transporting records or other data. 

(e) An agency receiving records or information pursuant to a 
request under this section may disseminate the records or informa-
tion obtained pursuant to such request outside the agency only— 

(1) to the agency employing the employee who is the sub-
ject of the records or information; 

(2) to the Department of Justice for law enforcement or 
counterintelligence purposes; or 

(3) with respect to dissemination to an agency of the 
United States, if such information is clearly relevant to the au-
thorized responsibilities of such agency. 
(f) Nothing in this section may be construed to affect the au-

thority of an investigative agency to obtain information pursuant 
to the Right to Financial Privacy Act (12 U.S.C. 3401 et seq.) or 
the Fair Credit Reporting Act (15 U.S.C. 1681 et seq.). 

EXCEPTIONS 

SEC. 803. ø50 U.S.C. 437¿ Except as otherwise specifically pro-
vided, the provisions of this title shall not apply to the President 
and Vice President, Members of the Congress, Justices of the Su-
preme Court, and Federal judges appointed by the President. 
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DEFINITIONS 

SEC. 804. ø50 U.S.C. 438¿ For purposes of this title— 
(1) the term ‘‘authorized investigative agency’’ means an 

agency authorized by law or regulation to conduct a counter-
intelligence investigation or investigations of persons who are 
proposed for access to classified information to ascertain 
whether such persons satisfy the criteria for obtaining and re-
taining access to such information; 

(2) the term ‘‘classified information’’ means any informa-
tion that has been determined pursuant to Executive Order 
No. 12356 of April 2, 1982, or successor orders, or the Atomic 
Energy Act of 1954, to require protection against unauthorized 
disclosure and that is so designated; 

(3) the term ‘‘consumer reporting agency’’ has the meaning 
given such term in section 603 of the Consumer Credit Protec-
tion Act (15 U.S.C. 1681a); 

(4) the term ‘‘employee’’ includes any person who receives 
a salary or compensation of any kind from the United States 
Government, is a contractor of the United States Government 
or an employee thereof, is an unpaid consultant of the United 
States Government, or otherwise acts for or on behalf of the 
United States Government, except as otherwise determined by 
the President; 

(5) the terms ‘‘financial agency’’ and ‘‘financial institution’’ 
have the meanings given to such terms in section 5312(a) of 
title 31, United States Code, and the term ‘‘holding company’’ 
has the meaning given to such term in section 1101(6) of the 
Right to Financial Privacy Act of 1978 (12 U.S.C. 3401); 

(6) the terms ‘‘foreign power’’ and ‘‘agent of a foreign 
power’’ have the same meanings as set forth in sections 101 (a) 
and (b), respectively, of the Foreign Intelligence Surveillance 
Act of 1978 (50 U.S.C. 1801); 

(7) the term ‘‘State’’ means each of the several States of 
the United States, the District of Columbia, the Common-
wealth of Puerto Rico, the Commonwealth of the Northern 
Mariana Islands, the United States Virgin Islands, Guam, 
American Samoa, the Republic of the Marshall Islands, the 
Federated States of Micronesia, and the Republic of Palau, and 
any other possession of the United States; and 

(8) the term ‘‘computer’’ means any electronic, magnetic, 
optical, electrochemical, or other high speed data processing 
device performing logical, arithmetic, or storage functions, and 
includes any data storage facility or communications facility di-
rectly related to or operating in conjunction with such device 
and any data or other information stored or contained in such 
device. 

TITLE IX—APPLICATION OF SANCTIONS LAWS TO 
INTELLIGENCE ACTIVITIES 

STAY OF SANCTIONS 

SEC. 901. ø50 U.S.C. 441¿ Notwithstanding any provision of 
law identified in section 904, the President may stay the imposition 
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of an economic, cultural, diplomatic, or other sanction or related ac-
tion by the United States Government concerning a foreign coun-
try, organization, or person when the President determines and re-
ports to Congress in accordance with section 903 that to proceed 
without delay would seriously risk the compromise of an ongoing 
criminal investigation directly related to the activities giving rise 
to the sanction or an intelligence source or method directly related 
to the activities giving rise to the sanction. Any such stay shall be 
effective for a period of time specified by the President, which pe-
riod may not exceed 120 days, unless such period is extended in ac-
cordance with section 902. 

EXTENSION OF STAY 

SEC. 902. ø50 U.S.C. 441a¿ Whenever the President deter-
mines and reports to Congress in accordance with section 903 that 
a stay of sanctions or related actions pursuant to section 901 has 
not afforded sufficient time to obviate the risk to an ongoing crimi-
nal investigation or to an intelligence source or method that gave 
rise to the stay, he may extend such stay for a period of time speci-
fied by the President, which period may not exceed 120 days. The 
authority of this section may be used to extend the period of a stay 
pursuant to section 901 for successive periods of not more than 120 
days each. 

REPORTS 

SEC. 903. ø50 U.S.C. 441b¿ Reports to Congress pursuant to 
sections 901 and 902 shall be submitted promptly upon determina-
tions under this title. Such reports shall be submitted to the Com-
mittee on International Relations of the House of Representatives 
and the Committee on Foreign Relations of the Senate. With re-
spect to determinations relating to intelligence sources and meth-
ods, reports shall also be submitted to the congressional intel-
ligence committees. With respect to determinations relating to on-
going criminal investigations, reports shall also be submitted to the 
Committees on the Judiciary of the House of Representatives and 
the Senate. 

LAWS SUBJECT TO STAY 

SEC. 904. ø50 U.S.C. 441c¿ The President may use the author-
ity of sections 901 and 902 to stay the imposition of an economic, 
cultural, diplomatic, or other sanction or related action by the 
United States Government related to the proliferation of weapons 
of mass destruction, their delivery systems, or advanced conven-
tional weapons otherwise required to be imposed by the Chemical 
and Biological Weapons Control and Warfare Elimination Act of 
1991 (title III of Public Law 102–182); the Nuclear Proliferation 
Prevention Act of 1994 (title VIII of Public Law 103–236); title 
XVII of the National Defense Authorization Act for Fiscal Year 
1991 (Public Law 101–510) (relating to the nonproliferation of mis-
sile technology); the Iran-Iraq Arms Nonproliferation Act of 1992 
(title XVI of Public Law 102–484); section 573 of the Foreign Oper-
ations, Export Financing Related Programs Appropriations Act, 
1994 (Public Law 103–87); section 563 of the Foreign Operations, 
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Export Financing Related Programs Appropriations Act, 1995 (Pub-
lic Law 103–306); and comparable provisions. 

[Section 905 was repealed by section 313(a) of Public Law 108– 
177, December 13, 2003, 117 Stat. 2610] 

TITLE X—EDUCATION IN SUPPORT OF NATIONAL 
INTELLIGENCE 

SUBTITLE A—SCIENCE AND TECHNOLOGY 

SCHOLARSHIPS AND WORK-STUDY FOR PURSUIT OF GRADUATE 
DEGREES IN SCIENCE AND TECHNOLOGY 

SEC. 1001. ø50 U.S.C. 441g¿ (a) PROGRAM AUTHORIZED.—The 
Director of National Intelligence may carry out a program to pro-
vide scholarships and work-study for individuals who are pursuing 
graduate degrees in fields of study in science and technology that 
are identified by the Director as appropriate to meet the future 
needs of the intelligence community for qualified scientists and en-
gineers. 

(b) ADMINISTRATION.—If the Director of National Intelligence 
carries out the program under subsection (a), the Director of Na-
tional Intelligence shall administer the program through the Office 
of the Director of National Intelligence. 

(c) IDENTIFICATION OF FIELDS OF STUDY.—If the Director of Na-
tional Intelligence carries out the program under subsection (a), 
the Director shall identify fields of study under subsection (a) in 
consultation with the other heads of the elements of the intel-
ligence community. 

(d) ELIGIBILITY FOR PARTICIPATION.—An individual eligible to 
participate in the program is any individual who— 

(1) either— 
(A) is an employee of the intelligence community; or 
(B) meets criteria for eligibility for employment in the 

intelligence community that are established by the Direc-
tor of National Intelligence; 
(2) is accepted in a graduate degree program in a field of 

study in science or technology identified under subsection (a); 
and 

(3) is eligible for a security clearance at the level of Secret 
or above. 
(e) REGULATIONS.—If the Director of National Intelligence car-

ries out the program under subsection (a), the Director shall pre-
scribe regulations for purposes of the administration of this section. 

FRAMEWORK FOR CROSS-DISCIPLINARY EDUCATION AND TRAINING 

SEC. 1002. ø50 U.S.C. 441g–1¿ The Director of National Intel-
ligence shall establish an integrated framework that brings to-
gether the educational components of the intelligence community in 
order to promote a more effective and productive intelligence com-
munity through cross-disciplinary education and joint training. 
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SUBTITLE B—FOREIGN LANGUAGES PROGRAM 

PROGRAM ON ADVANCEMENT OF FOREIGN LANGUAGES CRITICAL TO 
THE INTELLIGENCE COMMUNITY 

SEC. 1011. ø50 U.S.C. 441j¿ (a) IN GENERAL.—The Secretary of 
Defense and the Director of National Intelligence may jointly carry 
out a program to advance skills in foreign languages that are crit-
ical to the capability of the intelligence community to carry out the 
national security activities of the United States (hereinafter in this 
subtitle referred to as the ‘‘Foreign Languages Program’’). 

(b) IDENTIFICATION OF REQUISITE ACTIONS.—In order to carry 
out the Foreign Languages Program, the Secretary of Defense and 
the Director of National Intelligence shall jointly identify actions 
required to improve the education of personnel in the intelligence 
community in foreign languages that are critical to the capability 
of the intelligence community to carry out the national security ac-
tivities of the United States and to meet the long-term intelligence 
needs of the United States. 

EDUCATION PARTNERSHIPS 

SEC. 1012. ø50 U.S.C. 441j–1¿ (a) IN GENERAL.—In carrying 
out the Foreign Languages Program, the head of a covered element 
of the intelligence community may enter into one or more education 
partnership agreements with educational institutions in the United 
States in order to encourage and enhance the study in such edu-
cational institutions of foreign languages that are critical to the ca-
pability of the intelligence community to carry out the national se-
curity activities of the United States. 

(b) ASSISTANCE PROVIDED UNDER EDUCATIONAL PARTNERSHIP 
AGREEMENTS.—Under an educational partnership agreement en-
tered into with an educational institution pursuant to this section, 
the head of a covered element of the intelligence community may 
provide the following assistance to the educational institution: 

(1) The loan of equipment and instructional materials of 
the element of the intelligence community to the educational 
institution for any purpose and duration that the head of the 
element considers appropriate. 

(2) Notwithstanding any other provision of law relating to 
the transfer of surplus property, the transfer to the educational 
institution of any computer equipment, or other equipment, 
that is— 

(A) commonly used by educational institutions; 
(B) surplus to the needs of the element of the intel-

ligence community; and 
(C) determined by the head of the element to be appro-

priate for support of such agreement. 
(3) The provision of dedicated personnel to the educational 

institution— 
(A) to teach courses in foreign languages that are crit-

ical to the capability of the intelligence community to carry 
out the national security activities of the United States; or 

(B) to assist in the development for the educational in-
stitution of courses and materials on such languages. 
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(4) The involvement of faculty and students of the edu-
cational institution in research projects of the element of the 
intelligence community. 

(5) Cooperation with the educational institution in devel-
oping a program under which students receive academic credit 
at the educational institution for work on research projects of 
the element of the intelligence community. 

(6) The provision of academic and career advice and assist-
ance to students of the educational institution. 

(7) The provision of cash awards and other items that the 
head of the element of the intelligence community considers 
appropriate. 

VOLUNTARY SERVICES 

SEC. 1013. ø50 U.S.C. 441j–2¿ (a) AUTHORITY TO ACCEPT SERV-
ICES.—Notwithstanding section 1342 of title 31, United States 
Code, and subject to subsection (b), the Foreign Languages Pro-
gram under section 1011 shall include authority for the head of a 
covered element of the intelligence community to accept from any 
dedicated personnel voluntary services in support of the activities 
authorized by this subtitle. 

(b) REQUIREMENTS AND LIMITATIONS.—(1) In accepting vol-
untary services from an individual under subsection (a), the head 
of a covered element of the intelligence community shall— 

(A) supervise the individual to the same extent as the head 
of the element would supervise a compensated employee of 
that element providing similar services; and 

(B) ensure that the individual is licensed, privileged, has 
appropriate educational or experiential credentials, or is other-
wise qualified under applicable law or regulations to provide 
such services. 
(2) In accepting voluntary services from an individual under 

subsection (a), the head of a covered element of the intelligence 
community may not— 

(A) place the individual in a policymaking position, or 
other position performing inherently governmental functions; 
or 

(B) compensate the individual for the provision of such 
services. 
(c) AUTHORITY TO RECRUIT AND TRAIN INDIVIDUALS PROVIDING 

SERVICES.—The head of a covered element of the intelligence com-
munity may recruit and train individuals to provide voluntary serv-
ices under subsection (a). 

(d) STATUS OF INDIVIDUALS PROVIDING SERVICES.—(1) Subject 
to paragraph (2), while providing voluntary services under sub-
section (a) or receiving training under subsection (c), an individual 
shall be considered to be an employee of the Federal Government 
only for purposes of the following provisions of law: 

(A) Section 552a of title 5, United States Code (relating to 
maintenance of records on individuals). 

(B) Chapter 11 of title 18, United States Code (relating to 
conflicts of interest). 
(2)(A) With respect to voluntary services under paragraph (1) 

provided by an individual that are within the scope of the services 
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accepted under that paragraph, the individual shall be deemed to 
be a volunteer of a governmental entity or nonprofit institution for 
purposes of the Volunteer Protection Act of 1997 (42 U.S.C. 14501 
et seq.). 

(B) In the case of any claim against such an individual with 
respect to the provision of such services, section 4(d) of such Act 
(42 U.S.C. 14503(d)) shall not apply. 

(3) Acceptance of voluntary services under this section shall 
have no bearing on the issuance or renewal of a security clearance. 

(e) REIMBURSEMENT OF INCIDENTAL EXPENSES.—(1) The head 
of a covered element of the intelligence community may reimburse 
an individual for incidental expenses incurred by the individual in 
providing voluntary services under subsection (a). The head of a 
covered element of the intelligence community shall determine 
which expenses are eligible for reimbursement under this sub-
section. 

(2) Reimbursement under paragraph (1) may be made from ap-
propriated or nonappropriated funds. 

(f) AUTHORITY TO INSTALL EQUIPMENT.—(1) The head of a cov-
ered element of the intelligence community may install telephone 
lines and any necessary telecommunication equipment in the pri-
vate residences of individuals who provide voluntary services under 
subsection (a). 

(2) The head of a covered element of the intelligence commu-
nity may pay the charges incurred for the use of equipment in-
stalled under paragraph (1) for authorized purposes. 

(3) Notwithstanding section 1348 of title 31, United States 
Code, the head of a covered element of the intelligence community 
may use appropriated funds or nonappropriated funds of the ele-
ment in carrying out this subsection. 

REGULATIONS 

SEC. 1014. ø50 U.S.C. 441j–3¿ (a) IN GENERAL.—The Secretary 
of Defense and the Director of National Intelligence shall jointly 
prescribe regulations to carry out the Foreign Languages Program. 

(b) ELEMENTS OF THE INTELLIGENCE COMMUNITY.—The head of 
each covered element of the intelligence community shall prescribe 
regulations to carry out sections 1012 and 1013 with respect to that 
element including the following: 

(1) Procedures to be utilized for the acceptance of vol-
untary services under section 1013. 

(2) Procedures and requirements relating to the installa-
tion of equipment under section 1013(f). 

DEFINITIONS 

SEC. 1015. ø50 U.S.C. 441j–4¿ In this subtitle: 
(1) The term ‘‘covered element of the intelligence commu-

nity’’ means an agency, office, bureau, or element referred to 
in subparagraphs (B) through (L) of section 3(4). 

(2) The term ‘‘educational institution’’ means— 
(A) a local educational agency (as that term is defined 

in section 9101(26) of the Elementary and Secondary Edu-
cation Act of 1965 (20 U.S.C. 7801(26))); 
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(B) an institution of higher education (as defined in 
section 102 of the Higher Education Act of 1965 (20 U.S.C. 
1002) other than institutions referred to in subsection 
(a)(1)(C) of such section); or 

(C) any other nonprofit institution that provides in-
struction of foreign languages in languages that are crit-
ical to the capability of the intelligence community to carry 
out national security activities of the United States. 
(3) The term ‘‘dedicated personnel’’ means employees of the 

intelligence community and private citizens (including former 
civilian employees of the Federal Government who have been 
voluntarily separated, and members of the United States 
Armed Forces who have been honorably discharged, honorably 
separated, or generally discharged under honorable cir-
cumstances and rehired on a voluntary basis specifically to 
perform the activities authorized under this subtitle). 

SUBTITLE C—ADDITIONAL EDUCATION PROVISIONS 

ASSIGNMENT OF INTELLIGENCE COMMUNITY PERSONNEL AS 
LANGUAGE STUDENTS 

SEC. 1021. ø50 U.S.C. 441m¿ (a) IN GENERAL.—The Director of 
National Intelligence, acting through the heads of the elements of 
the intelligence community, may assign employees of such elements 
in analyst positions requiring foreign language expertise as stu-
dents at accredited professional, technical, or other institutions of 
higher education for training at the graduate or undergraduate 
level in foreign languages required for the conduct of duties and re-
sponsibilities of such positions. 

(b) AUTHORITY FOR REIMBURSEMENT OF COSTS OF TUITION AND 
TRAINING.—(1) The Director of National Intelligence may reim-
burse an employee assigned under subsection (a) for the total cost 
of the training described in that subsection, including costs of edu-
cational and supplementary reading materials. 

(2) The authority under paragraph (1) shall apply to employees 
who are assigned on a full-time or part-time basis. 

(3) Reimbursement under paragraph (1) may be made from ap-
propriated or nonappropriated funds. 

(c) RELATIONSHIP TO COMPENSATION AS AN ANALYST.—Reim-
bursement under this section to an employee who is an analyst is 
in addition to any benefits, allowances, travel expenses, or other 
compensation the employee is entitled to by reason of serving in 
such an analyst position. 

PROGRAM ON RECRUITMENT AND TRAINING 

SEC. 1022. ø50 U.S.C. 441n¿ (a) PROGRAM.—(1) The Director of 
National Intelligence shall carry out a program to ensure that se-
lected students or former students are provided funds to continue 
academic training, or are reimbursed for academic training pre-
viously obtained, in areas of specialization that the Director, in 
consultation with the other heads of the elements of the intel-
ligence community, identifies as areas in which the current capa-
bilities of the intelligence community are deficient or in which fu-
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ture capabilities of the intelligence community are likely to be defi-
cient. 

(2) A student or former student selected for participation in the 
program shall commit to employment with an element of the intel-
ligence community, following completion of appropriate academic 
training, under such terms and conditions as the Director considers 
appropriate. 

(3) The program shall be known as the Pat Roberts Intelligence 
Scholars Program. 

(b) ELEMENTS.—In carrying out the program under subsection 
(a), the Director shall— 

(1) establish such requirements relating to the academic 
training of participants as the Director considers appropriate 
to ensure that participants are prepared for employment as in-
telligence professionals; and 

(2) periodically review the areas of specialization of the 
elements of the intelligence community to determine the areas 
in which such elements are, or are likely to be, deficient in ca-
pabilities. 
(c) USE OF FUNDS.—Funds made available for the program 

under subsection (a) shall be used— 
(1) to provide a monthly stipend for each month that a stu-

dent is pursuing a course of study; 
(2) to pay the full tuition of a student or former student 

for the completion of such course of study; 
(3) to pay for books and materials that the student or 

former student requires or required to complete such course of 
study; 

(4) to pay the expenses of the student or former student 
for travel requested by an element of the intelligence commu-
nity in relation to such program; or 

(5) for such other purposes the Director considers reason-
ably appropriate to carry out such program. 

EDUCATIONAL SCHOLARSHIP PROGRAM 

SEC. 1023. ø50 U.S.C. 441o¿ The head of a department or 
agency containing an element of the intelligence community may 
establish an undergraduate or graduate training program with re-
spect to civilian employees and prospective civilian employees of 
such element similar in purpose, conditions, content, and adminis-
tration to the program that the Secretary of Defense is authorized 
to establish under section 16 of the National Security Agency Act 
of 1959 (50 U.S.C. 402 note). 

INTELLIGENCE OFFICER TRAINING PROGRAM 

SEC. 1024. ø50 U.S.C. 441p¿ (a) PROGRAMS.—(1) The Director 
of National Intelligence may carry out grant programs in accord-
ance with subsection (b) to enhance the recruitment and retention 
of an ethnically and culturally diverse intelligence community 
workforce with capabilities critical to the national security inter-
ests of the United States. 

(2) In carrying out paragraph (1), the Director shall identify 
the skills necessary to meet current or emergent needs of the intel-
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ligence community and the educational disciplines that will provide 
individuals with such skills. 

(b) INSTITUTIONAL GRANT PROGRAM.—(1) The Director may 
provide grants to institutions of higher education to support the es-
tablishment or continued development of programs of study in edu-
cational disciplines identified under subsection (a)(2). 

(2) A grant provided under paragraph (1) may, with respect to 
the educational disciplines identified under subsection (a)(2), be 
used for the following purposes: 

(A) Curriculum or program development. 
(B) Faculty development. 
(C) Laboratory equipment or improvements. 
(D) Faculty research. 

(c) APPLICATION.—An institution of higher education seeking a 
grant under this section shall submit an application describing the 
proposed use of the grant at such time and in such manner as the 
Director may require. 

(d) REPORTS.—An institution of higher education that receives 
a grant under this section shall submit to the Director regular re-
ports regarding the use of such grant, including— 

(1) a description of the benefits to students who participate 
in the course of study funded by such grant; 

(2) a description of the results and accomplishments re-
lated to such course of study; and 

(3) any other information that the Director may require. 
(e) REGULATIONS.—The Director shall prescribe such regula-

tions as may be necessary to carry out this section. 
(f) DEFINITIONS.—In this section: 

(1) The term ‘‘Director’’ means the Director of National In-
telligence. 

(2) The term ‘‘institution of higher education’’ has the 
meaning given the term in section 101 of the Higher Education 
Act of 1965 (20 U.S.C. 1001). 

TITLE XI—ADDITIONAL MISCELLANEOUS PROVISIONS 

APPLICABILITY TO UNITED STATES INTELLIGENCE ACTIVITIES OF FED-
ERAL LAWS IMPLEMENTING INTERNATIONAL TREATIES AND AGREE-
MENTS 

SEC. 1101. ø50 U.S.C. 442¿ (a) IN GENERAL.—No Federal law 
enacted on or after the date of the enactment of the Intelligence 
Authorization Act for Fiscal Year 2001 that implements a treaty or 
other international agreement shall be construed as making unlaw-
ful an otherwise lawful and authorized intelligence activity of the 
United States Government or its employees, or any other person to 
the extent such other person is carrying out such activity on behalf 
of, and at the direction of, the United States, unless such Federal 
law specifically addresses such intelligence activity. 

(b) AUTHORIZED INTELLIGENCE ACTIVITIES.—An intelligence ac-
tivity shall be treated as authorized for purposes of subsection (a) 
if the intelligence activity is authorized by an appropriate official 
of the United States Government, acting within the scope of the of-
ficial duties of that official and in compliance with Federal law and 
any applicable Presidential directive. 
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COUNTERINTELLIGENCE INITIATIVES 

SEC. 1102. (a) INSPECTION PROCESS.—In order to protect intel-
ligence sources and methods from unauthorized disclosure, the Di-
rector of National Intelligence shall establish and implement an in-
spection process for all agencies and departments of the United 
States that handle classified information relating to the national 
security of the United States intended to assure that those agencies 
and departments maintain effective operational security practices 
and programs directed against counterintelligence activities. 

(b) ANNUAL REVIEW OF DISSEMINATION LISTS.—The Director of 
National Intelligence shall establish and implement a process for 
all elements of the intelligence community to review, on an annual 
basis, individuals included on distribution lists for access to classi-
fied information. Such process shall ensure that only individuals 
who have a particularized ‘‘need to know’’ (as determined by the 
Director) are continued on such distribution lists. 

(c) COMPLETION OF FINANCIAL DISCLOSURE STATEMENTS RE-
QUIRED FOR ACCESS TO CERTAIN CLASSIFIED INFORMATION.—The 
Director of National Intelligence shall establish and implement a 
process by which each head of an element of the intelligence com-
munity directs that all employees of that element, in order to be 
granted access to classified information referred to in subsection (a) 
of section 1.3 of Executive Order No. 12968 (August 2, 1995; 60 
Fed. Reg. 40245; 50 U.S.C. 435 note), submit financial disclosure 
forms as required under subsection (b) of such section. 

(d) ARRANGEMENTS TO HANDLE SENSITIVE INFORMATION.—The 
Director of National Intelligence shall establish, for all elements of 
the intelligence community, programs and procedures by which 
sensitive classified information relating to human intelligence is 
safeguarded against unauthorized disclosure by employees of those 
elements. 

MISUSE OF THE OFFICE OF THE DIRECTOR OF NATIONAL 
INTELLIGENCE NAME, INITIALS, OR SEAL 

SEC. 1103. ø50 U.S.C. 442b¿ (a) PROHIBITED ACTS.—No person 
may, except with the written permission of the Director of National 
Intelligence, or a designee of the Director, knowingly use the words 
‘‘Office of the Director of National Intelligence’’, the initials 
‘‘ODNI’’, the seal of the Office of the Director of National Intel-
ligence, or any colorable imitation of such words, initials, or seal 
in connection with any merchandise, impersonation, solicitation, or 
commercial activity in a manner reasonably calculated to convey 
the impression that such use is approved, endorsed, or authorized 
by the Director of National Intelligence. 

(b) INJUNCTION.—Whenever it appears to the Attorney General 
that any person is engaged or is about to engage in an act or prac-
tice which constitutes or will constitute conduct prohibited by sub-
section (a), the Attorney General may initiate a civil proceeding in 
a district court of the United States to enjoin such act or practice. 
Such court shall proceed as soon as practicable to the hearing and 
determination of such action and may, at any time before final de-
termination, enter such restraining orders or prohibitions, or take 
such other action as is warranted, to prevent injury to the United 
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States or to any person or class of persons for whose protection the 
action is brought. 


